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1 Introduction

In [1], the following objective is identified as part of the WI scope:
•
Evaluate whether autonomous LTE denial with further enhancement, e.g. the UE providing additional assistant information to the network is needed to handle rare periodic or non-periodic ISM events. If necessary, specify necessary signaling and procedure to ensure LTE performance.
This paper will evaluate whether the UE autonomous LTE denial is required to protect critical ISM signaling and discuss the possible enhancement to mitigate the impact to LTE performance.
2 Possible Usage Scenario for UE Denial Solutions

2.1 WiFi/BT Connection Setup
When in-device WiFi is activated under offload scenario, it needs to scan over each frequency channel and search for the beacon signal transmitted by nearby APs. After obtain a list of WiFi AP information, it may initiate the association with specific AP in automatic or manual manner. If LTE Tx keeps interfering in-device WiFi Rx, user may keep failing to connect with the WiFi AP it observed even though its signal quality looks good. If the in-device WiFi is activated under the router scenario, it will send out the beacon signal to attract the nearby device get connected. If the in-device LTE Tx keeps interfering in-device WiFi Rx, user may keep failing to connect with the portable router even the distance may be very close. User may get confused by the problem and start complaining with the operators and device vendors.
The BT device usually gets connected with each other before service gets activated. If a mobile terminated call is received by the LTE device, it will try to wake up the remote BT earphone and reminds user to answer the phone call. But if the LTE Tx keeps interfering in-device BT Rx, in-device BT will have difficulty to resume the connection with BT earphone and possibly result in user fail to answer the phone call. Maybe both operator and device vendors will get complained by the users.

Because the WiFi/BT connection setup is quite event-driven base and hard to predict when it may happen, it seems to be difficult to mitigate such coexistence problem by DRX based TDM solution for this scenario. UE autonomous denial solution should be very helpful for this scenario.
2.2 BT AFH Signalling
It is also possible to mitigate the coexistence problem from ISM side under some conditions. In-device WiFi AP could select the serving frequency farther away from LTE band, where the in-device WiFi client could select another AP which operated in the channel farther away from LTE band. The coexistence problem for this would be similar as the scenario depicted in 2.1.

For BT, there is some existing mechanism able to help on interference avoidance in FDM manner by utilizing AFH (Adaptive Frequency Hopping) mechanism. BT master and slave can negotiate the new frequency hopping range which is farther away from LTE band for interference avoidance in FDM manner. However, the frequency hopping range by BT master and slave is still in normal range before activating AFH and may be interfered by LTE Tx. If LTE Tx keep interfering in-device BT Rx, the AFH negotiation procedure cannot be accomplished and the interference avoidance from BT side cannot be activated.  This will result in the situation that LTE network need to resolve the coexistence problem from LTE side and consume LTE network resources. Therefore, it is necessary to protect critical ISM signalling to help coexistence problem be mitigated from ISM side. In addition, user will generally concern the overall device usage experience and may not be able to differentiate whether the problem comes from LTE or ISM.
Proposal 1 Autonomous UE denial is needed to protect critical ISM signalling (e.g. ISM connection setup, BT AFH signalling) to maintain user experience
3 Possible Enhancement for UE Denial Solution
The possible enhancement by UE providing additional assistant information to the network has been identified as the possible direction in [1]. In [2], it also states that the objective of sending assistant information is to keep link adaption working. So the problem may include when/how/what UE should send to eNB in order to keep link adaption working.
Because the UE autonomous denial aims to resolve the coexistence problem from LTE to WiFi/BT/GNSS, the trigger condition may be different than the general condition to trigger FDM or DRX based TDM solution (i.e. aims to mitigate ISM interference to LTE), it is unclear whether the UE indication for coexistence problem reporting depicted in 5.2.1.1A is suitable to carry the assistant information for UE denial solution. On the other hand, the UE denial is used for short-term event which may not be expected in advance (e.g. user manually turns on WiFi for scanning). The indication and the assistant information may need to be sent out in very limited time, this limitation may need to be considered when discussing signalling support for UE denial solution. Along this line, the assistant information should be simpler to allow UE indication in shorter time with less overhead.
In order to prevent link adaption problem due to eNB misinterpretation by such rare event, the most important information may be the time when UE may deny UL Tx to prevent eNB misjudgement (e.g. eNB ignore some detection result during this period). By having UE reporting of assistant information along with smart eNB implementation, the link adaption problem should be able to be prevented when UE autonomous denial is applied.

Proposal 2 Sending assistant information to eNB could prevent the link adaption performance impact when supporting UE autonomous denial solution
4 Conclusion

Base on the above analysis, RAN2 is requested to consider the following proposals
Proposal 1 Autonomous UE denial is needed to protect critical ISM signalling (e.g. ISM connection setup, BT AFH signalling)

Proposal 2 Sending assistant information to eNB could prevent the link adaption performance impact when supporting UE autonomous denial solution
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