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Introduction
When the RAN is shared by multiple core networks (or PLMNs), a single access network overloaded may not necessarily imply some or all of the connected core networks sharing this access network are also congested or overloaded. As long as the radio access network is not overloaded and the intended core network (PLMN) is not congested, a UE or MTC device should be allowed to access the network.
At the RAN2#75 WG2 meeting, the following agreement was reached for shared networks [4]:
	Agreements:
[ ;;; ]

4: 	In the case of multiple core networks sharing the same access network, EAB information can be PLMN specific. FFS whether we can avoid duplicating all EAB information to limit the overhead on broadcast.



It was also agreed that the implementation of EAB will be in the AS layer. The options for EAB implementation for UMTS and LTE were discussed and the following agreements were made [4]. 

	Agreements:

1) UMTS:  EAB will be 1 bit per AC
2) LTE: EAB will either be 1 bit per AC solution, or a solution conform LTE ACB i.e. probability factor and barring time.
Note: In general further solutions/mechanisms can always be discussed/ proposed based on consensus.



In this paper, we will discuss further considerations regarding the implementation of the PLMN specific EAB information for both LTE and UMTS. We discuss the options available for SIB placement of per PLMN EAB information. Finally we discuss considerations of mapping the PLMN EAB information to NAS timers and if MM/SM specific PLMN congestion information needs to be provided to further reduce RAN congestion.
Discussion
Options to implement per-PLMN EAB information 
Per SA1 agreement [3], when an operator determines that it is appropriate to apply EAB, the network broadcasts necessary information to provide EAB control for UEs in a specific area. Hence, it is SA1s understanding that a broadcast mechanism would be used to send EAB information. Also, from a RAN2 point of view, it seems simplest to implement EAB information in the system information broadcast, as it would imply the least complexity and the minimum change to the specifications.
UEs or MTC devices learning the access control or overload of the CN through the SI acquisition would be able to effectively decide on appropriate PLMN before requesting the individual network access or service.
Proposal 1: RAN2 to agree that PLMN access control information or overload status is supported in System Information for broadcast in a network sharing environment.
Signalling considerations of per-PLMN EAB Information 
Another issue that needs to be clarified is whether the PLMN information is sent individually for each PLMN, or whether a common set of EAB parameters is broadcast which may be applicable to one or more PLMNs.
At the end of cell selection process, a UE or a MTC device will try to camp on a suitable cell in a selected PLMN. If the selected PLMN is overloaded or access controlled, it would be beneficial for the UE to know this information a priori, so it could avoid access attempt to the overloaded or access barred CN. Alternatively, the UE could use this information to choose another core network to accomplish its task.
Thus, we see benefits if the access network can announce the overload or congestion control information for each PLMN individually to facilitate RAN resource preservation.  However, there could be some concerns on the overhead in individually signalling congestion information for each PLMN. 
We believe various options are available to reduce the signalling overhead. 
As one example, the set of <BarringFactor, BarringTime> tuple may be pre-defined and pre-configured to map to set of n-bit index values. An index value is signalled for each PLMN to represent the chosen tuple of BarringFactor and BarringTime. The UE could obtain the mapped value of BarringFactor and BarringTime and easily compute the corresponding individual back-off information. Other alternatives may be also considered in a similar manner to optimize signalling overhead while still supporting per-PLMN EAB information exchange. 
Proposal 2:  RAN2 should discuss and decide if it will be possible to broadcast dedicated EAB information individually for each overloaded PLMN supported by the RAN access network.
SIB placement alternatives
LTE Implementation
In the last RAN2 meeting , it was left open if the LTE EAB will be implemented using a single bit per AC, or follow the LTE ACB implementation with the probability factor and back-off time [4]. Unlike UMTS, LTE does not have the MAC based back-off mechanism, which could be used to stagger access attempts to avoid RACH overload. Thus, we assume that LTE EAB implementation should follow the LTE ACB implementation to allow a method to stagger access of a large number of MTC devices when the EAB indicator switches from congested to uncongested.
Assumption 1: For LTE, the EAB mechanism is the similar as Rel-10 ACB.
If the LTE EAB information is to follow the LTE ACB implementation, the information can be captured as described below:
EAB-BarringConfig-LTE ::= SEQUENCE {
	EAB-BarringFactor     ENUMERATED { p00, p05, p10, p15, p20, p25, p30, p40, 
											  p50, p60, p70,p75,p80,p85,p90,p95},
	EAB-BarringTime		   ENUMBERATED { s4, s8, s16, s32, s64, s128, s256, s512},
	EAB Subcategory       BIT STRING (SIZE (2))
}


The individual parameters are described in Appendix 4.1.
Option 1: Per-PLMN EAB in SIB-1
As the PLMN list is already sent in SIB1, one option could be to extend the PLMN-IdentityInfo IE to include an additional IE cn-AccessControl containing the EAB congestion info per PLMN. The proposed IE cn-AccessControl may be optional; it may appear in the structure only when the PLMN access needs to be controlled.
PLMN-IdentityList ::=					SEQUENCE (SIZE (1..6)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=					SEQUENCE {
	plmn-Identity							PLMN-Identity,
	cellReservedForOperatorUse			ENUMERATED {reserved, notReserved},
   cn-AccessControl	 						EAB-Barring-Config-LTE
}

A. 
Option 2: Per-PLMN EAB in SIB-2
A UE configured for EAB shall use its assigned Access Class when evaluating the EAB information that is broadcast by the network, in order to determine if access to the network is barred.  After checking the Extended Access Barring, the UE has to further check if it is also subject to Access Barring by reading SIB2. To allow simplest implementation, it would be logical to have Extended Access Barring also available in SIB2 to allow the UE to get all the information related to access barring and PRACH configuration at the same time.
As a demonstration example, a new IE PLMN-EAB-Presence-Mask could be added in SIB-2, which is a bit mask where each bit, corresponding to a PLMN in the SIB-1 PLMN-IdentityList (see above) position-wise, indicates if the per PLMN EAB information for the PLMN is included or not.

SystemInformationBlock2 = {
        …
	PLMN-EAB-Presence-Mask		BIT STRING (SIZE (6))
	cn-AccessControl-List		SEQUENCE (SIZE (1..6)) OF EAB-Barring-Config-LTE
}

Option 3: Per-PLMN EAB in a new SIB (e.g. SIB-14)
To minimize the impact of EAB information change to other system information update and to UEs that are not configured for EAB, the EAB and the per-PLMN EAB information can be placed in a new system information block, say SIB-14. 
Per PLMN EAB implementation in SIB-14 could be identical to the above SIB-2 implementation. 
Analysis of the alternatives 
The decision of which SIB is better suited to carry the EAB information may be based on the following factors –
· SIB update timing that influences how quickly the change in access control information could take effect
· The signaling space requirements to implement the per PLMN EAB solution
· The impact to other system information broadcast update and the impact to the UEs not configured for EAB
SIB Update Timing
If EAB is to be used as a mechanism to mitigate RAN congestion, it is important to analyze the UE access delay in acquiring the SIB information update, which is a factor of the SIB periodicity and the SIB modification period.
The SIB periodicity for SIB-1 is defined to be 80ms [6], and the typically configured periodicity of SIB-2 is around 160 ms [7]. The periodicity of SIB-14 would need to be discussed as a trade-off between signalling overhead and efficiency.
With regards to the SIB modification period, as observed in several papers in RAN2#74bis [5], acquisition of updated EAB information from the system information will have a delay associated with the modification period. One solution to mitigate the delay could be to mandate that MTC devices read the SIBs before accessing the system.   
Signalling Space Considerations 
With regards to the signalling space, there is no significant difference foreseen between the available options. 
Impact to other UEs
If basic operational rules today for normal SIB update are directly used to support EAB indication (i.e. systemInfoValueTag is updated), non-MTC UEs will be impacted.  All non-MTC UEs would receive notification of a change of system information, and would need to re-acquire the system information unnecessarily. Further operations may be restricted until the UEs have re-acquired the most essential system information, especially in RRC_CONNECTED state. Thus, we do not consider this as a preferable alternative. 
Similar to ETWS/CMAS information change, another option could be that the network does not update systemInfoValueTag and/or systemInfoModification in case of MTC EAB updates. This may be enabled using a new SIB, as non-MTC UEs or UEs not configured for EAB need not read the new SIB. 
Furthermore, if UEs configured with EAB only need to read the new SIB before an access attempt, the new EAB SIB change may be designed to not require additional paging. The main disadvantage of this approach is that, in case of no congestion, the MTC devices may be unnecessarily reading the SIBs and their access may be further delayed. Since MTC devices are delay tolerant, this may be an acceptable compromise.  
Proposal 3:  For LTE networks, RAN2 should discuss if new SIB can be considered as a candidate solution to support per-PLMN EAB information.
UMTS implementation 
We present an implementation option assuming that the EAB information is separately applied for CS and PS domains. Each bit in the mask indicates if the PLMN is barred in corresponding domain or not.

EAB-BarringConfig-UMTS  ::=  SEQUENCE  {
	EAB-CSBarringMask             BIT STRING (SIZE(10))                OPTIONAL
   EAB-PSBarringMask             BIT STRING (SIZE(10))                OPTIONAL
}

In UMTS, since the EAB information is simpler (1-bit), the implementation of the EAB in UMTS may either be in the MIB or in the SIB-3 or other SIBs. Alternatives to support per-PLMN EAB in MIB and SIB-3 are shown in the Appendix 4.2.1 and 4.2.2.

Since the EAB information is simpler in UMTS networks, the implementation of the EAB in UMTS may either be in the MIB or in the SIB-3. Given the MIB is scheduled regularly in 80ms, it may be more efficient to have the EAB info in the MIB for the UEs to react faster to the system overloading.
However, similar to LTE, if RAN2 thinks that allowing a semi-static EAB and therefore potentially increasing access delay of MTC devices is acceptable, then the SIB update timing may not be such a big issue, then we may consider putting it in SIB-3. As shown in Appendix 4.2.2, placing it in SIB-3 also has the advantage in that it already carries per-PLMN domain-specific parameters.
Proposal 4:  For UMTS networks, RAN2 should discuss if SIB-3 may be considered as a candidate solution to broadcast per-PLMN EAB information or other MIB/SIBs should be considered.
NAS considerations
As the PLMN EAB information reflects the congestion conditions in the core network, the underlying issue could either be in the user plane (per APN) or in the control plane (to/from the MME/SGSN). In other words, one PLMN may be overloaded with MME signalling while another PLMN may suffer from user plane congestion (to certain APNs).
As discussed [4][8], when network detects the EMM/GMM signalling congestion upon a UE request, it may perform NAS level congestion control at the Mobility Management level with a back-off timer T3346. When network detects traffic (user-plane) congestion toward a certain APN upon a UE request, it may perform APN based congestion control at the Session Management (SM or ESM) level with a back-off timer T3396. The UE will then start the Mobility Management back-off timer or the Session Management back-off timer with the value received in the NAS messages. 
To avoid a UE from triggering a new EMM/GMM, or (E)SM procedure when the corresponding part of the CN is overloaded, the network could also consider including the (E/G)MM, and  congestion control information indicator in the PLMN EAB information. At the UE, this information could be handed over from the AS to the NAS and the NAS back-off timers could be started accordingly. 
The key benefit of this information provided by the system information is that the UE can avoid using RAN resources to create a RRC connection only to have to back-off when the MME/SGSN, the desired APN or the MSC is under congestion. However, there is additional overhead to support the additional information in the system information for the indicators (as shown below). 
The support of the specific NAS congestion indicator(s) in EAB implementation may look like 
EAB-NASInfo-PLMN  ::= SEQUENCE { 
	EAB-BarringForMO-Signalling		EAB-BarringConfig-XXX
	EAB-BarringForMO-Data			SEQUENCE (SIZE (1..maxAPNsupported) EAB-BarringConfig-APN
}
where the IE EAB-BarringConfig-XXX is as defined earlier (for UMTS and LTE), and while the IE EAB-BarringConfig-APN contains the additional concerned APN name (see Appendix 4.3).
Additionally, in case of SM congestion information, the system information would need to carry the names of the concerned APNs by the PLMN, each of which could be long. If this feature support is considered desirable by RAN2, further mechanisms might be required to optimize signaling in the constrained SIB space. 
Proposal 5: RAN2 should discuss if support of EMM/GMM or (E)SM control information in per-PLMN EAB needs to be considered.
Conclusion
In this contribution, requirements from the SA on the network sharing aspects of the CN access control or overload are brought up for consideration by RAN2. Discussions and suggestions are made on possible implementation options to support SA agreements.
RAN2 is kindly asked to discuss and consider the following proposals:
Proposal 1: RAN2 to agree that PLMN access control information or overload status is supported in System Information for broadcast in a network sharing environment.
Proposal 2:  RAN2 should discuss and decide if it will be possible to broadcast dedicated EAB information individually for each overloaded PLMN supported by the RAN access network.
Proposal 3:  For LTE networks, RAN2 should discuss if new SIB can be considered as a candidate solution to support per-PLMN EAB information.
Proposal 4:  For UMTS networks, RAN2 should discuss if SIB-3 may be considered as a candidate solution to broadcast per-PLMN EAB information or other MIB/SIBs should be considered.
Proposal 5: RAN2 should discuss if support of EMM/GMM or (E)SM control information in per-PLMN EAB needs to be considered.
Appendix
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EAB-BarringConfig ::= SEQUENCE {
EAB-BarringFactor     ENUMERATED { p00, p05, p10, p15, p20, p25, p30, p40, 
											  p50, p60, p70,p75,p80,p85,p90,p95},
EAB-BarringTime		   ENUMBERATED { s4, s8, s16, s32, s64, s128, s256, s512},
EAB Subcategory       BIT STRING (SIZE (2))
}


EAB-BarringFactor
If the random number drawn by the UE is lower than this value, access is allowed. Otherwise the access is barred. The values are interpreted in the range [0,1): p00 = 0, p05 = 0.05, p10 = 0.10,…,p95 = 0.95. Values other than ‘p00’ can only be set if all bits of the corresponding ac-BarringForSpecialAC are set to 0

EAB-BarringTime
Mean access barring time value in seconds (use in a computation for delayed rechecking on the network barring status).

EAB Subcategory (2 bit)
This field identifies the targeted subcategory of mobile stations configured for EAB. It is coded as follows:

00    	The EAB Authorization mask is applicable to all mobile stations configured for EAB.
01    	The EAB Authorization mask is only applicable to mobile stations configured for EAB and registered neither in their HPLMN nor in a PLMN that is equivalent to it (see TS 22.011).
10    	The EAB Authorization mask is only applicable to mobile stations configured for EAB and registered neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in an PLMN that is equivalent to it.

All other values are unused. Upon receiving a value it considers to be unused, a mobile station configured for EAB shall ignore it and shall consider itself as not being part of the targeted subcategory.

UMTS: EAB Barring Configuration

EAB-BarringConfig-UMTS  ::=  SEQUENCE  {
	EAB-CSBarringMask             BIT STRING (SIZE(10))                OPTIONAL
   EAB-PSBarringMask             BIT STRING (SIZE(10))                OPTIONAL
}
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	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	Other information elements
	
	
	
	
	

	MIB Value tag
	MP
	
	MIB Value tag 10.3.8.9
	
	

	CN information elements
	
	
	
	
	

	Supported PLMN types
	MP
	
	PLMN Type 10.3.1.12
	
	

	PLMN Identity
	CV-GSM
	
	PLMN Identity 10.3.1.11
	
	

	EAB-Info
	
	
	EAB-BarringConfig-UMTS
	
	REL-11

	Multiple PLMN List
	OP
	
	Multiple PLMN List 10.3.1.7a
	If present, this IE specifies the PLMNs of the cell. If absent, the IE “PLMN Identity” specifies the PLMN of the cell.
	REL-6

	ANSI-41 information elements
	
	
	
	
	

	ANSI-41 Core Network Information
	CV-ANSI-41
	
	ANSI-41 Core Network Information 10.3.9.1
	
	

	References to other system information blocks and scheduling blocks
	MP
	
	References to other system information blocks and scheduling blocks 10.3.8.14
	
	

	CSG Indicator
	OP
	
	Enumerated (TRUE)
	If present, the cell is a CSG cell (see [4]). If absent, the cell is not a CSG cell.
	REL-8



[bookmark: _Toc289381806]Multiple PLMN List
This information element identifies the multiple Public Land Mobile Networks (for a GSM-MAP type of PLMN) of a cell in a shared network.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	MIB PLMN Identity
	MP
	
	Boolean
	The PLMN identity IE 10.3.1.11, broadcasted in the MIB, shall be included in the multiple PLMN list if and only if this IE is TRUE. 
	REL-6

	Multiple PLMNs
	MP
	1 to 5
	
	
	REL-6

	>PLMN identity with Optional MCC
	
	
	PLMN identity with Optional MCC 10.3.1.11a
	
	REL-6

	>EAB-Info
	
	
	EAB-BarringConfig-UMTS
	
	REL-11
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The system information block type 3 contains parameters for cell selection and re-selection.

System Information Block type 3
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	SIB4 Indicator
	MP
	
	Boolean
	TRUE indicates that SIB4 is broadcast in the cell.
When the UE receives SIB3 in the System Information Container message, this IE is interpreted as FALSE.
	

	UTRAN mobility information elements
	
	
	
	
	

	Cell identity
	MP
	
	Cell identity 10.3.2.2
	
	

	Cell selection and re-selection info
	MP
	
	Cell selection and re-selection info for SIB3/4 10.3.2.3
	
	

	Cell Access Restriction
	MP
	
	Cell Access Restriction 10.3.2.1
	
	

	Domain Specific Access Restriction Parameters For PLMN Of MIB
	OP
	
	Domain Specific Access Restriction Parameters
10.3.1.3c
	This IE specifies the Domain Specific Access Restriction Parameters for UEs which has chosen the PLMN in the IE “PLMN identity” of the Master Information Block.
If the cell is operating in MBSFN mode as indicated in subclause 8.1.1.6.3 the UE behaviour upon reception of this IE is unspecified.
	REL-6

	>>>EAB-BarringConfig-UMTS 
	OP
	
	
	
	

	Domain Specific Access Restriction For Shared Network
	OP
	
	
	If the cell is operating in MBSFN mode as indicated in subclause 8.1.1.6.3 the UE behaviour upon reception of this IE is unspecified.
	REL-6

	>CHOICE barring representation
	MP
	
	
	
	REL-6

	>>Domain Specific Access Restriction List
	
	
	
	
	REL-6

	>>>Domain Specific Access Restriction Parameters For Operator1
	OP
	
	Domain Specific Access Restriction Parameters
10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the first PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>> EAB-BarringConfig-UMTS
	OP
	
	
	
	

	>>>Domain Specific Access Restriction Parameters For Operator2
	OP
	
	Domain Specific Access Restriction Parameters
10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the second PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>> EAB-BarringConfig-UMTS
	OP
	
	
	
	

	>>>Domain Specific Access Restriction Parameters For Operator3
	OP
	
	Domain Specific Access Restriction Parameters
10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the third PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>> EAB-BarringConfig-UMTS
	OP
	
	
	
	

	>>>Domain Specific Access Restriction Parameters For Operator4
	OP
	
	Domain Specific Access Restriction Parameters
10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the fourth PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>> EAB-BarringConfig-UMTS
	OP
	
	
	
	

	>>>Domain Specific Access Restriction Parameters For Operator5
	OP
	
	Domain Specific Access Restriction Parameters
10.3.1.3c
	This IE specifies the Domain Specific Access  Restriction Parameters for UEs which has chosen the fifth PLMN in the IE  “multiplePLMNs” in the IE “Multiple PLMN List” of the Master Information Block.
	REL-6

	>>>> EAB-BarringConfig-UMTS
	OP
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The system information block type 1 contains NAS system information as well as UE timers and counters to be used in idle mode and in connected mode.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	CN information elements
	
	
	
	

	CN common GSM-MAP NAS system information
	MP
	
	NAS system information (GSM-MAP) 10.3.1.9
	

	CN domain system information list
	MP
	1 to <maxCNdomains>
	
	Send CN information for each CN domain.

	>CN domain system information
	MP
	
	CN domain system information 10.3.1.2
	

	EAB-INFO-List
	
	1 to 6
	
	

	>EAB-Info
	
	
	EAB-BarringConfig-UMTS
	

	UE information 
	
	
	
	

	UE Timers and constants in idle mode
	MD
	
	UE Timers and constants in idle mode 10.3.3.44
	The UE behaviour is unspecified if this IE is absent.

	UE Timers and constants in connected mode
	MD
	
	UE Timers and constants in connected mode 10.3.3.43
	Default value means that for all timers and constants
- For parameters with need MD, the defaults specified in 10.3.3.43 apply and
- For parameters with need OP, the parameters are absent






EAB Information including per-APN congestion information

EAB-BarringConfig-APN ::= SEQUENCE {
	AccessPointName       OCTET STRING
	EAB-BarringFactor     ENUMERATED { p00, p05, p10, p15, p20, p25, p30, p40, 
											  p50, p60, p70,p75,p80,p85,p90,p95},
	EAB-BarringTime		   ENUMBERATED { s4, s8, s16, s32, s64, s128, s256, s512},
	EAB Subcategory       BIT STRING (SIZE (2))
}
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