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1 Introduction

In R2 #74, the agreements of EAB are:

1. Somehow the UE knows whether at a certain RRC connection establishment it needs to apply EAB or not.

2. BCCH broadcasts EAB information.

3. EAB information on BCCH indicates which "category" of UEs configured with EAB apply EAB.

4. UEs configured with EAB check their categories (i.e. category a, b, c) in order to decide whether or not to apply EAB.

5. If UE is establishing the RRC connection for emergency call, UE configured with EAB applies no EAB.

6. FFS: If UE has a special AC (i.e. AC11-15), UE configured with EAB applies Rel-10 ACB. (or can this depend on case by case connection establishment)

7. If UE has no special AC, UE configured with EAB applies EAB for non-emergency calls.

8. If EAB information is not available on BCCH, UEs configured with EAB apply no EAB, but apply Rel-10 ACB.

In R2 #75, further agreements were made:

1. RAN2 assumes that somehow per RRC connection establishment, AS will know whether to apply EAB or not, this is a requirement if EAB is applied in AS, otherwise it is not needed.
2. If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause ACB that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.
3. If access is not barred by EAB then UE shall be subject to the legacy ACB.
4. In the case of multiple core networks sharing the same access network, EAB information can be PLMN specific. FFS whether we can avoid duplicating all EAB information to limit the overhead on broadcast.
5. EAB will be executed at AS layer.

6. UMTS: EAB will be 1 bit per AC; LTE: EAB will either be 1 bit per AC solution, or a solution conform LTE ACB i.e. probability factor and barring time.

Note: In general further solutions/mechanisms can always be discussed/proposed based on consensus.

This paper further discussed the EAB in details.

2 Discussion

Parts of the latest SA1 requirements [1] are as following:

· EAB information shall also include extended barring information for Access Classes 0-9.

· A UE configured for EAB shall use its allocated Access Class(es), as defined in sub-clause 4.2 [1], when evaluating the EAB information that is broadcast by the network, in order to determine if its access to the network is barred. 

· If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 [1] that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.

· If the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1 [1]. 

· If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1 [1].

Based on above requirements, we understand that EAB is only applicable for Access Class AC 0-9. When a UE is doing emergency call or AC 11-15, or not configured with EAB, or configured with EAB but not considered barred by EAB, UE needs to apply legacy ACB, if ACB is configured. 

The proposed EAB process is illustrated Figure 1.
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Figure 1: Proposed EAB procedure

Proposal 1:
EAB applies to an EAB configured UE when it receives EAB information in a network.

Proposal 2:
EAB only applies to AC 0-9.

Proposal 3: When EAB information is broadcasted, ACB applies to emergency call from all UEs, AC 11-15 from all UEs, AC 0-9 from UEs not configured with EAB, and UE configured with EAB but not considered barred by EAB.

2.1 Establishment cause

The legacy ACB applies to Establishment cause: emergency, mo-Signalling, mo-Data. For EAB, it is designed to control Mobile Originating access attempts from UEs that are configure for EAB in order to prevent overload of the access network and/or the core network [1]. Therefore, we shall consider Establishment cause: emergency, mo-Signalling, mo-Data, and delayTolerantAccess. We further exclude emergency as it is not required by EAB

Proposal 4:
EAB is applied to attempts with Establishment cause: mo-Signalling, mo-Data, and delayTolerantAccess.

For delayTolerantAcces, it is the obvious target for EAB process. So, it should be mandatory for EAB. For mo-Signaling and mo-Data, since it is also possible for the EAB configured UE to initiate such attempts, we proposed to keep them optional for the EAB restriction, which is similar to the ACB process. Therefore, it is up to the network to decide whether to further restrict the access attempts with mo-Signaling and mo-Data of the these EAB configured UEs.

Proposal 5:
EAB is mandatory for attempts with delayTolerantAccess as Establishment cause.

Proposal 6:
EAB is optional for attempts with mo-Signalling or mo-Data as Establishment cause.
Besides Establishment cause, UE with EAB can further be separate by categories (i.e. category a, b, c). It is proposed to have separate control for every Establishment cause and category combinations. For example, it should be possible for network to broadcast different EAB configuration for cat. a UEs with Establishment cause as delayTolerantAccess, mo-Signalling, mo-Data. 

Proposal 7:
EAB information shall be able to assign different configuration parameters for each EAB category and Establishment cause combination.
For the specific barring parameters for EAB, we think barring factor, i.e. a probability to control the chance of barring, and barring time, i.e. a delay timer for barred UEs, like ACB, is sufficient. However, it was agreed that 1 bit for EAB per AC for UMTS. We think both alternatives are valid, detailed probability indication could allow eNB to use the same parameter for a period of time without update, but 1 bit information could also achieve the same level of control through periodical update, and in LTE, SIB could be updated very fast. Too frequent updates may increase power consumption for all UEs. However, for EAB, we think it is better to provide uniform solution across RATs. Therefore, it is proposed that for each EAB barred category and cause combination, EAB could have a 1 bit barring indication and barring time.
Proposal 8:
EAB parameter configuration includes barring bit and barring time.

It was agreed that in case of multiple core networks sharing the same RAN, EAB can be PLMN specific. To make EAB PLMN specific, the simplest way is to provide PLMN information along with the EAB information. Currently, PLMN information is provided in SIB1, the max number of PLMN identity is 6. Therefore, it is proposed that for a EAB configuration, the applicable PLMN identity(s) is also included.
Proposal 9:
Applicable PLMN information is included in EAB configuration.
3 Conclusion

This paper has discussed the EAB for connection establishment cause. Following proposals were proposed to progress discussion.

Proposal 1:
EAB applies to an EAB configured UE when it receives EAB information in a network.

Proposal 2:
EAB only applies to AC 0-9.

Proposal 3: When EAB information is broadcasted, ACB applies to emergency call from all UEs, AC 11-15 from all UEs, AC 0-9 from UEs not configured with EAB, and UE configured with EAB but not considered barred by EAB.

Proposal 4:
EAB is applied to attempts with Establishment cause: mo-Signalling, mo-Data, and delayTolerantAccess.

Proposal 5:
EAB is mandatory for attempts with delayTolerantAccess as Establishment cause.

Proposal 6:
EAB is optional for attempts with mo-Signalling or mo-Data as Establishment cause.
Proposal 7:
EAB information shall be able to assign different configuration parameters for each EAB category and Establishment cause combination.
Proposal 8:
EAB parameter configuration includes barring bit and barring time.

Proposal 9:
Applicable PLMN information is included in EAB configuration.
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