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1 Introduction
RAN2 has agreed taking extended access barring (EAB) as the baseline to solve RAN overload and/or CN overload. In the last meeting, the following agreements are achieved:
1:If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause ACB that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.

2:If access is not barred by EAB then UE shall be subject to the legacy ACB.

3:In the case of multiple core networks sharing the same access network, EAB information can be PLMN specific. FFS whether we can avoid duplicating all EAB information to limit the overhead on broadcast.
4: EAB will be executed at AS layer.

5: In UMTS, EAB will be 1 bit per AC. And in LTE EAB will either be 1 bit per AC solution, or a solution conform LTE ACB i.e. probability factor and barring time.

There are still some remain issues about EAB which are not clear. This paper discusses these remaining issues and provides our opinion.
2 Discussion
2.1 Issue 1: How to configure EAB contentRAN2 has agreed that EAB will be 1 bit per AC in UMTS, and EAB will either be 1 bit per AC solution or a solution conform LTE ACB. As we know, the UE configured with EAB can be divided into three categories: Category A, Category B and Category C. 
· Category A：UEs that are configured for EAB
· Category B：UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it
· Category C：UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN
It is natural to configure 1 bit per AC or the probability factor for Category A as the overall control for all EAB accesses. But a similar mechanism or level of control for Category B and Category C is expensive and not essential. In the current LTE system, the shared network can support six PLMNs and each shared network may need to configure PLMN specific EAB. So the total bit is the product of the number of PLMN, the number of Category and (the number of access class or probability factor). We can find the total bit is 180(6*3*10=180), which is very large to introduce in SIB. Not only it will occupy large radio resources, but it will cause the system information update more frequently.
In the previous discussions, one of the motivations mentioned for barring roaming users was the network failure scenario. A graceful partial blocking (and thus a partial allocation of resources) of visited users is not essential.
If the barring indication of Category B or Category C is not asserted -- set to “not barring”, the UEs of that category should still subject to the EAB setting with Category A.
Proposal 1: A one bit EAB indication each for Category B and Category C in SIB is sufficient to meet SA1 requirements for overload handling.
2.2 Issue 2: How to calculate TbarringOther than 1 bit per AC on-off barring the UEs at a per AC basis, the UE configured with EAB finds the result is barred after EAB check, the UE may use the EAB parameter such as EAB barring time to calculate Tbarring.
If the UE finds the result is not barred after EAB check, the UE shall be subject to the legacy ACB. When the UE finds the result is barred, how to calculate Tbarring? Use EAB barring time or ACB barring time? Considering that there could potentially be a large spike of MTC users accessing the network, and that these accesses are delay tolerant, it seems best to scatter than over a wider time. It is proposed to use EAB barring time to calculate Tbarring with EAB parameter is introduced to control UE configured with EAB.
Proposal 2: If EAB barring time parameter exists in SIB for the selected PLMN, the UE configured with EAB still utilizes the EAB parameter to calculate Tbarring when subject to legacy ACB.

After Tbarring is calculated, AS performs its state maintenance.
	Timer
	Start
	Stop
	At expiry

	T30X
	Access barred while performing RRC connection establishment for delay tolerant calls
	Upon entering RRC_CONNECTED and upon selection another PLMN
	Inform upper layers about barring alleviation


2.3 Issue 3: How to Apply ACB after successful EAB check (LTE specific)There are different ACB parameters in SIB such as ac-BarringForMO-Signalling and ac-BarringForMO-Data. Considered the latter is more severe than the former, so it is proposed to use ac-BarringForMO-Data for UE configured with EAB to perform access check.
Proposal 3: To use ac-BarringForMO-Data for UE configured with EAB to perform access check after the UE passes the EAB check.
2.4 Issue 4: How to set EAB
EAB is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network. In other word, the operator(s) shall know the load status of the access network and the core network at first, and then the operator (s) can set the correct EAB parameters. Now the operator(s) only can know the overall load status for all UE of different categories. In principle, the operator(s) should know the exact load status of different category to set the EAB parameters for Category B and C. On the other hand, this will introduce additional complexity for the access network to distinguish the load of different category. In fact, the operator(s) can set the category B and C EAB parameters based on the overall load status and the knowledge of potential failure of the other networks.  
Proposal 4: The RAN is not required to know the category of the UE (using AS signalling) to set EAB parameters for Cat B and C.
2.5 Issue 5: How to update EAB (LTE specific)EAB is a primarily a “reactive” solution in a sense that it is normally activated on detection of congestion. This is sufficient for H2H traffic but spiky M2M traffic needs some special handling.  One solution is to set the barring could to be set proactively even when there is no congestion detected.  This can only reduce the impact and is an overkill.  The other solution to allow fast changes to EAB parameters but there are some limitations in the current specifications.
Based on the current SI modification mechanism, the updated EAB will take effect in the next modification period. In some urgency scenarios, this delay may result in RACH overload because of large number of UEs configured with EAB access simultaneously. Some papers have provided some solutions such as reading EAB before access or ETWS-like approach. Given the possibility of sudden spike of EAB traffic, a fast update of the EAB parameters is useful. Since the current value tag approach cannot handle such rapid (and hence frequent) change, one solution is to not use value tag handling for EAB parameters. Instead the UE should read the SI before accessing the network. The short increase in access delay is not considered an issue for MTC. However, there is a risk of access in the slots immediately after the SIB value is broadcast. To avoid that, MTC devices would for example need to apply a short randomisation delay before actually accessing the network.
From the above discussion, it is clear that all solutions has some limitations and complexity.  Allowing fast changes to EAB without impacting value tag seems a reasonable approach.
Proposal 5: UE should read and apply the EAB parameter when it needs to access the network. RAN2 is further requested to discuss if the UE should apply a short randomisation delay to distribute the load after reading the SIB.  
3 Conclusion
In this paper, we discuss the remaining issues and made the following proposals:
Proposal 1：A one bit EAB indication each for Category B and Category C in SIB is sufficient to meet SA1 requirements for overload handling.
Proposal 2: If EAB parameter exists in SIB for the selected PLMN, the UE configured with EAB still utilizes the EAB parameter to calculate Tbarring.

Proposal 3: To use ac-BarringForMO-Data for UE configured with EAB to perform access check after the UE passes the EAB check.
Proposal 4: The AS is not required to know the category of the UE (using AS signalling) to set EAB parameters for Cat B and C.
Proposal 5: UE should read and apply the EAB parameter when it needs to access the network. After reading the SIB value, the UE should apply a short randomisation to distribute the load.
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5 Annex
Category A：UEs that are configured for EAB
Category B：UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it
Category C：UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN
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4.3.4       Extended Access Barring

Extended Access Barring (EAB) is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network. In congestion situations, the operator can restrict access from UEs configured for EAB while permitting access from other UEs. UEs configured for EAB are considered more tolerant to access restrictions than other UEs. When an operator determines that it is appropriate to apply EAB, the network broadcasts necessary information to provide EAB control for UEs in a specific area. The following requirements apply for EAB:

· The UE is configured for EAB by the HPLMN 

-     EAB shall be applicable to all 3GPP Radio Access Technologies. 

-     EAB shall be applicable regardless of whether the UE is in a Home or a Visited PLMN. 

-     A network may broadcast EAB information.

-     EAB information shall define whether EAB applies to UEs within one of the following categories: 

a)   UEs that are configured for EAB;
b)   UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 
c)  UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN-     EAB information shall also include extended barring information for Access Classes 0-9. 

-     A UE configured for EAB shall use its allocated Access Class(es), as defined in sub-clause 4.2, when evaluating the EAB information that is broadcast by the network, in order to determine if its access to the network is barred. 

-     If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.

-     If the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1

-     If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1.

-     In the case of multiple core networks sharing the same access network, the access network shall be able to apply the EAB for the different core networks individually.
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