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1
Introduction

The SA1 requirements define three EAB categories in 3GPP TS 22.011[1] and at RAN2#75 meeting, the details of where to enforce the EAB were discussed. And the agreements from RAN2 #75 are listed as below [2]. 

    Agreements:

-  RAN2 assumes that somehow per RRC connection establishment, AS will know whether to apply EAB or not


- this is a requirement if EAB is applied in AS, otherwise it is not needed.
-  EAB will be executed at AS layer
Although it is agreed that EAB shall be executed in AS layer and AS shall decide whether to apply EAB or not, , there are still some open issues, e.g. what kind of information AS layer needs to know to perform EAB? where does AS layer obtain such kind of information from? 
To proceed the work related to EAB in RAN2, it is important to clarify these questions. In this paper, we further elaborate the discussion and then come to a conclusion on those issues. 
2
Discussion

2.1
Current Mechanism for ACB
According to the current modelling, AS layer executes the access class barring according to the "call type" and/or “RRC establishment cause”, which are provided by NAS layer. This modelling is well captured in Annex D of [4] and Annex L of [7] and both Annexes are normative.

2.2
What kind of information AS layer needs to know to perform the EAB?

According to the RAN2 #74 agreement, EAB information on BCCH indicates which "category" of UEs configured with EAB apply EAB and according to the #75 agreement, AS is assumed to know whether to apply EAB or not upon each RRC connection establishment procedure. Therefore, to know whether it is necessary to perform the EAB, AS layer shall know its EAB category, i.e. a) or b) or c), when it performs RRC connection establishment and compares it with the category in the EAB parameter in the system information .

2.3
Where to derive the EAB category information? NAS or AS layer? 
There are two ways to derive the EAB category, i.e, either on NAS layer or on AS layer. According to the SA1 requirement, the following information is necessary to derive the EAB category, 

· Whether UE is configured with EAB

· UE’s RPLMN

· UE’s HPLMN, EHPLMN list
· Operator Controlled PLMN Selector list

According to TS 23.060 [5], a UE can be configured with LAPI (i.e, delay tolerant) and/or EAB via OAM DM or (U)SIM OTA. And for the LAPI access, CT1 and RAN2 agreed that NAS will provide this information in the RRC establishment cause to AS so that AS can utilize the information if network has to reject the access request for LAPI. This is according to the same modelling as in Rel-8/9/10 access control.

Also as mentioned in 2.1, current modelling is that NAS layer provides the necessary information to apply the access class barring. Therefore it is natural to follow the same modelling for EAB as well.
Although it is specified in TS 36.304 [6] that NAS provide the RPLMN and EPLMN list to AS for cell (re)selection, it is not specified in any specification that AS shall get UE’s HPLMN, EHPLMN and Operator Controlled PLMN Selector list from the NAS. As PLMN selection is a NAS functionality, it is natural that NAS layer has the information related to PLMN while AS layer does not need to have this PLMN related information for any AS functionalities.
In short, all of the information listed above are available in NAS currently and can be used to derive the EAB category. But for AS layer, only UE’s RPLMN is available. Therefore, if NAS does not provide the category to AS layer directly, AS layer has to obtain all the PLMN related information listed above except RPLMN from somewhere else (either from NAS layer or from (U)SIM) to drive the category information by itself.
Moreover, we do not see a clear reason why EAB modelling has to be different than the access barring modelling which we have currently. By NAS providing the category to AS, we can see the following advantages; keeping consistency with the way as NAS layer does for ACB, a clear and simply way to get the category by AS layer, no additional requirement for AS layer to get the PLMN information to derive EAB category from anywhere else. We summarize the two alternatives and compare their Pros and Cons as follows.
	
	Alt 1
	Alt 2

	
	NAS derives the category and informs to AS
	AS derives the category by itself

	Impact to the Spec
	Adding EAB category in the Annexes of 24.301 and 24.008
	Specification work in RAN2: 

> to specify that AS shall get "UE is configured with EAB" from somewhere
> to specify that AS shall get the HPLMN, EHPLMN and Operator Controlled PLMN Selector list from somewhere (U)SIM? 

> to specify that AS is responsible for deriving the category information

	Pros
	+ simple and clear: NAS knows all of the PLMN related information to derive the category
+ Keep consistency with the way as NAS layer does for ACB

	

	Cons
	 
	· Totally different way than the modelling for ACB.
· Specification work may not be very clear on where AS gets all necessary information


Proposal 1: It is proposed that RAN2 agree that AS needs to receive the EAB category information, i.e. a) or b) or c), from NAS to perform extended access barring.
Proposal 2: It is proposed to send an LS to CT1 to inform RAN2’s agreement so that CT1 can work on their part.
3
Conclusion and Proposal
Based on the discussion in 2, it is proposed to agree that:

Proposal 1: It is proposed that RAN2 agree that AS needs to receive the EAB category information, i.e. a) or b) or c), from NAS to perform extended access barring.

Proposal 2: It is proposed to send an LS to CT1 to inform RAN2’s agreement so that CT1 can work on their part.
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