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Discussion and Decision 
1. Introduction
During the R10 study for overload handling, two major aspects were discussed: access congestion control and network (nodes) overload control. Many companies agreed that efficient methods should be developed to address both issues together. The Enhanced Access Barring (EAB) requirements were agreed in SA1. RAN# 52 decided to continue the MTC SI on RAN overload handling in R11. 
This contribution demonstrates the integration of Slotted Access with EAB and discusses the advantages of the slotted access comparing with the other possible RAN access method for MTC: Access Class Barring (ACB). 
2. Discussion
2.1. Clarifications on SA1 EAB Requirement
The motivations for having EAB are described in the agreed SA1 contributions[6]:

“Under certain circumstances, it will be desirable to prevent UE users from making access attempts (including emergency call attempts) or responding to pages in specified areas of a PLMN. …”

“Broadcast messages should be available on a cell by cell basis indicating the class(es) or categories of subscribers barred from network access.”

The agreed EAB requirements are given in [6]:

“Extended Access Barring (EAB) is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network. In congestion situations, the operator can restrict access from UEs configured for EAB while permitting access from other UEs. UEs configured for EAB are considered more tolerant to access restrictions than other UEs. When an operator determines that it is appropriate to apply EAB, the network broadcasts necessary information to provide EAB control for UEs in a specific area.”
The network and the UEs can be configured to classify roaming UEs to be separate access class [6]: 

“EAB information shall define whether EAB applies to UEs within one of the following categories: 

a)   UEs that are configured for EAB;

b)   UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c)  UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN”
The EAB requirement suggested by SA1 is a generic requirement on the capability of barring the UE access for the specific cases listed. It is not intended that access barring is used under normal operating conditions in a dynamic fashion. The SA1 EAB requirement does not imply adopting any specific RAN access method such as ACB or back-off for dynamic MTC load control. From RAN perspective, it is desired to select the most efficient and low complexity access method for normal access operations of MTC devices, which could be easily integrated with EAB capability.
Observation 1: the EAB requirements suggested by SA1 do not imply adopting any particular RAN access method.
2.2. Concept of the slotted access
The slotted access was introduced in [1] and is captured in [5]. Fundamentally it is the existing paged access without the need of page. In its simplest implementation, the existing paging cycle/slots can be simply defined as the access cycle/slots for MTC devices and each MTC device only accesses at its dedicated access slot. The access slots are synchronized with the corresponding System Frames. An MTC device is associated with an access slot through its ID (IMSI). In case an access attempt is failed, the MTC device will retry access at its access slot in the next access cycle.
If the IDs of MTC devices are randomly assigned, the slotted access is a contention based access method. If the IDs and preambles are pre-arranged
, contention free access for low mobility and stationary MTC devices could be achieved.
The slotted access could seamlessly work together with EAB. The MTC devices could be classified into different access classes. The network would broadcast indication to bar specific class(es) of MTC devices. If it is needed, slotted access could easily support the partial barring for a specific access class. The details are described in section 2.3.3. 
The Slotted Access takes advantage of delay tolerable and low mobility nature of the MTC devices. It effectively allocated the dedicated resources such as the time slots and possibly preambles among the MTC devices while it still allows the H2H mobiles to use those resources. 
2.3. Advantage of the Slotted Access 
2.3.1. The access performance of Slotted Access versus ACB 

The simulation results shown in [3]
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[4] are the performance of contention based slotted access with the assumption that UEs are randomly assigned their IDs (i.e. the paging/access slots) and the preambles. Under the scenario of 30k MTC devices per 10s, with less delay spread, the Slotted Access achieves better success rate which means the slotted access is a more efficient scheme than ACB. Simulation results also show that slotted access has the much less impact to H2H than ACB. 
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Figure 1 MTC arrival distribution with Slotted Access versus ACB
Figure 1 shows that the slotted access forces the MTC device arrival distribution being flat over the paging cycle and the distribution is independent to the UE arrival distribution. The arrival distribution of slotted access only depends on how the device-IDs are assigned. While the UE arrival distribution after ACB is still correlated to the UE arrival distribution and is not as flat as the Slotted Access.  Therefore, even in this worst case of contention based slotted access its performance is better than ACB. In this simulation, before the RACH occasion 600 the barring is not enabled for both ACB and Slotted Access. Figure 1 shows heavy congestions during this period which demonstrated the damage caused by the delayed response of barring with ACB. However Slotted Access is more robust to the delay of enabling the barring. The details about the simulation and analysis backing up Figure 1 are given in [4].
Although slotted access spreads the traffic into an access cycle, for most MTC applications of periodic reporting, the initial access cycle does not introduce any delay since the application at the network know exactly when the report will come. Based on the device ID, the application will know at which access slot the device will transmit. Only when there is collision and the collided devices back off to next access cycle(s), there will be delay. While for ACB, as long as ACB is enabled, random delay will be introduced. 
The advantages of the Slotted Access on robustness to the delayed barring action and no initial delay for normal operation allow it performing much better under dynamic situation than ACB.
Observation 2:  The Slotted Access is much more robust to the delay of enabling access barring than ACB. 
Observation 3:  The Slotted Access can be part of normal access operation without introducing initial delay for normal access. However, as long as ACB is enabled, delay will be introduced.
2.3.2. Contention Free Slotted Access 
Further more, the slotted access provides operators the potential of contention free access among the stationary and low mobility MTC devices in a cell with proper device ID and preamble arrangement. Since most of the MTC devices are stationary or low mobility in a cell, the IDs of those devices could be pre-arranged such that those MTC devices in the cell are evenly distributed over the slots in an access cycle. In case there are more MTC devices than the number of slots in an access cycle, for the devices allocated in the same access slot, different preambles could be pre-assigned to eliminate any collision among those stationary devices in the cell.
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Figure 2 probability distribution of the number of MTC devices in a slot when device ID randomly assigned

Figure 1 shows the simulation results of an example with the total number of MTC devices is the same as the number of the slots in the pure random access case. The probability distribution of the number of the MTC devices is demonstrated.  Only 37% of the slots will have one device. About 36% of the slots don’t have any MTC device. The rest of the slots have more than one MTC devices which means there will be collision if preamble separation is not employed. With pre-arrangement, each slot will be assigned with one MTC device. The efficiency of contention free Slotted Access is about three times of the contention based Slotted Access with random ID and randomly picked preamble. It is the worst case. While simulation results show that even the contention based Slotted Access has better performance than ACB. Therefore we have the following observation:
Observation 4: Contention free Slotted Access is much more efficient than contention based schemes such as ACB.
2.3.3. Complexity of Slotted Access versus ACB 
Since MTC have to be treated separately from H2H, separate (set of) ACB parameters are expected for MTC devices. Additional set of ACB parameters will have impact to air interface signalling. ACB scheme is not simple and how to set the ACB parameters properly for the dynamic control of MTC kind of sudden load spikes is not straight forward. There will be additional burden for network to maintain and adjust the ACB parameters. It is difficult to test the effect of the ACB parameter settings. If additional access classes/sub-access-classes are introduced, it will be even more complicated.
On the other hand, the slotted access procedures are fundamentally the same as the existing UE terminated access after the UE is paged. Both the existing procedures and the associated timing of the paged access will be followed.  The only change is to allow the application (in addition to the page) triggering the MTC devices performing access at their paging slots.  The slotted access could be naturally integrated with the pull based access method. The change to the existing mechanism is minimal.
Observation 4: the slotted access has less impact to the existing system than ACB. ACB is not the simplest solution.
2.3.4. Slotted Access vs. ACB for Network Overload Control 

It was intended that the Core Network (CN) overload control would be one of the important goals for a RAN overload control mechanism. Handling the overload of a specific CN node is a more common scenario than the global CN overload. Currently the only agreed existing method is to reject the connection request of the UEs one by one with dedicated signaling. It is inefficient and even may not be sufficient when very large number of MTC devices performing access to the network.
For large number of MTC devices, the more efficient broadcast based solution is desired. However, the existing broadcast based common ACB method is designed for smoothing the access traffic surge and may not meet the requrement of CN and RAN overload control. The network overload could be complete overload (i.e. all the network elemlents are overloaded) or partial overload. Normally network overload is parital overload. Therefore, partial block or barring is desired. However common AB parameter (non-zero ac-BarringFactor and ac-BarringTime) setting could only introduce access delay of the UEs but not the controlable partial access block. For example, if the barring probability (ac-BarringFactor) is 0.5, then after 4 retrys, the overall barring probability is reduced to 0.06. It means at average delay of 4 x ac-BarringTime, at more than 90% of the chance a UE will go through the barring test. In general, as long as there is enough number of retrys, a UE could always go through the barring test. For MTC it is quite likely that the MTC device will try repeatedly to gain access to the network if its initial access is barred.  Therefore, if the access arrival rate is constant over long time, there will be no traffic blocking effect from ACB; only a mean access delay is introduced. This delay could distribute the traffic peak over short period of time.  If there is core network need to block traffic, to adjust the barring parameter for additional delay will only have short term effect and it is hard to control.
By nature of the Slotted Access, it is very easy to realize the partial block. Figure 3 illustrates how to achieve the partial block at a per access class/slot basis. The network broadcast EAB IE including access class/slot identifier. Under each access class indentifier, a block mask which will indicate to the UEs under the access class which access slot being blocked. If a UE sees its access slot is blocked, it will not perform access.
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Figure 3.  Masking the slots for low priority UEs first to achieve partial barring within a MTC access class.
If the MTC devices’ IDs are pre-arranged and priority is defined for different MTC devices, low priority MTC devices could be arranged to the low priority slots. The partial block could be started from the low priority slots. If the priority is not defined for the MTC devices, the mask could be periodically shifted to ensure the fairness to all the MTC devices.

When the network overload is over, the blocked slots could be gradually released to allow the access capacity smoothly back to normal.
Observation 6:  The Slotted Access is very convenient for conducting semi-static partial barring.  It is easy to control how long the barring is and the percentage of the baring.
Observation 7: based on Observation 2 and 3, the Slotted Access is more suitable for the dynamic barring than ACB

Proposal 2: adopt the Slotted Access as the default access method for MTC devices. More specifically, the Slotted Access means that MTC device originated access is allowed only during its own paging occasions.  
Proposal 3: adopt the access slot blocking method associated with Slotted Access method for network MTC overload control.
3. Conclusions
In this paper, we compare the Slotted Access with ACB method on access control performance; implementation complexity and CN overload control capability. Potentially, contention free access of the MTC devices could be achieved by the Slotted Access method. It is demonstrated that the performance of the Slotted Access on access control is much better than ACB for normal and dynamic situation. The complexity and the impact to the existing system of the Slotted Access is also less than AB. Further more, due to the structure of the Slotted Access, it could be easily integrated with EAB. Partial block could be realized for overload control and easily managed by the operators. Therefore we propose the following:
Proposal 1: RAN2 is kindly requested to carefully study and compare the access methods captured in TR37.868, and select the most efficient and suitable access method for MTC.
Proposal 2: adopt the Slotted Access as the default access method for MTC devices. More specifically, MTC device originated access is allowed only during its own paging occasions.  
Proposal 3: adopt the access slot blocking method associated with Slotted Access method for MTC overload control.
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� For example the IDs of the MTC devices are assigned one by one with increment of 1, and different preambles are assigned to the MTC devices sharing the same slot (the LSBs of their IDs are the same).
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