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1 Introduction
Based on the agreements of R2 #74, this paper further discuss the general EAB procedure and how does lower layer apply EAB for a certain access category and RRC connection establishment requested by upper layer.

2 Discussion
The latest EAB requirement from SA2 is as follows:

	· Extended Access Barring (EAB) is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network. 

· In congestion situations, the operator can restrict access from UEs configured for EAB while permitting access from other UEs. 

· UEs configured for EAB are considered more tolerant to access restrictions than other UEs. 

· When an operator determines that it is appropriate to apply EAB, the network broadcasts necessary information to provide EAB control for UEs in a specific area. 

· The following requirements apply for EAB:

1. The UE is configured for EAB by the HPLMN 

2. EAB shall be applicable to all 3GPP Radio Access Technologies. 

3. EAB shall be applicable regardless of whether the UE is in a Home or a Visited PLMN. 

4. A network may broadcast EAB information.

5. EAB information shall define whether EAB applies to UEs within one of the following categories: 

a) UEs that are configured for EAB;

b) UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c) UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN

6. EAB information shall also include extended barring information for Access Classes 0-9.

7. A UE configured for EAB shall use its allocated Access Class(es), as defined in sub-clause 4.2 [1], when evaluating the EAB information that is broadcast by the network, in order to determine if its access to the network is barred. 

8. If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 [1] that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.

9. If the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1 [1] 

10. If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1 [1]
11. In the case of multiple core networks sharing the same access network, the access network shall be able to apply the EAB for the different core networks individually.


From the SA2 requirement, the EAB information is broadcasted by the network. And EAB configuration of a UE is allocated by HPLMN. It is FFS that whether this configuration is pre-stored in SIM or signaled as a NAS configuration. However, there is not much different from RAN2’s point of view. 

But for the EAB configuration, there are two alternatives:

1) The configuration itself contains the category of UE and the Establishment cause of access attempts for EAB consideration. If it finds EAB information broadcasted by network, it applies EAB for the access attempts. This alternative requires RRC forward the broadcast EAB information to upper layer.
2) The configuration only indicates whether EAB is configured for the UE. EAB procedure happens in the RRC layer according to the broadcast EAB information. This alternative requires upper layer forwards all necessary information for EAB consideration, e.g. category a, b, c.
From RAN2’s point of view, the EAB is a lower layer procedure, therefore, we proposed to model this by alternative 2.
Proposal 1:
EAB configuration is configured by HPLMN.
Proposal 2: EAB information is broadcasted by network.
Proposal 3:
EAB applies to an EAB configured UE when it receives EAB information in a network.

Proposal 4: For a EAB configured UE, upper layer sends all necessary information (e.g. category a, b, c) along with the access attempt.
We provided another paper [6] to discuss EAB and Establishment cause. Following proposals were made based on the analysis in the reference paper.
Proposal 5:
EAB is applied to attempts with Establishment cause: mo-Signalling, mo-Data, and delayTolerantAccess.

Proposal 6:
EAB information shall be able to assign different configuration parameters for each EAB category and Establishment cause combination.
In R2 #74, UE individual access class baring scaling (or ACB scaling) was agreed [5]. The spirit of such scaling is to further adjust the access attempts of certain UE or group of UEs possibly for the reason of punishing bad UE behavior. These adjustments are more likely come from network instead of HPLMN. And if the target is just one UE, dedicate signaling is more appropriate. However, if the target is a group of UEs, it is FFS whether broadcast is also useful in this case.
Although a separate mechanism could be developed based on the requirement of ACB scaling, we think it’d be better to consider ACB scaling together with EAB discussion, because they are correlated.

Proposal 7:
RAN2 discuss ACB scaling along with EAB.

Proposal 8:
ACB scaling configuration is allocated by network through dedicated signaling. Broadcast is FFS.
Proposal 9: ACB scaling is applied to attempts with Establishment cause: mo-Signalling, mo-Data, and delayTolerantAccess.

3 Conclusion
This paper further discussed EAB. Following proposals were to establish the assumptions.
Proposal 1:
EAB configuration is configured by HPLMN.

Proposal 2: EAB information is broadcasted by network.

Proposal 3:
EAB applies to an EAB configured UE when it receives EAB information in a network.

Further proposals were for discussion.
Proposal 4: For a EAB configured UE, upper layer sends all necessary information (e.g. category a, b, c) along with the access attempt.
Proposal 5:
EAB is applied to attempts with Establishment cause: mo-Signalling, mo-Data, and delayTolerantAccess.

Proposal 6:
EAB information shall be able to assign different configuration parameters for each EAB category and Establishment cause combination.
Additional proposals for including ACB scaling in EAB discussion.

Proposal 7:
RAN2 discuss ACB scaling along with EAB.

Proposal 8:
ACB scaling configuration is allocated by network through dedicated signaling. Broadcast is FFS.

Proposal 9: ACB scaling is applied to attempts with Establishment cause: mo-Signalling, mo-Data, and delayTolerantAccess.
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5 Appendix: Illustration of EAB procedure
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