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1 Introduction
According to the agreement of previous RAN2 meetings, the Extended Access Barring solution based on the SA1 requirements will be introduced in Rel-11. In this document the requirements on EAB will be further discussed.
2 SA1 requirements on EAB
In TS 22.011 section 4.3.4 [1], the requirements for EAB are described as below:
	1. The UE is configured for EAB by the HPLMN 

2. EAB shall be applicable to all 3GPP Radio Access Technologies. 

3. EAB shall be applicable regardless of whether the UE is in a Home or a Visited PLMN. 

4. A network may broadcast EAB information.

5. EAB information shall define whether EAB applies to UEs within one of the following categories: 

a) UEs that are configured for EAB;

b) UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c) UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN

6. EAB information shall also include extended barring information for Access Classes 0-9. 

7. A UE configured for EAB shall use its allocated Access Class(es), as defined in sub-clause 4.2, when evaluating the EAB information that is broadcast by the network, in order to determine if its access to the network is barred. 

8. If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.

9. If the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1

10. If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1.

11. In the case of multiple core networks sharing the same access network, the access network shall be able to apply the EAB for the different core networks individually.


3 Discussion

The EAB requirements have been discussed in [2] at RAN2#74 and RAN2 have a common understanding on most of them. However there still are some issues that need to be clarified. In addition, a new requirement (requirement #11) has been added in Rel-11 and this needs to be considered.
3.1 Requirement #8
The discussion on this requirement at RAN2#74 did not reach any clear conclusion. Here we would like some clarifications on several issues:

1. What is the relationship between “UE configured for EAB” and “delay tolerant access”
As indicated in TS 23.060 section 5.3.13.3 [3], a UE can be configured (by agreement with its operator) to support one or more priorities with the following restrictions:
-
in this Release of the specification, an MS that is configured for low access priority shall also be configured for Extended Access Barring; and

-
in this Release of the specification, an MS that is configured for Extended Access Barring shall be configured for low access priority.

This means, there is a 1 to 1 relation between EAB and “low access priority”.
In TS 24.301 section Annex D.1 [4], it is specified that for a UE configured for “NAS signalling low priority” (the same thing as “low access priority” in TS 23.060, even with different names), the RRC establishment cause will always be set to “Delay tolerant access”, except for the case where the UE initiates an emergency call or the UE is of AC 11-15 (in this case the RRC establishment cause will be “High priority access”).

Therefore we conclude that a UE with AC 0-9 configured for EAB will always initiate delay tolerant access except for the case of emergency call.
2. Whether EAB should be applied depending on case by case connection establishment
It is already clear according to the requirement #7 that a UE configured for EAB should evaluate the EAB information in order to determine if its access is barred, independent what the call type/establishment cause is (except for emergency call).
3. Whether a UE of AC 11-15 could initiate delay tolerant access
In TS 24.301 section Annex D.1 [4], it is specified that for the UE of AC 11-15 the RRC establishment cause will always be set to "High priority access” (except for emergency call). Therefore we conclude that a UE of AC 11-15 will not initiate delay tolerant access.
4. Whether a UE of AC 11-15 will be configured for EAB
TS 23.060 section 5.3.13.3 [3] includes the following sentence:

The configuration of an MS for low access priority and Access Class 11-15 is configured independently of each other. However, the home operator can take care to prevent a subscription for Access Class 11-15 from being used in an MS configured for low access priority
This means, in principle, a UE of AC 11-15 could be configured for “low access priority”. Since there is a 1 to 1 relation between EAB and “low access priority”, a UE of AC 11-15 may also be configured for EAB.
With the clarifications above, requirement #8 is clear, except regarding how to determine whether AC 11-15 is permitted by the network for EAB.
There are two alternatives to determine whether AC 11-15 is permitted by the network for EAB:
Alternative 1: There is no ac-BarringForSpecialAC in the EAB information. A UE of AC 11-15 should check the ac-BarringForSpecialAC in the ACB information (depending on the call type) to determine if EAB should be bypassed.
Alternative 2: EAB information has its own ac-BarringForSpecialAC like ACB information. A UE of AC 11-15 should check the ac-BarringForSpecialAC in the EAB information to determine if EAB should be bypassed.
Alternative 1 makes the EAB/ACB procedure complicated. If EAB information exists in the system information then the UE must first check the ACB information whether special AC is permitted by the network, and if it is not permitted then the UE has to fall back to check the EAB information then check the ACB information again after passing the EAB.
Alternative 2 is simple compared to the alternative 1. It provides flexible network control and is consistent with the current mechanism e.g. SSAC and ACB for CSFB.
Proposal 1: If a UE has a special AC (AC 11-15) and that AC is permitted by the network, then the UE configured with EAB should bypass EAB and apply legacy ACB.
Proposal 2: EAB information has its own setting for the barring for special AC (AC 11-15), e.g. ac-BarringForSpecialAC for LTE.
3.2 Requirement #10
RAN2#74 failed to reach a common understanding on this requirement, because some companies expressed the view that the best way is to always bypass the legacy ACB if there is EAB. For LTE one example is Access Control for CSFB, where UE will always bypass the ACB for MO-Data if the ACB information for CSFB is broadcasted (whatever access is barred or not by ACB for CSFB).
To our understanding, it makes no difference whether the UE bypasses the legacy ACB or not after the passing of EAB, because by carefully adapting the setting of ac-BarringFactor and ac-BarringTime the same overload control effect could be achieved.
However, considering that EAB shall be applicable to all 3GPP Radio Access Technologies and the EAB mechanism has already been implemented in GERAN in Rel-10, we should respect the current SA1 requirements and avoid trying to change them.
Proposal 3: If access is not barred by EAB then UE shall be subject to the legacy ACB.
3.3 Requirement #11

Different core networks might have different overload situations, therefore in the case of multiple core networks sharing the same access network, in order to perform the independent overload control for each core network, the EAB parameter should be PLMN specific and a list of EAB parameters should therefore be broadcasted in the system information (one for each PLMN). From the UE perspective, once one PLMN is chosen by the UE then the corresponding EAB parameters should be checked when upper layers request establishment of an RRC connection. A similar mechanism has already been implemented for DSAC and PPAC in UMTS.
For the case of RAN overload, depending on the load situation, the network could choose to update the EAB parameters for one or all the PLMNs (however this is purely a network implementation issue).
Proposal 4: In the case of multiple core networks sharing the same access network, EAB parameter is PLMN specific.
4 Conclusion
In this contribution, we further discussed the SA1 requirements on EAB. RAN2 is kindly asked to discuss and agree on the following proposals:
Proposal 1: If a UE has a special AC (AC 11-15) and that AC is permitted by the network, then the UE configured with EAB should bypass EAB and apply legacy ACB.
Proposal 2: EAB information has its own setting for the barring for special AC (AC 11-15), e.g. ac-BarringForSpecialAC for LTE.

Proposal 3: If access is not barred by EAB then UE shall be subject to the legacy ACB.
Proposal 4: In the case of multiple core networks sharing the same access network, EAB parameter is PLMN specific.
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