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1. Introduction

As per the LS from SA [1]:
SA reconfirmed that in general all new features (or enhancements to existing features) should continue to be designed to work also for operators using Equivalent PLMN identities. 
It was also confirmed that if/when it is not possible to develop complete support for the EPLMN concept (i.e. Networks using EPLMN has the same features/capabilities and the same operational situation as a stand alone PLMN networks) then such deviations should be documented in relevant stage 1 and stage 2 documents.
In this contribution, it is discussed whether current RLF reporting works also for operators using ePLMN and if not, whether it needs to be and what changes are needed if it is needed to make it possible.
2. Discussion
2.1 Problem definition

Our understanding of ePLMN from CT1 specification [2] is that: UE stores a list of equivalent PLMN (provided/updated during LR or Attach). All PLMNs in this list, in all access technologies supported by the PLMN, are regarded as equivalent to each by the UE other for PLMN selection, cell selection/re-selection and handover by the UE. In order to apply RLF reporting to ePLMN, the RLF reporting should be able to perform in the RAN area of an ePLMN.

Similar to logged MDT, for RLF reporting, the UE stores the registered PLMN (rPLMN) as the PLMN for RLF reporting at the point where T304 expires in the VarRLF-Report. For indication of RLF-report availability during RRC connection (re)establishment and handover, the UE checks whether the rPLMN is the same as the PLMN ID in the VarRLF-Report before it indicates the availability of report. 
2> if the UE has radio link failure or handover failure information available in VarRLF-Report and plmn-Identity

stored in VarRLF-Report is equal to the RPLMN:

3> include rlf-InfoAvailable;
Likewise, for the reporting request, the UE also makes the same check. This means that the UE will only indicate availability and reporting if it is next in the RAN coverage of the PLMN in which the RLF occurs. 
1> if rlf-ReportReq is set to true and the UE has radio link failure information or handover failure information

available in VarRLF-Report and plmn-Identity stored in VarRLF-Report is equal to the RPLMN, set the rlf-

Report in the UEInformationResponse message to the value of rlf-Report in VarRLF-Report;

Observation#1: Current RLF reporting does not support ePLMN.

The first question then is whether it is needed to send RLF report in ePLMN RAN coverage or whether it can wait until it next registers with the PLMN where the RLF report is logged. Currently, the UE will store the RLF report for 48 hours after the RLF. However, if another RLF occurs while another report is stored, the previously stored report will be deleted.
Proposal#1: Discuss whether it is needed to provide the RLF report also in ePLMN.
Like in the MDT case, it is unclear in the LS from SA [1] whether only a subset of the ePLMN list or the full list of the ePLMN list sent over the NAS signalling is required for RLF reporting. In the following proposals, the solutions for both are discussed if RLF reporting needs to be supported for ePLMN. 

2.2 Proposals

2.2.1 If the full list of the ePLMN list sent over the NAS signalling

In this case, the full list of equivalent PLMNs is already known to the UE via NAS signalling (e.g. LAU/RAU/TAU, Attach etc.). 

One obvious solution is to look into modifying the PLMN checking in the procedure text to include the list of ePLMN during storing/logging of the RLF report, the indication of availability of RLF report in RRC Connection (re)establishment and handover and reporting of the RLF report
	Functions
	Original text
	Modified text

	Storing of the RLF report
	3> set the plmn-Identity to the RPLMN; 
	3> set the plmn-Identity to the RPLMN; 
Also add:

3> set the eplmn-IdentityList to the list of ePLMN

	Indication of availability of RLF report
	2> if the UE has radio link failure or handover failure information available in VarRLF-Report and plmn-Identity

stored in VarRLF-Report is equal to the RPLMN:

3> include rlf-InfoAvailable;

	2> if the UE has radio link failure or handover failure information available in VarRLF-Report and one of the PLMN identity in the plmn-Identity or eplmn-IdentityList stored in VarRLF-Report is equal to the RPLMN:
3> include rlf-InfoAvailable;


	Reporting of RLF report
	1> if rlf-ReportReq is set to true and the UE has radio link failure information or handover failure information

available in VarRLF-Report and plmn-Identity stored in VarRLF-Report is equal to the RPLMN, set the rlf-

Report in the UEInformationResponse message to the value of rlf-Report in VarRLF-Report;

1> if the rlf-Report is included in UEInformationResponse:

            2> discard the rlf-Report from VarRLF-Report upon successful delivery of the UEInformationResponse message

confirmed by lower layers.
	1> if rlf-ReportReq is set to true and the UE has radio link failure information or handover failure information

available in VarRLF-Report and one of the PLMN identity in the plmn-Identity or eplmn-IdentityList stored in VarRLF-Report is equal to the RPLMN, set the rlf-

Report in the UEInformationResponse message to the value of rlf-Report in VarRLF-Report;

1> if the rlf-Report is included in UEInformationResponse:

            2> discard the rlf-Report from VarRLF-Report upon successful delivery of the UEInformationResponse message

confirmed by lower layers.


The above table shows that the list of ePLMN can also be included in the PLMN checking for storing/logging, indication of availability and reporting. Only a new sub IEs related to the list of ePLMN at the point of storing needs to be included in the VarRLF-Report.
Alternative solution is to redefine the equivalent PLMN definition in TS36.304 as follows:

Equivalent PLMN list: List of PLMNs considered as equivalent by the UE for RLF reporting, cell selection, cell reselection, and handover according to the information provided by the NAS.

In this way, RLF reporting can be assumed to also extend to equivalent PLMN without the need to update the procedure text on the PLMN checking. Even though this method is simple, there are the following ambiguities in our view:

a. Not all PLMNs in the equivalent PLMN list are applicable to RLF reporting (e.g. only those that is in the same country). So if equivalent PLMNs are also used for across the country border scenario, this method may not be sufficient.

b. The procedure text is a bit ambiguous because rPLMN during reporting are compared against plmn-Identity in VarLogMeasReport . So some rewording are probably still necessary on the procedure text.

Hence our preference is go with the first solution. 

Observation#2: It seems quite straightforward to include list of ePLMN in VarRLF-Report and in PLMN checking in storing/logging, indication of report availability and reporting.

Proposal#2: If the full list of ePLMN sent over NAS signalling needs to be supported for RLF reporting, it can be done in Rel-10 without any ASN.1 changes.  
The complete procedure text modification for Rel-10 is provided in Annex.
2.2.2 If only the subset list of the ePLMN list sent over the NAS signalling
In this case, the subset list of equivalent PLMNs need to be conveyed to the UE via RRC signalling (e.g. on the RRC Connection Reconfiguration) or NAS signalling (i.e. LR and Attach).  In [1], we discussed the possibility of using Logged measurement configuration or RRC Connection Reconfiguration. If it is only needed to indicate the support of the full ePLMN list, only 1 bit needs to be conveyed to the UE.
For the RRC signalling solution, the subset list of equivalent PLMNs will be received via S1 (i.e. during Initial Context Setup) and send to the UE via (possibly the first) RRC Connection Reconfiguration. This is good enough if it is just indicate the support of the full ePLMN list. However, if it is sending the subset list, it seems quite unnecessary to send the subset of ePLMN list in every RRC Connection since this information may not change for every RRC Connection establishment or reestablishment and thus it may be more optimal to provide it via the NAS signalling. Furthermore, it avoids eNB involvement in ePLMN handling.  MME/SGSN can signal the subset along with the ePLMN list. It is thus proposed to send the subset of ePLMN list via NAS signalling.

Other than how the list of equivalent PLMNs is conveyed, the remaining changes are similar to Section 2.2.1 except the PLMN checking is to this subset list rather than the full list that is sent via NAS signalling.

Proposal 3: If it is the subset list of equivalent PLMNs that needs to be supported for RLF reporting, the list shall be sent via NAS signalling (i.e. via LR or Attach). LS to CT1 is required if this proposal is agreed.

The changes for this will be provided if Proposal 3 is agreed.
3. Conclusion

It is requested that RAN2 discusses the following proposal:
Observation#1: Current RLF reporting does not cover all deployment ePLMN scenarios.

Proposal#1: Discuss whether it is needed to provide the RLF report also in ePLMN.
Observation#2: It seems quite straightforward to include list of ePLMN in VarRLF-Report and in PLMN checking in storing/logging, indication of report availability and reporting.

Proposal#2: If ePLMN needs to be supported for RLF reporting, it can be done in Rel-10.  

Proposal 3: If it is the subset list of equivalent PLMNs that needs to be supported for RLF reporting, the list shall be sent via NAS signalling (i.e. via LR or Attach). LS to CT1 is required if this proposal is agreed.

The procedure text modification for Rel-10 is provided in Annex
References:
[1] SP-110433 LS on Equivalent PLMN identities and MDT
3GPP TSG-SA
[2] TS23.122 Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode
Annex: Based on TS36.331 V10.2.0
* * * 1st Change * * * *

5.3.5.6
T304 expiry (handover failure)

The UE shall:

1>
if T304 expires (handover failure):

NOTE:
Following T304 expiry any dedicated preamble, if provided within the rach-ConfigDedicated, is not available for use by the UE anymore.

2>
revert back to the configuration used in the source PCell, excluding the configuration configured by the physicalConfigDedicated, the mac-MainConfig and the sps-Config;

2>
store the following handover failure information in VarRLF-Report by setting its fields as follows:

3>
clear the information included in VarRLF-Report, if any;

3>
set the plmn-Identity to the RPLMN;
3> set the eplmn-IdentityList to the List of ePLMN
3>
set the measResultLastServCell to include the RSRP and RSRQ, if available, of the PCell based on measurements collected up to the moment the UE detected handover failure;

3>
set the measResultNeighCells to include the best measured cells, other than the PCell, ordered such that the best cell is listed first, and based on measurements collected up to the moment the UE detected handover failure, and set its fields as follows;

4>
if the UE was configured to perform measurements for one or more EUTRA frequencies, include the measResultListEUTRA;

4>
if the UE was configured to perform measurement reporting for one or more neighbouring UTRA frequencies, include the measResultListUTRA;

4>
if the UE was configured to perform measurement reporting for one or more neighbouring GERAN frequencies, include the measResultListGERAN;

4>
if the UE was configured to perform measurement reporting for one or more neighbouring CDMA2000 frequencies, include the measResultsCDMA2000;

NOTE 1:
The measured quantities are filtered by the L3 filter as configured in the mobility measurement configuration. The measurements are based on the time domain measurement resource restriction, if configured. Blacklisted cells are not required to be reported.

3>
if detailed location information is available, set the content of the locationInfo as follows:

4>
include the locationCoordinates;

4>
include the horizontalVelocity, if available;

3>
set the failedPCellId to the global cell identity, if available, and otherwise to the physical cell identity and carrier frequency of the target PCell of the failed handover;

3>
include previousPCellId and set it to the global cell identity of the PCell where the last RRCConnectionReconfiguration message including mobilityControlInfo was received;

3>
set the timeConnFailure to the elapsed time since reception of the last RRCConnectionReconfiguration message including the mobilityControlInfo;

3>
set the connectionFailureType to 'hof';
2>
initiate the connection re-establishment procedure as specified in 5.3.7, upon which the RRC connection reconfiguration procedure ends;

The UE may discard the handover failure information, i.e. release the UE variable VarRLF-Report 48 hours after the failure is detected.

NOTE 2:
E-UTRAN may retrieve the handover failure information using the UE information procedure with rlf-ReportReq set to true, as specified in 5.6.5.3.

* * * 2nd Change * * * *

5.3.3.4
Reception of the RRCConnectionSetup by the UE

NOTE:
Prior to this, lower layer signalling is used to allocate a C-RNTI. For further details see TS 36.321 [6];

The UE shall:

1>
perform the radio resource configuration procedure in accordance with the received radioResourceConfigDedicated and as specified in 5.3.10;

1>
if stored, discard the cell reselection priority information provided by the idleModeMobilityControlInfo or inherited from another RAT;

1>
stop timer T300;

1>
stop timer T302, if running;

1>
stop timer T303, if running;

1>
stop timer T305, if running;

1>
stop timer T306, if running;

1>
perform the actions as specified in 5.3.3.7;

1>
stop timer T320, if running;

1>
enter RRC_CONNECTED;

1>
stop the cell re-selection procedure;

1>
consider the current cell to be the PCell;

1>
set the content of RRCConnectionSetupComplete message as follows:

2>
set the selectedPLMN-Identity to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]) from the PLMN(s) included in the plmn-IdentityList in SystemInformationBlockType1;

2>

if upper layers provide the 'Registered MME', include and set the registeredMME as follows:

3>
if the PLMN identity of the 'Registered MME' is different from the PLMN selected by the upper layers:

4>
include the plmnIdentity in the registeredMME and set it to the value of the PLMN identity in the 'Registered MME' received from upper layers;

3> set the mmegi and the mmec to the value received from upper layers;

2>

if upper layers provided the 'Registered MME': 

3>
include and set the gummei-Type to the value provided by the upper layers;

2>
if connecting as an RN:

3>
include the rn-SubframeConfigReq;

2>
set the dedicatedInfoNAS to include the information received from upper layers;

2>
if the UE has radio link failure or handover failure information available in VarRLF-Report and one of the PLMN ID in the plmn-Identity or eplmn-IdentityList stored in VarRLF-Report is equal to the RPLMN:

3>
include rlf-InfoAvailable;

2>
if the UE has logged measurements available for E-UTRA and plmn-Identity stored in VarLogMeasReport is equal to the RPLMN:

3>
include logMeasAvailable;

2> submit the RRCConnectionSetupComplete message to lower layers for transmission, upon which the procedure ends;
* * * 3rd Change * * * *

5.3.5.4
Reception of an RRCConnectionReconfiguration including the mobilityControlInfo by the UE (handover)

If the RRCConnectionReconfiguration message includes the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:
1>
stop timer T310, if running;

1>
start timer T304 with the timer value set to t304, as included in the mobilityControlInfo;

1>
if the carrierFreq is included:

2>
consider the target PCell to be one on the frequency indicated by the carrierFreq with a physical cell identity indicated by the targetPhysCellId;

1>
else:

2>
consider the target PCell to be one on the frequency of the source PCell with a physical cell identity indicated by the targetPhysCellId;

1>
start synchronising to the DL of the target PCell;

NOTE 1:
The UE should perform the handover as soon as possible following the reception of the RRC message triggering the handover, which could be before confirming successful reception (HARQ and ARQ) of this message.

1>
reset MAC;

1>
re-establish PDCP for all RBs that are established;

NOTE 2:
The handling of the radio bearers after the successful completion of the PDCP re-establishment, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in TS 36.323 [8].

1>
re-establish RLC for all RBs that are established;

1>
configure lower layers to consider the SCell(s), if configured, to be in deactivated state;

1>
apply the value of the newUE-Identity as the C-RNTI;

1>
if the RRCConnectionReconfiguration message includes the fullConfig:

2>
perform the radio configuration procedure as specified in section 5.3.5.8;

1>
configure lower layers in accordance with the received radioResourceConfigCommon;

1>
configure lower layers in accordance with any additional fields, not covered in the previous, if included in the received mobilityControlInfo;

1>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

2>
perform the radio resource configuration procedure as specified in 5.3.10;

1>
if the keyChangeIndicator received in the securityConfigHO is set to TRUE:

2>
update the KeNB key based on the fresh KASME key taken into use with the previous successful NAS SMC procedure, as specified in TS 33.401 [32];

1>
else:

2>
update the KeNB key based on the current KeNB or the NH, using the nextHopChainingCount value indicated in the securityConfigHO, as specified in TS 33.401 [32];

1>
store the nextHopChainingCount value;

1>
if the securityAlgorithmConfig is included in the securityConfigHO:

2>
derive the KRRCint key associated with the integrityProtAlgorithm, as specified in TS 33.401 [32];

2>
if connected as an RN:

3>
derive the KUPint key associated with the integrityProtAlgorithm, as specified in TS 33.401 [32];

2>
derive the KRRCenc key and the KUPenc key associated with the cipheringAlgorithm, as specified in TS 33.401 [32];
1>
else:

2>
derive the KRRCint key associated with the current integrity algorithm, as specified in TS 33.401 [32];

2>
if connected as an RN:

3>
derive the KUPint key associated with the current integrity algorithm, as specified in TS 33.401 [32];

2>
derive the KRRCenc key and the KUPenc key associated with the current ciphering algorithm, as specified in TS 33.401 [32];

1>
configure lower layers to apply the integrity protection algorithm and the KRRCint key, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply the ciphering algorithm, the KRRCenc key and the KUPenc key, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
if connected as an RN:

2>
configure lower layers to apply the integrity protection algorithm and the KUPint key, for current or subsequently established DRBs that are configured to apply integrity protection, if any;

1>
if the received RRCConnectionReconfiguration includes the sCellToReleaseList:

2>
perform SCell release as specified in 5.3.10.3a;

1>
if the received RRCConnectionReconfiguration includes the sCellToAddModList:

2>
perform SCell addition or modification as specified in 5.3.10.3b;

1>
perform the measurement related actions as specified in 5.5.6.1;

1>
if the RRCConnectionReconfiguration message includes the measConfig:

2>
perform the measurement configuration procedure as specified in 5.5.2;

1>
perform the measurement identity autonomous removal as specified in 5.5.2.2a;

1>
release reportProximityConfig and clear any associated proximity status reporting timer;

1>
if the RRCConnectionReconfiguration message includes the reportProximityConfig:

2>
perform the proximity indication in accordance with the received reportProximityConfig;

1>
set the content of RRCConnectionReconfigurationComplete message as follows:

2>
if the UE has radio link failure or handover failure information available in VarRLF-Report and one of the PLMN ID in the plmn-Identity or eplmn-IdentityList stored in VarRLF-Report is equal to the RPLMN:

3>
include rlf-InfoAvailable;

2>
if the UE has logged measurements available for E-UTRA and plmn-Identity stored in VarLogMeasReport is equal to the RPLMN:

3>
include the logMeasAvailable;

1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission;

1>
if MAC successfully completes the random access procedure:

2>
stop timer T304;

2>
apply the parts of the CQI reporting configuration, the scheduling request configuration and the sounding RS configuration that do not require the UE to know the SFN of the target PCell, if any;
2>
apply the parts of the measurement and the radio resource configuration that require the UE to know the SFN of the target PCell (e.g. measurement gaps, periodic CQI reporting, scheduling request configuration, sounding RS configuration), if any, upon acquiring the SFN of the target PCell;

NOTE 3:
Whenever the UE shall setup or reconfigure a configuration in accordance with a field that is received it applies the new configuration, except for the cases addressed by the above statements.

2>
the procedure ends;
NOTE 4:
The UE is not required to determine the SFN of the target PCell by acquiring system information from that cell before performing RACH access in the target PCell.

* * * 4th Change * * * *

5.3.7.5
Reception of the RRCConnectionReestablishment by the UE

NOTE:
Prior to this, lower layer signalling is used to allocate a C-RNTI. For further details see TS 36.321 [6];

The UE shall:

1>
stop timer T301;

1>
consider the current cell to be the PCell;

1>
re-establish PDCP for SRB1;

1>
re-establish RLC for SRB1;
1>
perform the radio resource configuration procedure in accordance with the received radioResourceConfigDedicated and as specified in 5.3.10;

1>
resume SRB1;

1>
update the KeNB key based on the KASME key to which the current KeNB is associated, using the nextHopChainingCount value indicated in the RRCConnectionReestablishment message, as specified in TS 33.401 [32];

1>
store the nextHopChainingCount value;

1>
derive the KRRCint key associated with the previously configured integrity algorithm, as specified in TS 33.401 [32];

1>
derive the KRRCenc key and the KUPenc key associated with the previously configured ciphering algorithm, as specified in TS 33.401 [32];

1>
if connected as an RN:

2>
derive the KUPint key associated with the previously configured integrity algorithm, as specified in TS 33.401 [32];

1>
configure lower layers to activate integrity protection using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
if connected as an RN:

2>
configure lower layers to apply integrity protection using the previously configured algorithm and the KUPint key, for subsequently resumed or subsequently established DRBs that are configured to apply integrity protection, if any;

1>
configure lower layers to apply ciphering using the previously configured algorithm, the KRRCenc key and the KUPenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
set the content of RRCConnectionReestablishmentComplete message as follows:

2>
if the UE has radio link failure or handover failure information available in VarRLF-Report and one of the PLMN ID in the plmn-Identity or eplmn-IdentityList stored in VarRLF-Report is equal to the RPLMN:
3>
include the rlf-InfoAvailable;

2>
if the UE has logged measurements available for E-UTRA and plmn-Identity stored in VarLogMeasReport is equal to the RPLMN:

3>
include the logMeasAvailable;
1>
perform the measurement related actions as specified in 5.5.6.1;

1>
perform the measurement identity autonomous removal as specified in 5.5.2.2a;

1>
submit the RRCConnectionReestablishmentComplete message to lower layers for transmission, upon which the procedure ends;
* * * 5th Change * * * *

5.6.5.3
Reception of the UEInformationRequest message

Upon receiving the UEInformationRequest message, the UE shall:

1>
if rach-ReportReq is set to true, set the contents of the rach-Report in the UEInformationResponse message as follows: 

2>
set the numberOfPreamblesSent to indicate the number of preambles sent by MAC for the last successfully completed random access procedure;
2>
if contention resolution was not successful as specified in TS 36.321 [6] for at least one of the transmitted preambles for the last successfully completed random access procedure:

3>
set the contentionDetected to true;

2>
else:

3>
set the contentionDetected to false;

1>
if rlf-ReportReq is set to true and the UE has radio link failure information or handover failure information available in VarRLF-Report and one of the PLMN ID in the plmn-Identity or eplmn-IdentityList stored in VarRLF-Report is equal to the RPLMN, set the rlf-Report in the UEInformationResponse message to the value of rlf-Report in VarRLF-Report;

1>
if the rlf-Report is included in UEInformationResponse:

2>
discard the rlf-Report from VarRLF-Report upon successful delivery of the UEInformationResponse message confirmed by lower layers.

1>
if the logMeasReportReq is present and the plmn-Identity stored in VarLogMeasReport is equal to the RPLMN:
2>
if VarLogMeasReport includes one or more logged measurement entries, set the contents of the logMeasReport in the UEInformationResponse message as follows:

3>
include the absoluteTimeStamp and set it to the value of absoluteTimeInfo in the VarLogMeasReport;

3>
include the traceReference and set it to the value of traceReference in the VarLogMeasReport;

3>

include the traceRecordingSessionRef and set it to the value of traceRecordingSessionRef in the VarLogMeasReport;

3>
include the tce-Id and set it to the value of tce-Id in the VarLogMeasReport;

3>
include the logMeasInfoList and set it to include one or more entries from VarLogMeasReport starting from the entries logged first;
3>
if the VarLogMeasReport includes one or more additional logged measurement entries that are not included in the logMeasInfoList within the UEInformationResponse message:

4>
include the logMeasAvailable;
1>
if the logMeasReport is included in the UEInformationResponse:

2>
submit the UEInformationResponse message to lower layers for transmission via SRB2;

2>
discard the logged measurement entries included in the logMeasInfoList from VarLogMeasReport upon successful delivery of the UEInformationResponse message confirmed by lower layers;
1>
else:

2>
submit the UEInformationResponse message to lower layers for transmission via SRB1;

* * * 6th Change * * * *

–
VarRLF-Report
The UE variable VarRLF-Report includes the radio link failure information or handover failure information.

VarRLF-Report UE variable
-- ASN1START

VarRLF-Report-r10 ::=



SEQUENCE {


rlf-Report-r10






RLF-Report-r9,


plmn-Identity-r10





PLMN-Identity,


eplmn-IdentityList-r10




EPLMN-IdentityList-r10
OPTIONAL
}

EPLMN-IdentityList-r10 ::= 


SEQUENCE (SIZE (1..15)) OF PLMN-Identity
-- ASN1STOP


- 1 -

