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1. Introduction
During the RAN2 meeting #74, there were proposals to come up with application models or traffic traces to characterize the traffic generated by diverse data applications [1]. In this contribution, we collected and analyzed several traces of a user running multiple background applications over LTE network. Our analysis shows that the characteristics of this specific use case are different from other application models. We propose that these traces or similar traces (with the characteristics outlined in this contribution) be used as part of evaluation framework. Otherwise, more analysis may be required to come up with a traffic model for this use case.  

2. Trace Collection Methodology
Our experimental setup consisted of an LTE smart phone device and a software tool installed on the phone, to capture layer 3 packets exchanged through the phone’s LTE interface. The phone’s Operating system is Android 2.2.1. The tool logs both uplink and downlink packets. 
The traces were collected for duration of 30 minutes at different times of the day with roughly the same RSSI values, i.e. -80dBm to -84dBm. In all, the total duration of all captured traces is approximately 6 hours. 
For background traffic, we used the following applications: Skype, Gtalk, Stock update, Twitter, Weather, and News. These applications were selected based on the commonly used applications found in other studies [2, 3].

For active sessions, we tried to mimic user behaviour by running different applications consecutively, such as Safari, Android Market App and YouTube with no other application running in the background.

All the different traces were obtained from the same location with no mobility. 
3. Trace Analysis
The traces were analyzed to obtain the timestamps of packet arrivals and the packet sizes. Figure 1 shows the CDF for 3 different cases, namely a user running an active session, a user running background traffic and a user running an active session in addition to background traffic. As can be seen, there is a substantial difference between packet activity patterns, particularly between a user running an active session vs. a user running only background traffic. In addition, we observed that it doesn’t make much difference when applications run in background with an active session in place. The active session dominates the CDF. 
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Figure 1: Inter arrival times for active user traffic vs. background traffic

Figure 2 shows the CDF of Packet sizes for the different use cases as mentioned above. Again, we find that when only background apps are running, the packet sizes are generally very small, about 95% of packets are smaller than 200 bytes. However, for an active user, packet sizes are distributed across two very different sizes from very small to the maximum of 1500 bytes for an active user.
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Figure 2: Packet Sizes for active user traffic vs background traffic

Proposal 1: The data shows that background traffic is significantly different from active user traffic (HTTP, FTP etc.). We recommend either using traces or developing a model based upon traces for multiple applications running in the background.
Figure 3 shows an example CDF of the packet Inter-arrival times for background traffic. 
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Figure 3: Trace Sample 1 for interarrival time

Based on our analysis of all the sample traces of users running background applications, we found a very similar trend. We capture this trend in table 1, which shows the range of inter-arrival times in milliseconds at different points of the cumulative probability distribution function. 
	CDF Points
	Inter Arrival Times (ms) (+/- 5%)

	10%
	1

	30%
	7

	50%
	60

	70%
	200

	90%
	925


Table 1: Proposed CDF Distribution for inter arrival times for background traffic
Fig. 4 shows the CDF of packet sizes for a sample trace of a user running multiple background applications. As can be seen from the figure, the packet sizes are generally very small ranging from 68 to 100 Bytes for 90% of all the packets. Table 2 captures our observations on packet sizes for this use case.
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Figure 4: Trace Sample 1 for packet sizes

	CDF Points
	Packet Size (bytes) 

	90%
	100 (+/- 5%)

	minimum
	68


Table 2: Proposed CDF Distribution for packet sizes

Proposal 2: We recommend using Table 1 and Table 2 as a baseline to compare against any other sample traces for the case of user running background traffic.
3.1 Analysis of specific background application traffic
In this section, we investigated the number of background applications on the packet inter-arrival times. In this test, we compare only Skype (running at the background) vs. multiple background application running (skype, stock updates, weather, and news). It can be seen from the Figure 5, using a single vs. multiple background application makes a big difference in the CDF of packet inter-arrival times. Thus, one cannot be substituted for the other.
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Figure 5: Inter arrival times for different background applications
Proposal 3: For eDDA simulation framework, a specific mix of background applications must be decided to obtain consistent traces. 

3. Conclusions

Proposal 1: The data shows that background traffic is significantly different from active user traffic (HTTP, FTP etc.). We recommend either using traces or developing a model based upon traces for multiple applications running in the background.
Proposal 2: We recommend using Table 1 and Table 2 as a baseline to compare against any other sample traces for the case of user running background traffic.

Proposal 3: For eDDA simulation framework, a specific mix of background applications must be decided to obtain consistent traces. 
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