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Discussion and Decision

1
Introduction
During RAN2#74, CT1 requested in [1] that AS provides to NAS the domain to which eWaitTime applies. In RAN2#74, 3 solutions were proposed to deal with the case of RRC CONNECTION RELEASE message, in the case eWaitTime is used:


1) Domain in RRC connection request


2) Domain present in "Latest configured domain"


3) Domain that exists (only work in case only 1 domain is present)

2
Remarks
In [2] it is mentioned that one of the problematic procedure would be combined LA / RA update procedure.

TS 23.060 states:

In [3], it is mentioned that the two procedures could be done in parallel (e.g. RA updates is launched by UE before LA update has been terminated).

Preliminary remark about the proposed solutions.
1) The CN domain in RRC CONENCTION REQUEST MESSAGE is a Mandatory field since Rel-6
2)The variable LATEST_CONFIGURED_CN_DOMAIN is configured after reception of SECURITY MODE COMMAND message by the UE, this would mean that a connection has been made with Core Network for the establishment of security.

3
Discussion
3.1
Single Domain involved.

In case of CS connection, UTRAN will get TMSI of the UE in RRC CONNECTION message and thus can send RRC CONNECTION REJECT with eWaittime.

In case of PS connection, UTRAN may have to wait INITIAL DIRECT TRANSFER message to know which PS node should serve the UE, because TMSI has been used for UE Identity in RRC CONNECTION REQUEST Message. In this case UTRAN will send RRC CONNECTION RELEASE message with eWaittime.

When looking at the three proposed solutions:


1) Domain in RRC connection request

Works fine: PS has been used in RRC CONNECTION REQUEST message


2) Domain present in "Latest configured domain"

Does not work because this variable has not been set yet.


3) Domain that exists (only work in case only 1 domain is present)

Works because only one domain is involved.
3.2
Two Domains involved.

3.2.1 Subcase 1 : UE begins in Idle Mode
This is typically the case of combines LA/RA update. It is assumed that UE begins with CS domain.
If CS domain is overload, the connection will be release by UTRAN using RRC CONNECTION REJECT message with eWaittime. There is no possible confusion.
If PS domain is overload, the connection to PS domain will be rejected using SIGNALLING CONNECTION RELEASE message with eWaittime.

If the LA update was already terminated, UTRAN will send first SIGNALLING CONNECTION RELEASE message with eWaittime and then RRC CONNECTION RELEASE message without eWaitTime. There is no possible confusion.
3.2.2 Subcase 2 : UE begins with existing PS connected

If CS domain is overload, the connection will be release by UTRAN using SIGNALLING CONNECTION RELEASE message with eWaittime. There is no possible confusion.
3.3
Conclusion

Solution 1) and 3) are working. But option 1) would cover more cases and would be more future proof. Furthermore it can be applied to RRC CONNECTION REJECT message with eWaitTime.
4
Conclusion
Based on the above document, we kindly ask RAN#2 to agree on the following solution for eWaitTime in RRC CONNECTION RELEASE Message. The correspondent CR is submitted.
Proposal: When eWaitTime is included in RRC CONNECTION RELEASE Message, AS will signal to NAS the Domain in RRC CONNECTION REQUEST
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In network mode of operation II and III, whenever an MS determines that it shall perform both an LA update and an RA update:


1.	It shall initiate the LA update and then initiate the RA update, if the MS is in class A mode of operation.


2.	It shall perform the LA update first if the MS is not in class A mode of operation.


Routeing Area Update Request messages shall be sent unciphered, since in the inter-SGSN routeing area update case the new SGSN shall be able to process the request.








