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Introduction
At the SA#52 plenary meeting, a CR to TS 22.011 was approved which requires the implementation of EAB to UTRAN and E-UTRAN for Rel-11 ([1], [3]). 
At SA1 #54 [2], the aspect for how to use EAB in shared network was also discussed and it was agreed that -  
“In a shared network situation where multiple CNs share the same AN, if one of the PLMN’s CNs becomes congested, it is not appropriate to apply EAB to all UEs connected to the AN (since some UEs might be attached to PLMNs which are not congested).  Therefore, the access network shall be able to apply the EAB for the different core networks individually.”
As a further consideration, a single PLMN may either suffer MME(s) signalling overload or user plane path congestion (to certain APNs). As captured in [4], NAS level congestion control contains separate congestion control for APN based congestion and Mobility Management congestion.
“The use of the APN based congestion control is for avoiding and handling of EMM and ESM signalling congestion associated with UEs with a particular APN. Both UEs and network shall support the functions to provide APN based EMM and ESM congestion control. “
In this paper, we discuss the options to make “per-PLMN based EAB” available as a part of the EAB definition work being carried out in RAN2. 
Discussion
Per PLMN Overload and Congestion Control
When the RAN is shared by multiple core networks (or PLMNs), the occurrence of a single access network being overloaded may not necessarily imply some or all of other connected core networks, sharing this access network, are also congested or overloaded. As long as the radio access network is not overloaded and the intended core network (PLMN) is not congested, a UE or MTC device should be allowed access to the network.
Extended Access Barring (EAB) is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network. In congestion situations, the operator can restrict access from UEs configured for EAB while permitting access from other UEs. As agreed [2], the access network should be able to apply EAB for different core networks individually. 
At the end of cell selection process, a UE or a MTC device tries to camp on a suitable cell in a selected PLMN. If the targeted PLMN is overloaded or access controlled, it would be beneficial for the UE to know this information before any access attempt, so it would then be able to avoid the access attempts to the overloaded or access barred CN, and possibly chose to connect to another core network to accomplish its task.
Hence, we see benefits on the RAN system providing PLMN overload or congestion control information for each PLMN individually to avoid unnecessary access attempts and preserve RAN resources (for e.g. RACH attempts) in event of UE/MTC device CN/PLMN reroute. 
Proposal 1: RAN2 to consider implementing the PLMN extended access control information or overloading status for each of the sharing PLMNs in a shared network environment.

PLMN Congestion Status Display Implementation
As captured in [3], when an operator determines that it is appropriate to apply EAB, the network broadcasts necessary information to provide EAB control for UEs in a specific area. Hence, this information could be provided through the system information broadcast, resulting in less complexity and minimum change to RAN2 specifications.
UEs or MTC devices learning the access control or overload of the CN through the SI acquisition would be able to effectively decide on appropriate PLMN before attempting system access.
Proposal 2: RAN2 to agree that PLMN access control information or overload status is supported in System Information for broadcast in a network sharing environment.

PLMN Signalling Congestion and APN Congestion Control 
As a further consideration, core network congestion condition could either be in the user plane (per APN) or in the control plane (to/from the MME). One PLMN may be overloaded with MME(s) signalling while the other PLMN may have certain user plane path congestion (to certain APNs).
As discussed in [4], when network detects the EMM signalling congestion upon a UE request, it may perform NAS level congestion control at the Mobility Management level with a back-off timer T3346. When the network detects traffic congestion toward a certain APN upon a UE request, it may perform APN based congestion control at the Session Management level with a back-off timer T3396. The UE will then start the Mobility Management back-off timer or the Session Management back-off timer with the value received in the NAS messages.
To avoid a UE from triggering new MM or SM procedures when the CN is overloaded,  the network could also consider including the MM and SM congestion control information in the EAB, which could by the AS to the NAS layer in the UE. A UE which receives the EAB information could start the mobility management back-off timer or SM back off time accordingly. The main benefit of this information is that the UE can avoid using RAN resources to create a RRC connection only to have to back-off when the MME or desired APN is facing congestion. However, there is additional overhead to support the additional information in the system information. In case of SM congestion information, the system information would need to carry the names of all APNs that are supported by the PLMN, each of which could be long. If this feature support is considered desirable by RAN2, further mechanisms might be required to optimize signaling in the SIB space.
Proposal 3: RAN2 should discuss if support of MM and SM control information in per-PLMN EAB is required.
Possible ways of implementing the PLMN Overload under network sharing
The following depicts proposed modifications to support  PLMN EAB information is within the:
Include the CN-Access-Control Info together with the PLMN-IndentityList in SIB-1
As the PLMN list is already sent in SIB1, one option could be to extend the PLMN-IdentityInfo IE to include an additional IE CN-AccessControl containing the EAB congestion info per PLMN. The proposed IE CN-AccessControl may be optional; it may appear in the structure only when the PLMN access needs to be controlled.
PLMN-IdentityList ::=					SEQUENCE (SIZE (1..6)) OF PLMN-IdentityInfo

PLMN-IdentityInfo ::=					SEQUENCE {
	plmn-Identity							PLMN-Identity,
	cellReservedForOperatorUse			ENUMERATED {reserved, notReserved},
    CN-AccessControl	 					ENUMERATED {congested, notCongested}
}



Note: In case additional MM and SM information is to be supported, an example per PLMN IE for CN-AccessControl is discussed in Appendix.
A. 
Include the CN-AccessControl Info with other potential EAB parameters in SIB-2
A UE configured for EAB shall use its assigned Access Class when evaluating the EAB information that is broadcast by the network, in order to determine if access to the network is barred.  After checking the Extended Access Barring, the UE has to further check if it is also subject to Access Barring by reading SIB2. Therefore it makes sense having Extended Access Barring also available in SIB2 to allow the UE to get all the information related to access barring and PRACH configuration at the same time.
As a demonstration example, a new IE is proposed to be added PLMNCongestion, which is a bit mask where each bit, corresponding to a PLMN in the SIB-1 PLMN-IdentityList (see above) position-wise, indicates if the PLMN is congested or not.
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Analysis of the two placement approaches
The decision of which SIB is better suited to carry the EAB information may be based on the following factors –
· SIB update timing that influences how quickly the change in access control information could take effect
· The signaling space requirements to implement the per PLMN EAB solution

If EAB is to be used as a mechanism to mitigate RAN congestion, it is important to analyze the UE access delay in acquiring the SIB information update, which is a factor of the SIB periodicity and the SIB modification period.
The SIB periodicity for SIB-1 is defined to be 80ms [6], and the typically configured periodicity of SIB-2 is around 160 ms [7].
With respect to the SIB modification period, as observed in several papers in RAN2#74bis [5], acquisition of updated EAB information from the system information will have a delay associated with the modification period. One solution to mitigate the delay could be to mandate MTC devices read the SIBs before accessing the system.  The main disadvantage of this approach is that the MTC devices may be unnecessarily reading the SIBs and their access may be further delayed.  It should be noted that this issue exists only if the network wants to react quickly to the change. As an alternative strategy, the network could always use a low value of the EAB for the low priority. However, this strategy comes at the expense of access time for MTC devices (e.g. all MTC devices may be delayed, all the time, regardless of the load in the cell).  Since MTC Devices are delay tolerant, this may be an acceptable compromise. 
If RAN2 thinks that allowing a semi-static EAB and therefore potentially increasing access delay of MTC Devices is acceptable, then the SIB update timing may not be such a big issue and either option may be acceptable.
For the concerned signalling space, there is no significant difference in either option. 
Proposal 4:  If RAN2 agrees with implementing the PLMN access control in system information, RAN2 need to consider which SIB to contain the EAB information.

Conclusion
In this contribution, requirements from the SA on the network sharing aspects of the CN access control or overload are brought up for consideration by RAN2. Discussions and suggestions are made on possible implementation options to support SA agreements.
RAN2 is kindly asked to discuss and consider the following proposals:
Proposal 1: RAN2 to consider implementing the CN extended access control information or overloading status for each of the sharing PLMNs in a shared network environment.
Proposal 2: Indicate the PLMN access control information or overload status in System Information for broadcast in a network sharing environment.
Proposal 3: RAN2 should discuss if support of MM and SM control information in per-PLMN EAB is required.
Proposal 4:  If RAN2 agrees with implementing the PLMN access control in system information, RAN2 need to consider which SIB to contain the EAB information.

Appendix

Tentative EAB definition with MM and SM congestion information (refer to 44.018)
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EAB - Info - PLMN  ::=  SEQUENCE {                   EAB - BarringForMO - Signalling       EAB - BarringConfig        EAB - BarringForMO - Data         SEQUENCE (SIZE (1..max - APN - supported) EAB - BarringConfig - APN   }     EAB - BarringConfig   ::=  SEQUENCE {                  EAB Authorization Mask                    BIT STRING (SIZE (10 ))          EAB Subcat egory                           BIT STRING (SIZE (2 ))   }     EAB - BarringConfig - APN  ::=  SEQUENCE {          AccessPointName             OCTET STRING                 EAB Authorization Mask                    BIT STRING (SIZE (10 ))          EAB Subcategory                           BIT STRING (SIZE (2 ))   }         EAB Authorization Mask  (10 bit)   This field is a bit map that  provides the list of authorized access classes for mobile stations configured for  Extended Access Barring. It allows for zero, one or more access classes to be indicated as authorized and is coded  as follows:     bit   9 8 7 6 5 4 3 2 1 0   0 0 0 0 0 0 0 0 0 0              All mobile stations configured for EAB are authorized (i.e. no barring)   x x x x x x x x x 1     Mobile stations configured for EAB and a member of Access Class 0 are  barred   x x x x x x x x 1 x     Mobile stations configured for EAB and a member of Access C lass 1 are  barred   x x x x x x x 1 x x     Mobile stations configured for EAB and a member of Access Class 2 are  barred   …..   1 x x x x x x x x x     Mobile stations configured for EAB and a member of Access Class 9 are  barred      

EAB Subcategory   (2 bit)   This field  identifies the targeted subcategory of mobile  stations configured for  EAB . It is coded as follows:     00       The EAB Authorization mask   is applicable to all mobile stations  configured for  EAB .   01         The EAB Authorization mask   is only applicable to mobile st ations configured for EAB   and  registered  neither in their HPLMN nor in  a PLMN that is equivalent to it (see TS 22.011).   10        The EAB Authorization mask   is only applicable to mobile stations configured for EAB   and  registered  neither in the PLMN listed as  most preferred PLMN of the country where the UE is roaming in the  operator - defined PLMN selector list on the SIM /USIM,   nor in their HPLMN nor in a n   PLMN that is  equivalent to it .     All other values are unused. Upon receiving a value it considers to be unuse d, a mobile station configured for  EAB shall ignore it and shall consider itself as not being part of the targeted subcategory.      

 


