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Introduction
In the recent RAN2#73bis meeting [1], WG2 discussion on the subject of MTC RAN Overload has reached the following agreement:

	Agreement:
1)	Extension of AB based on SA1 requirements will be introduced in Rel-11. Potential further proposed enhancements should show significant benefits compared to this baseline solution and other mechanisms already present.



SA1 [6] has suggested Extended Access Barring as a mechanism for the operator to control Mobile Originated access attempts in order to prevent overload of the access network. It was also suggested that the network could broadcast necessary information to provide EAB control for UEs in a specific area.
One could assume that EAB mechanism would be implemented in a manner similar to Access Barring as specified in [6].  EAB information shall include extended barring information for Access Classes as defined in [6]. In this paper, we review the EAB procedures and consider whether an EAB solution alone effectively supports requirements for MTC while having minimal impacts on non-MTC devices. 
Discussion
System Information Update for EAB
EAB Response time 
A UE configured for EAB shall use its assigned Access Class when evaluating the EAB information that is broadcast by the network, in order to determine if access to the network is barred.  After checking the Extended Access Barring, the UE has to further check if it is also subject to Access Barring by reading SIB2. To allow simplest implementation, it makes most sense to have Extended Access Barring also available in SIB2 to allow the UE to get all the information related to access barring and PRACH configuration at the same time. 
Proposal 1: EAB information would be provided in one of the SIB messages.
If EAB is to be used as a mechanism to mitigate RAN congestion, it is important to understand the SIB update timing. 
For the existing LTE access barring procedure, the network can modify the access barring only at the modification period boundary, given by – 
MP = modificationPeriodCoeff   X  defaultPagingCycle, 
A device in RRC_IDLE mode may check the notification paging message to detect changes in the system information at least modificationPeriodCoeff times, once every paging occasion (defaultPagingCycle period). The range of allowed values of modificationPeriodCoeff of (2,4,8,16) and defaultPagingCycle of (rf32, rf64, rf128, rf256) allow the modification period to be configured between 640ms and 40 seconds. Considering typical values from [9] of modificationPeriodCoeff of 4 and defaultPagingCycle of rf128, we consider a typical modification period to be 5.12secs.
In case of MTC devices, it has been further discussed in SA2 [4] [5], that range of Paging Cycle might be extended to allow power saving for MTC devices. So, the typical value of modification period for MTC devices maybe larger than those assumed for Release-8 access barring.
We consider a case of RAN congestion due to time-controlled devices e.g. smart meters being triggered at a fixed time, RACH resources could get congested very quickly, leading to a substantial increase in the RACH collision percentage.
As discussed in [2][3], if a large number of RACH devices generate RACH attempts at the same time, the RACH resources reserved by the network would become severely constrained, causing an associated increase in the collision probability. Considering the Urban London smart meter example [8], which highlights the worst case scenario, the RACH intensity (number of RACH/s) of 3567/G is generated for the 10s synchronization range, causing around 5% collision probability assuming PRACH configuration index of 14 and G=1. The collision probability would further deteriorate to around 24% assuming a more realistic PRACH configuration index of 6 (See Appendix A). The additional collision probability would apply to all devices, thus affecting non-MTC communications till the EAB gets updated at the next modification boundary.
If the network detects such a sudden increase in load and wants to change to EAB factor then considering the long SIB change time, a lot of the UEs would face collisions and fail due to congestion before the change can be processed. 
However, the severity of the impact will depend on the frequency of the occurrence of this event.
If, as described above, the basic operational rules today for normal SIB update method are  directly adapted to support MTC barring indication, there appears to be a trade-off between the need to maintain larger modification periods to ensure power saving and have smaller modification periods to allow minimize RAN congestion time.   
Observation 1: Update of EAB mechanism will have a delay associated with the modification period.
One solution to mitigate the delay could be to mandate MTC devices to read the SIBs before accessing the system.  The main disadvantage of this approach is that the MTC devices may be unnecessarily reading the SIBs and their access may be further delayed.  In order to maintain reasonable paging interval but not impact human to human communication, further methods may need to be considered. It should be noted that this issue exists only if the network wants to react quickly to the change. As an alternative strategy, the network could always use a low value of the EAB for the low priority.  This would ensure that at any point in time the probability of congestion and collision will be kept at minimum.  However, this strategy comes at the expense of access time for MTC devices (e.g. all MTC devices may be delayed, all the time, regardless of the load in the cell).  Since MTC Devices are delay tolerant, this may be an acceptable compromise, but should be agreed.   If RAN2 thinks that allowing a semi-static EAB and therefore potentially increasing access delay of MTC Devices is acceptable, then the SIB changing time may not be such a big issue and therefore EAB may be an acceptable solution.  
Proposal 2: RAN2 should decide if EAB mechanism allows sufficient response time to maintain acceptable performance for non-MTC communication, or if additional mechanisms are necessary.
Impact to other devices
When a UE receives notification of a change of system information, it considers all system information to be invalid from the start of the next modification period. Update of notification message systemInfoModification or systemInfoValueTag will cause non-MTC UEs to re-acquire the system information unnecessarily. UE operations may be restricted until UE has re-acquired the most essential system information, especially in RRC_CONNECTED state. 
Observation 2: If EAB mechanism is used for MTC RAN overload resolution, non-MTC devices will be required to acquire SI unnecessarily.
Similar to ETWS/CMAS information change, one solution could be that the network does not update systemInfoValueTag and/or systemInfoModification in case of MTC EAB updates, assuming MTC devices will read the SIB before transmission, or other mechanisms are used to notify MTC devices.
However, here again, the severity of this issue depends on the frequency of its occurrence. 
Proposal 3: RAN2 should decide if an increase in SI updates for non-MTC devices is acceptable, given the frequency of occurrence of the EAB update, or additional measures are necessary. 
Different EAB service classes
The MTC devices and applications have different use-cases, services and associated characteristics. Therefore not all MTC devices would be “low priority” and/or “delay tolerant”. It is possible to have MTC devices which would need normal or high priority access to the network via RAN.  
Hence, to mitigate RAN overload issues but still maintain service agreements, the MTC access barring may need to have finer control over different MTC devices, for e.g. based on the service urgency, device class or priority, etc.  
Only a few bits are needed in the EAB, so that an eNB could selectively enforce barring or lift barring to one or more specific category of MTC devices, providing staged control over the RACH resources to MTC devices without hurting the human to human calls.
The network can then activate access class barring on a per device category basis and can keep control on how devices access the network. 
Proposal 4: Support for multiple access classes with separate access probability should be considered. 
Conclusion
In this paper, the EAB mechanisms have been reviewed and the side-effects for employing these mechanisms for MTC devices have been analyzed. RAN2 is kindly asked to review this analysis and consider if the side-effects are acceptable. 
Proposal 1: EAB information would be provided in one of the SIB messages.
Proposal 2: RAN2 should decide if EAB mechanism allows sufficient response time to maintain acceptable performance for non-MTC communication, or if additional mechanisms are necessary.
Proposal 3: RAN2 should decide if an increase in SI updates for non-MTC devices is acceptable, given the frequency of occurrence of the EAB update, or additional measures are necessary.
Proposal 4: Support for multiple access classes with separate access probability should be considered. 
Appendix A
According to [10], an estimate of the RACH collision probability is given by: 

,
where L is the total number of random-access opportunities per second and  is the random-access intensity, i.e. there are, on average,  random-access attempts per second and cell. We use this to calculate the Collision Probability assuming the three scenarios described in [8].
	PRACH Configuration
	Collision Probability
 

	PRACH Configuration Index
	% resources consumed in 5MHz bandwidth
	L 
(with 64 preambles)
	
US Market
(1000 smart meters /sector)
	
 Central London 
(4968 households/cell)
	Urban London 
(35670 households/cell)

	0
	2.5
	6400
	0.02
	0.07
	0.43

	6
	5
	12800
	0.01
	0.04
	0.24

	9
	7.5
	19200
	0.01
	0.03
	0.17

	12
	12.5
	32000
	0.00
	0.02
	0.11

	14
	25
	64000
	0.00
	0.01
	0.05
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