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1 Introduction
In RAN2#73bis, Extended Access Barring (EAB) was considered as a primary mechanism to protect RAN overload. In this contribution, we discuss extended access class mechanism adopted recently by SA1 for Rel-10. It is evaluated how this mechanism can be used to RAN overload control and also what are possibilities to adapt to variable RACH load in the network.
2 Discussion 
Overload protection for the core network can be achieved through different mechanisms. Some of these mechanisms can also prevent overloading the radio access network. It would be beneficial to consider mechanisms which can prevent overload situations in both the core network and the radio access network.
In Rel-10, delay tolerant access and extended wait timer are proposed to solve CN overload problems. In principle, these same mechanisms could be used to control the RAN overload as well. However, the existing mechanisms can be utilized only after the UE has succeeded in the RA procedure. Earlier in the MTC study item, scenarios where a huge amount of MTC devices make a synchronized access to the network, are identified. This may cause congestion to the RACH but also other channels, such as PDCCH, and eNB resources are impacted.  
2.1 Access Class Barring

Access Class Barring (ACB) is a well known mechanism in the RAN. This mechanism prevents the UE from establishing an RRC Connection. As a consequence, the synchronized rush of random accesses is eliminated and, at the same time, the RAN is protecting the core network to receive an avalanche of requests in a synchronized manner.

Access Class Barring is based on the Access Class (AC) which is embedded in the USIM/SIM. Currently, there are 16 AC and all UEs are members of one of the AC between AC 0 and AC 9. AC 10 is used for emergency call. AC 11 to AC 15 are special high priority classes; e.g., AC 13 is a high priority AC reserved for public utilities such as water and gas suppliers. A UE may also be allocated one of these classes. 
Without any further extension, MTC devices would be assigned an AC between 0 and 9 similarly as for normal UEs. Consequently, all UEs and MTC devices will have the same access priority level; therefore, there is no possibility to associate certain devices or services with lower priority access rights. Hence, there are no means to block devices which are time tolerant or have a low priority level.
In the following sub-section we therefore investigate Extended Access Barring mechanism in order to add support for MTC and other devices with lower access priority than regular UEs. 
2.1.1 Extended Access Barring
Recently SA1 has been standardizing Extended Access Barring (EAB) mechanism for Rel-10 [1].  With the mechanism, if there is congestion in the access network or the core network, the operator can control Mobile Originating access attempts of the UEs that are configured with EAB. The extended access barring is similar to the legacy access class barring: When the operator finds that load of the network needs to be limited, it broadcasts necessary information to the UEs in the specific area, referred as “EAB information”. In [1] it is assumed that the extended access barring is configured for the UEs having more tolerant delay restrictions than other UEs.  Typically, delay tolerant MTC devices could be configured with this new EAB mechanism. 
As stated in [1]. EAB information broadcasted by the network defines whether the extended access barring is applicable to UEs within one of the following categories:

a) 
UEs that are configured for EAB

b) 
UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it

c)  
UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN

In addition to categories a), b) and c) mentioned above, the broadcasted EAB information should also include extended barring information for Access Classes 0-9. The UE configured for EAB should also take its allocated Access Class (AC 0-9) into account when determining whether its access to the network is barred or not. 
While the Extended Access Barring mechanism is aligned across UTRAN, E-UTRAN and GERAN on NAS level, the realizations on Access Stratum level may differ. In accordance to the selection of the establishment cause value, the NAS level should determine the access class to be used. It may do this e.g. based on static USIM settings or semi-static OMA-DM configuration. In any case, this should be kept transparent to the Access Stratum level. 

Proposal 1 The NAS level determines whether to configure the extended access barring for the UE, i.e., the decision is transparent to RRC.

2.1.2 Using extended access barring for RAN overload

The new access barring levels for delay tolerant devices allow the network to block different type of accesses depending on the RAN load and core network load and thus distribute synchronized accesses to the network. In this subsection, realization of the access control in the radio network is discussed further.
In the simplest scenario, the EAB information broadcasted by the network would be a boolean parameter. The low priority accesses would be barred or not barred depending on this parameter. The main drawback of using a “on/off” parameter is that it does not help to control the amount of ‘low priority’ devices which may be in the network, it does not avoid the synchronized accesses which may happen in a concrete point of time and it does not help to distribute these synchronized accesses. In particular upon release the extended barring indication, a burst of accesses is to be expected and it is not possible to slowly increase the number of the accesses. 
Second way to control the amount of ‘low priority’ devices and access requests which are given access into the network is introducing a ‘low priority access probability’. This parameter could range from 0 to 1 where 0 means that all accesses are barred and 1 means that no access is barred. Values in between would let devices to enter the network with a certain probability. This approach would similar to the legacy access class barring mechanism in E-UTRAN. In RRC specification 36.331, a common access probability and barring time for classes 0-9 are specified. 
Third way to control the amount of low priority devices would be similar as is currently used in UTRAN: the access classes that are barred are indicated in the bitmap broadcasted by the network. However, to allow each category to access the network at different times, this mechanism would need frequent changes in the system information. This could be costly in terms of signalling and it would also increase the delay of the MTC devices unnecessarily.

Fourth solution to handle RAN (or RACH) overload would be to utilize both EAB information and Access Classes 0-9 assigned for MTC devices to spread the accesses in time. If the network’s broadcast information indicates that the extended access barring is turned on, the UE could define based on its access class when it is allowed to make the access attempt. The access is allowed for the given class at the given time. Assuming 10 classes, every 10th RACH resource could be available for one class for the initial access attempt. This would spread the initial RACH attempts in time domain similar to slotted RACH proposed in [2]. For example, the MTC device with AC 0 could be able to make the initial RACH attempt in subframe 1 of every 5th radio frame, where as the MTC device with AC 1 would be able to make RACH attempt in subframe 6 of every 5th radio frame. If the access rate for a specific subframe is still too high, above mentioned scheme could be combined with the access probabilities, where a specific MTC device can make initial RACH attempt with probability p in subframe y, where y is determined based on the access class of the UE.
Recently RAN2 has discussed whether the extended access barring can react efficiently to sudden changes in RACH load and thus prevent the overload situation. If the EAB information would be broadcasted in SIB2, as is the case with legacy access class barring, the EAB information change period would depend on the system information modification period:

Modification period = modificationPeriodCoeff * defaultPagingCycle.
The minimum value of modificationPeriodCoeff is 2 and minimum value of defaultPagingCycle is 320 ms, resulting thus minimum modification period of 640 ms, which is rather short time. However, having a short paging cycle would be harmful for battery efficiency. Thus preferable approach would be that the network serving many MTC devices would change the access barring parameters of those devices already well before the overload situation. Additional delay of this approach in the case when the load is not high would be tolerable by delay tolerant devices. 
Proposal 2 Consider extended access barring as sufficient mechanism for RAN overload.
Proposal 3 Discuss mechanisms how the extended barring is realized in LTE.
3 Proposal

We kindly ask to RAN2 to discuss and agree on the following three proposals:
Proposal 4 The NAS level determines whether to configure the extended access barring for the UE, i.e., the decision is transparent to RRC.

Proposal 5 Consider extended access barring as sufficient mechanism for RAN overload.

Proposal 6 Discuss mechanisms how the extended barring is realized in LTE.
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