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1
Introduction
At WG2#73bis it was agreed to introduce, in Rel-11, extension of access barring based on SA1 requirements. It was also agreed that further enhancements should show significant benefits compared to this baseline solution and other mechanisms already present. This Tdoc asks whether access barring could be a sufficient solution.
2
Discussion
The decision to include the extension of access barring into Rel-11 was made in the context of the SI to protect the access network from overload. It follows decisions made in the context of the WI to protect CN nodes from overload to include a ‘delay tolerant’ establishment cause in the RRC Connection Request message and a NAS extended wait timer into the RRC Connection Reject and RRC Connection Release messages. The addition of access barring for ‘delay tolerant’ access will provide an additional mechanism to remove load from the CN when all nodes are overloaded that also removes load from the access network.
It is assumed that the extension of access barring decided for the SI will take the form of introducing an access barring mechanism for ‘delay tolerant’ access. The mechanism adopted for access barring in LTE consists of the components:-
· A  probability factor, ac-BarringFactor, and barring time, ac-BarringTime, pair applicable to access classes 0 to 10.
· A bitmap indicating barred or unbarred applicable to access classes 11 to 15.
The probability factor/ barring time pair and its associated UE behaviour would enable the complete barring of ‘delay tolerant’ access attempts, via probability factor = 0, and hence removal of MTC load from RACH. It also enables the distribution of load so that peaks in ‘delay tolerant’ access attempts can be dispersed. This offers the potential to distribute bursts of activity such that the loading of RACH does not exceed what the RACH configuration is able to support. The reject/ extended wait time mechanism can then be used to remove load for a longer period if necessary.
Results of simulating the performance of LTE RACH with agreed MTC load scenarios and RACH configurations have now been included into the TR [1]. For the case of LTE FDD, the simulations show that the RACH process is only in difficulty in the case of traffic model 2 (TM 2) with a loading of 3,000 devices starting access per second. For the case of LTE TDD, there appears to be greater sensitivity and difficulty appears to occur with TM2 and a loading of greater than 500 devices starting access per second.

The LTE RACH appears to support load quite well until a tipping point is reached after which it degrades quite quickly. Simulations suggest that this tipping point occurs somewhere around the point where the ratio of new load to resources equals around 0.25 – 0.3, so that with FDD configuration 6 and 54 signatures per RACH occasion (10,800 signatures per second) the tipping point could be at around 2700 access attempts/sec. For the 60 seconds of traffic model 1 (TM1) this equates to 162,000 devices well over the 30,000 maximum assumed and for the 10 seconds period of TM2 this equates to around 27000 devices, however, since the beta distribution as modelled has a peak to men level of 2, a value of around 13,000 devices may be more appropriate, somewhat less than the 30,000 maximum but still quite large. For the case of TDD however, the TM2 results suggest that only lower values can be supported.

One potential solution to the risk of RACH overload might therefore be to semi-statically configure a probability factor/ barring time with parameter settings that would sufficiently distribute any likely burst of activity so that RACH is not overloaded.  Using the current range of values for ac-BarringFactor and ac-BarringTime the instaneous burst load could be reduced by a factor of up to 20 (factor = 0.05) but at the expense of a mean delay of up to 100 seconds (barring time = 5.12seconds). For the case of TM2 and FDD a much larger probability factor, e.g. around 0.4, may be sufficient. The cost of such a mechanism is that all ‘delay tolerant’ access attempts would be subject to delay and there would be an increase in UE battery consumption.
The alternative to semi-statically configuring load distribution is to dynamically reconfigure the access barring parameters when overload of the RACH is detected. It is assumed that the eNB could detect that ‘delay tolerant’ access is a source of overload from the fraction of successful access attempts that indicate the establishment cause to be ‘delay tolerant’. On detecting overload ‘delay tolerant’ access barring could be reconfigured either to bar all such traffic or distribute it in time. A potential limitation to dynamic reconfiguration is the delay in changing the content of system information, SIB2. . This, in turn, will depend on the setting of the default paging cycle and the modification period coefficient. In principle the delay could be from around a second to several tens of seconds and this has to be viewed in the context of the 60s and 10s burst time for the traffic models that have been accepted for this study. 
P1:
RAN2 should adopt the existing access barring mechanism and parameters i.e. ac-BarringFactor and ac-BarringTime for implementation of access barring for ‘delay tolerant’ access. SA2 could be asked whether it will be possible for access classes 11 to 15 to be used in conjunction with the ‘delay tolerant’ establishment cause.
P2:
RAN2 should decide whether the capability to change ‘delay tolerant’ access barring parameters within the normal system information change mechanism will be sufficient or whether a capability to remove load from RACH in a shorter time scale is necessary.

If it is decided that it is necessary to reduce the load on RACH faster than can be achieved by the system information change mechanism and that semi-static distribution of load by the ‘delay tolerant’ access barring mechanism is not a suitable alternative, one potential solution could be to consider the following :-
Changes to the ‘delay tolerant’ access barring parameters in SIB2 could be updated by eNB immediately, and UEs making ‘delay tolerant’ access are required to re-acquire SIB2 and apply its contents before commencing the access attempt.

The delay would then be dependent on the frequency with which SIB2 is transmitted. However, because of the changes required and additional complexity we would prefer not to introduce such changes unless they were viewed as essential.
An alternative approach to reducing the RACH load dynamically, possibly pending activation of delay tolerant access barring could be ‘delay tolerant’ specific RACH backoff. By signalling an MTC backoff with a sufficiently large backoff time in the RAR, or by some other means, second or subsequent ‘delay tolerant’ RACH signature attempts can be delayed, providing some relief. However, if load is sufficient to degrade the RACH then removal of first RACH attempts is also likely to be necessary, requiring that the device making use of RACH for ‘delay tolerant’ access should probably attempt to receive a RAR and check it for presence of ‘delay tolerant’ backoff, and apply that backoff, before making the first signature attempt. This would require the introduction of additional changes to functionality. Additionally, the UE will return to use a signature after the delay has expired. 
3
Conclusion
This Tdoc has discussed the use of ‘delay tolerant’ access barring and makes the following proposals:-
P1:
RAN2 should adopt the existing access barring mechanism and parameters i.e. ac-BarringFactor and ac-BarringTime for implementation of access barring for ‘delay tolerant’ access. SA2 could be asked whether it will be possible for access classes 11 to 15 to be used in conjunction with the ‘delay tolerant’ establishment cause.

P2:
RAN2 should decide whether the capability to change ‘delay tolerant’ access barring parameters within the normal system information change mechanism will be sufficient or whether a capability to remove load from RACH in a shorter time scale is necessary.

It has also identified a mechanism by which changes to access barring parameters could be changed and applied in a shorter time period than the normal system information change interval. 
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