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1 Introduction 
In some scenarios, MTC devices may lead to huge traffic peaks. For example, in previous simulations for RACH overload, one typical scenario for MTC is the one where 30000 UEs initiate RACH access procedures distributed within 10 seconds. If the network cannot distribute MTC devices access attempts quickly and evenly, the network could suffer overload and then collapse.

On the other hand, currently, RAN2 has reached an agreement that EAB based solutions will be the baseline to address RAN overload issues due to MTC devices, as captured in the following:
Extension of AB based on SA1 requirements will be introduced in Rel-11. Potential further proposed enhancements should show significant benefits compared to this baseline solution and other mechanisms already present.
Whether EAB alone is enough or other enhancements are needed depends on the following issues:

· Can any potential EAB based solution meet the delay requirement for fast dynamically changing MTC traffic?

· Can any potential EAB based solution update EAB parameter frequent enough?

When evaluating the aspects above, complexity and impact to existing specification should also be taken into account.

This contribution provides an analysis of the performance/impact of candidate EAB based solutions. Further, a comparison between an EAB based solution and Backoff based solution is also provided.   
2 Discussion
Extended Access Barring (EAB) is a mechanism for operators to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network. In order to restrict UE to access the network, it is desirable that the UE performs access control based on EAB before it initiates the first access attempt. 
In the following some different alternatives for UEs to acquire the EAB information are presented:

Alternative 1: EAB is in System Information Block, and the normal update procedure applies.

Currently in LTE and UMTS, the ACB information is in the system information block, and its update is notified by paging messages. So it is natural for EAB to adopt the same mechanism as for ACB. Although this solution can keep the protocol quite simple, in LTE modifications to SI are currently allowed only at a Modification Period Boundary (MPB), which will result in huge delay when the network wants to dynamically apply a given access control strategy. The following Figure 1 illustrates the current update mechanism. In UMTS, there is the same concept as MPB for the BCCH modification time, which also causes delay for the UEs to acquire the updated EAB information. 
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Figure 1.
As shown in the figure, if the network wants to modify the access control parameters such as EAB, this will results in a longer delay than one modification period, because the network needs a first notification period to send notifications to the UEs. In the subsequent modification period, the UEs shall receive the updated SI based on the schedule information in SIB1. Furthermore, the initial point when the network takes the decision to modify the EAB parameters may be before the start of a modification period. Considering that a UE may not acquire the required SI at the first time, due to the poor radio environment, the time of EAB acquirement for a given UE may be longer than the one outlined in Figure 1. As a consequence, the delay for a UE to apply the new EAB parameters will be much longer than one modification period. According to the current protocol [1], the modification period is determined by modificationPeriodCoeff * defaultPagingCycle, which can vary from hundreds of milliseconds to several seconds. A large number of the UEs configured with EAB may produce a steep traffic surge within such a modification period, which may cause the RAN to suffer overload well before the updated EAB parameters take effect.
Alternative 2: EAB is in SIB, and ETWS update mechanism applies.

Alternative 2 avoids the delay drawback caused by alternative 1. The following Figure 2 illustrates this update mechanism. When the network wants to modify the EAB parameter, it sends the notification by paging message and the updated EAB parameter in SIB to the UEs in parallel. When the UE obtains the SI change notification through paging, it shall immediately acquire the updated SI without the restriction of the MPB. Alternative 2 can significantly decrease the delay, but it also introduces high complexity to the protocol. For instance it seems necessary to define new SIB to deal with EAB. Furthermore, since EAB modification is notified by paging, the paging load may significantly increase due to frequent modifications of EAB parameters. An increased amount of paging messages also has an impact on the devices power consumption. 
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Figure 2.
Alternative 3: EAB is in SIB, and UEs shall read SIB to acquire the updated EAB before random access.

Alternative 3 can eliminate the paging impact caused by alternative 2, and it allows the network to modify the EAB parameter in SI without notification. When it wants to initiate a (delay tolerant) originating call, a UE configured with EAB will have to read the SI and acquire the up-to-date EAB parameters. Then, based on the up-to-date EAB information, the UE will have to perform access control to check whether it can initiate the originating call or not. The following Figure 3 illustrates this mechanism. Although alternative 3 can update the EAB parameters quickly and has no impact on paging, it first of all increases the UE power consumption, because it always has to acquire the SI before initiating an originating call. For some UEs who need to report frequently, the additional power consumption can be significant. Furthermore, alternative 3 introduces additional delay for the UE to access the network. But the most serious problem caused by alternative 3 is that it could lead many UEs to access the network almost simultaneously (e.g. when the EAB parameters indicate ‘no barring’), even when their initial access attempts were otherwise randomly distributed, thus increasing rather solving the problem.
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Figure 3.
Alternative 4: EAB is in paging message.

Alternative 4 utilizes the paging message to carry EAB parameter. This mechanism can provide the up-to-date EAB parameters to the UE every paging cycle, but it would results in high paging load, which would be unacceptable for the network. One reasonable solution is that EAB parameters could be included in paging messages only in unpredictable overload conditions, while for semi-static modification EAB parameters could be conveyed in SIB. But this would imply two EAB notification mechanisms in the protocol, and the need to specify how they would interact. Furthermore, since paging messages are utilized to transmit information in the entire cell coverage, the increased paging message size may have a bad influence on the reliability of the message transfer.
Alternative 5: EAB is in random access response.

In alternative 5, it is assumed that, for LTE, a UE configured with EAB will acquire the EAB parameters from random access response (RAR) PDUs before it sends the first preamble. The network would send the EAB parameters in random access response messages based on the current load status and the RACH resources configuration. The UE who wants to access the network will have to read the random access response according to RACH configuration. Then it should perform access control based on the received EAB parameter. This solution can achieve the goal of a fast modification of EAB information, but it also increases the overhead of the RAR PDU. Considering that the spare bits in the RAR PDU are very limited, it seems difficult to insert the EAB parameter into this PDU.
From the above analysis, the following comparative table for the five alternatives can be derived.
	Solution
	Delay
	Impact on Protocol

	Alternative 1(normal)
	More than one modification period
	Aligned with the current protocol, requires small modification. But it cannot deal with steep traffic surge. 

	Alternative 2(like ETWS)
	Lower delay than alternative 1, the delay is determined by SIB scheduling period
	 Increased paging load, definition of new SIB. Increased paging has an impact on power consumption.

	Alternative 3 (no paging)
	Lower delay than alternative 1, the delay is determined by SIB scheduling period
	Add new SIB. EAB parameter is modified by the network without value tag. Increased power consumption and risk to access the network simultaneously (does not really solve the problem)

	Alternative 4 (EAB in paging)
	Lower delay than alternative 1, the delay is determined by the paging cycle
	Increased paging load and influence on paging reliability. Two EAB notification mechanisms.

	Alternative 5 (EAB in RAR)
	Minimum delay for EAB modification
	Increased overhead of RAR PDU. UE behavior changes for initial access. 


Table 1: Comparison of Alternatives
3 Conclusion 
In this contribution, we have presented some possible alternatives for the dynamic modification of EAB parameters in Release 11. 
From the above analysis, it can be seen that if the current SI modification procedure is applied for EAB (Alternative 1), it cannot deal with a steep traffic surge caused by a large number of UEs configured with EAB. 
Alternatives 2-4 for fast EAB update are all characterized by unacceptable drawbacks. 
Alternative 5 shows the best delay performance. But including the EAB parameters in the RAR PDU has a great influence on the current protocol. On the other hand, including a (Delay Tolerant access) specific backoff in the RAR PDU (rather than the EAB parameters) can lead to a very good overall performance (as shown by the simulation results in a companion paper [2]), minimizing the impact on the protocol (for instance, the backoff IE already exists in the current RAR PDU). 
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