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1 Introduction

At RAN#51, the Study Item on RAN improvements for Machine-Type Communications was resumed, and it was agreed to continue the Study Item but limited to RAN overload only by June 2011, after which the way forward will be revisited at RAN#52.
In Rel-10, the following push based RAN overload control schemes were discussed and finally captured in TR 37.868 [1]:

1. Access Class Barring schemes
2. Separate RACH resources for MTC
3. Dynamic allocation of RACH resources
4. MTC Specific Backoff scheme
5. Slotted access
In this contribution, we will further discuss the push based RAN overload control approaches above and suggest the approaches that could be further specified in Stage-3.
2 Discussion
2.1 Access Class Barring schemes
Access Class Barring scheme allows the network to control the potential surge of access attempts from MTC devices when network is overloaded. A particular case is a network failure event where all roaming UEs will simultaneously start PLMN search and start access attempts to attach to another PLMN. Comparing to other push based RAN overload control approaches, Access Class Barring scheme could effectively avoid/alleviate the RACH congestion. In addition, an MTC specific access class barring factor could be introduced to control the probability of MTC access attempts, which allows a better granularity for network control.
The Extended Access Barring mechanism was already agreed in TS 22.011 by SA1, however it is not applied to UMTS/LTE in Rel-10 and a simple RRC reject solution was adopted instead. In Rel-11, Access Class Barring scheme could be considered as a competitive solution continued.
2.2 Separate RACH resources for MTC
When MTC devices and H2H devices share the same RACH resource, they experience the same access collision probability, therefore separate RACH resources can be provided for the H2H and MTC devices. For example, for LTE, the separation of resources can be done by either splitting the preambles into H2H group(s) and MTC group(s) or by allocating PRACH occasions in time or frequency to either H2H or MTC devices.
However, this approach will split the RACH resources into 2 separate pools, which apparently not efficient. For example, for the period when there are no much M2M traffics, it might happen that all the RACH resources for H2H devices have been exhausted while the RACH resources for MTC devices are still free. Therefore, this approach seems not attractive.
2.3 Dynamic allocation of RACH resources
Network may predict when access load will surge due to MTC devices in some scenarios, e.g. for periodic triggered M2M applications. In order to cope with this load, the network may dynamically allocate additional RACH resources for the MTC devices to use.
However, to our understanding, this approach is mostly like implementation specific without any stage-3 impacts.
2.4 MTC Specific Backoff scheme
When network is congested, a MTC specific backoff scheme can be used to delay their random access (re-) attempts.
From the simulation results in the Annex, it could be observed that the long Max Backoff value will significantly benefit the Collision Probability and Access Success Probability (as shown in Table 1). However, the side effect is that it will result in considerable access delay (as shown in Figure 1&2).
To our understanding, the MTC Specific Backoff scheme could well distribute the highly synchronised access attempts by MTC devices, however considering that it has quite similar effects with the Access Class Barring scheme, this approach seems with less interest.
2.5 Slotted access
With this approach, the access cycle/slots are defined for MTC devices and each MTC device only accesses at its dedicated access slot. The access slots are synchronized with the corresponding System Frames.
To our understanding, in theory, slotted access might be the most efficient approach if a perfect distribution algorithm could be found. However, without a good solution, it mostly like that either collision happens then spreads over further access slots, or access opportunities are wasted because no access attempts at all. Therefore, this approach seems not so attractive unless a good solution is found in the subsequent discussions.
3 Conclusion
In this contribution, we further evaluated the push based RAN overload control schemes that captured in the TR 37.868, and we have the following observations (as summarised in the Table 1 below):
Table 1: summary of the evaluation on push based RAN overload control schemes
	RAN overload control scheme
	Attractive?
	Reason

	Access Class Barring
	Yes
	It is the only scheme that could control the potential surge of access attempts, which could effectively avoid/alleviate the RACH congestion.

	Separate RACH resources for MTC
	No
	Not efficient, because it will split the RACH resources into 2 separate pools.

	Dynamic allocation of RACH resources
	No
	It is mostly like implementation specific without any stage-3 impacts.

	MTC Specific Backoff scheme
	No
	It has quite similar effects with the Access Class Barring scheme, but the Access Class Barring scheme is better.

	Slotted access
	Not clear
	It is a competitive solution in theory, however good solution is expected in the subsequent RAN2 discussions.


Therefore, RAN2 is kindly asked to discuss and agree on the following proposal:
Proposal: Conclude in TR 37.868 that: 
1. “Access Class Barring” is an attractive solution;
2.  None of “Separate RACH resources for MTC”, “Dynamic allocation of RACH resources” and “MTC Specific Backoff scheme” is attractive.
4 Reference

[1] R2-106033, 3GPP TR 37.868, V0.7.0
5 Annex, Simulation results for MTC Specific Backoff scheme
The simulation assumptions agreed in [1] are applied here (LTE FDD only, Traffic model 2, 30000 MTC devices).
Table 1: collision probability and access success probability for different Backoff values
	Performance measures
	Max backoff (ms)

	
	20
	200
	1000
	2000

	Collision Probability
	0.5488
	0.5457
	0.3573
	0.1635

	Access Success Probability
	0.3231
	0.3893
	0.8466
	0.9987
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Figure 1: CDF of preamble TX times for different Backoff values
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Figure 2: CDF of access delay for different Backoff values
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