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1 Introduction

The amount of mobiles is continuously increasing and mobile networks are being to provide a diverse variety of services. Networks may require prioritizing certain accesses. Special attention should be paid to those services which require high priority access.
2 Discussion

LTE introduced in the “Establishment Cause” in the RRC Connection Request a cause value “HighPriorityAcess”. In annex D in 24.301, it is specified that: 

[…] For these NAS procedures initiated by UEs of access class 12, 13 or 14 in their home country, the RRC establishment cause will be set to "High priority access AC 11 – 15". For this purpose the home country is defined as the country of the MCC part of the IMSI, see 3GPP TS 22.011 [1A].
For these NAS procedures initiated by UE of access class 11 or 15 in their HPLMN (if the EHPLMN list is not present or is empty) or EHPLMN (if the EHPLMN list is present), the RRC establishment cause will be set to "High priority access AC 11 – 15". […]
“These NAS procedures” do apply to all the defined NAS procedures: Attach, Tacking Area Update, Detach, and Service Request. 

According to 22.011: 

[…]

In addition, mobiles may be members of one or more out of 5 special categories (Access Classes 11 to 15), also held in the SIM/USIM. These are allocated to specific high priority users as follows. (The enumeration is not meant as a priority sequence):


Class
15
-
PLMN Staff;


  -"-
14
-
Emergency Services;


  -"-
13
-
Public Utilities (e.g. water/gas suppliers);


  -"-
12
-
Security Services;


  -"-
11
-
For PLMN Use.

[…]
HSPA networks support emergency services such as fire brigade, police, ambulance, and the like. Current defined “Establishment Cause” values in HSPA are not coupled with the access class stored in the USIM/SIM and, therefore, the network does not know whether an access belongs to a specific high priority user. This information is important to know in order to allocate and reserve resources, and to prioritize accesses in certain situations. Natural disasters are clear examples about when a network/operator may want to prioritize high priority users over other accesses. An operator may also commit to provide a certain minimum service. In this case, the operator/network needs to monitor that there are enough resources to fulfill the minimum service for these high priority users. 

HSPA networks do need to adapt also to provide effectively the accessibility needed for these services.
Proposal 1 Introduce a HighPriorityAccess cause for UTRA in the RRC Connection Request. 
Once agreed on Proposal 1, the next question to answer is how to introduce the “HighPriorityAccess” cause in the RRC Connection Request. 

This indication can be introduced in two possible ways: 

-
As a new value in the “Establisment Cause”, or

-
As a new bit.

- “HighPriorityAccess” value in the Establishment Cause.

While the network behaviour upon receiving a “spare” value is not specified in the standard, it seems logical to think that a network will map the received “spare” value to a default behaviour. It is also logical to assume that no pre-Rel10 network will provide high priority access to an unknown establishment cause value. A clear consequence is that a Rel-10 UE utilizing “highPriorityAccess” value in the “Establishment Cause” and accessing a network which does not understand this establishment cause value may treat the “highPriorityAccess” as a normal or as the lowest priority access among the current defined Establishment Cause values. Hence, high priority users may be wrongly rejected under certain situations. 
To overcome this problem, a bit could be used in the System Information to announce to the UE whether NAS is allowed to set this value in the Establishment Cause. If this bit is not present, then the NAS UE is not allowed to use this Establishment Cause value and should fall back to the current defined establishment cause values. 
- “A new bit in the RRC Connection Request”

This solution requires CT1 to change their specifications so that the NAS provides to AS two different values: a “Establishment Cause”, and the “highPriorityAccess” indication (these changes are captured in C1-110876 and C1-110875). This could also open a debate on the network behaviour upon specific combinations.

We consider that it is not desirable to change the way NAS-AS interacts and taking into account that there are enough spare values, we would support to introduce a new Establishment Cause value and a bit in the System Information
Proposal 2 Introduce a new value in the “Establishment Cause” IE and a bit in the System Information Block Type 1 to be broadcasted. This value should be passed to higher layers. RAN2 should send a LS to CT1 informing about RAN2 decision and asking to introduce a similar clause as for LTE. In addition NAS should take into account the broadcasted bit before setting the establishment cause value. If the bit is not present, NAS is not allowed to set the high priority access establishment cause.
3 Conclusion

Based on the discussion in section 2 we kindly ask RAN2 to discuss and agree on the following proposals:
Proposal 1
Introduce a HighPriorityAccess cause for UTRA in the RRC Connection Request.
Proposal 2
Introduce a new value in the “Establishment Cause” IE and a bit in the System Information Block Type 1 to be broadcasted. This value should be passed to higher layers. RAN2 should send a LS to CT1 informing about RAN2 decision and asking to introduce a similar clause as for LTE. In addition NAS should take into account the broadcasted bit before setting the establishment cause value. If the bit is not present, NAS is not allowed to set the high priority access establishment cause.
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