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1
Introduction
In RAN2 it was not seen clear how RAN sharing should work for CSG cells and it was LSed to CT1/SA1 whether RAN sharing should be supported and if in which release. CT1 responded to RAN2 in R2-110718, which was analyzed in [7] and it was seen that there are misalingments between CT1 and RAN2 specification. In this paper these discrepancies of linking primary PLMN to CSG ID is analyzed in more detail.
2
Primary PLMN and CSG ID

As analyzed in [7] it seems that CT1 does not consider any limitations of CSG ID being only part of the primary PLMN. In RAN2 following alternatives could be considered as way forward:

1. No CSG RAN sharing will be supported in any release

2. Remove the limitation of linking CSG ID to primary PLMN

3.  Leave the CSG ID handling up to NW implementation

To us the option of not supporting RAN sharing in any release is not feasible option and should not be considered. Thus in this chapter we try to analyze other options:

2.1
Remove limitation of linking CSG ID to primary PLMN
We think that probably easiest way forward is to just to remove primary PLMN limitation from CSG Identity definition and making corresponding changes to 25/36.331.  In order to make this feasible alternative this would imply change in all specification releases i.e. REL8/9&10. Problem with this approach is that this change would not be backward compatible and if there are any UEs deployed assuming limitation the consequences to those UEs should be clarified.
· Example: REL10 network does not consider Primary PLMN (PPLMN) restriction and true RAN sharing within multiple PLMNs is supported. REL8 UE “reselects” to this CSG and considers suitability only based on PPLMN so either (depending on the interpretation of the spec):

1. UE could reselect to this CSG cell only if registered PLMN equals to Primary PLMN and PPLMN+CSG_ID is in the whitelist

2. UE could reselect to this CSG cell if registered PLMN equals to any PLMN identity of the cell AND CSG ID+Primary PLMN is found in the whitelist. This interpretation seems more correct one because CT1 indicated that UE shall only select cells of registered PLMN, if available. 
· Focusing on 2) implementation : In order to introduce PLMN sharing for CSG in REL10 and taking REL8/9 understanding into account one should:

1. Ensure that CSG ID’s for which REL8 UE has access are not using PLMN sharing OR

2. CSG ID’s of shared CSG/hybrid cells for which REL8 UE has access would be listed in the whitelist with Primary PLMN ID of the CSG cell in addition to the registered PLMN ID. 

Although the REL8 UE may use the whitelist validation with primary PLMN ID, the serving MME (of the selected/registered PLMN) will have for the CSG access control only the UE’s PLMN specific CSG subscription information (i.e. CSG ID list of the UE for that selected/registered PLMN)

As could be seen from the above if we cannot remove the limitation from REL8/9 specifications of limiting CSG ID being part of Primary PLMN then one would need either make drastical changes in AS or alternatively CSG subscriptions management would need to take UE release into account when considering updating of the whitelist of the UE. 

Thus we feel that simplest alternative would be to remove the limitation from REL8/9 specifications. 
Additionally one should note that to in UTRAN there is not such limitation currently (25.331 – 8.1.1.6.3).
With respect to "CSG Identity" IE, the UE shall:

1>
if the IE "CSG Identity" is present:

2>
forward the content of IE "CSG Identity" to the upper layers.

2.2  CSG ID handling left up to NW implementation

It should be noted that if the CSG ID handling in case of shared CSG cells is left up to NW implementation it could have some quite serious impacts to complexity on the network side.

If we keep the Primary PLMN ID relation to the CSG ID in shared RAN case the serving MME (of the UE’s registered network) would need to get the subscriber’s full CSG whitelist from the HSS. Currently the MME gets only the CSG ID list of the UE for the registered PLMN, i.e. for the PLMN to which the MME belongs to. 
 Starting to deliver always the full CSG ID list to the serving MME may lead to rather complex configuration issues in UE CSG subscription management in the network. Additionally that may lead to some security issues. 
As example in case the registered PLMN is a VPLMN for the UE and the shared CSG cell is used by the VPLMN (VPLMN ID not necessarily broadcasted as primary PLMN in the shared cell), the operator of VPLMN (to which the UE has roaming access and agreement to use certain CSG cells in roaming case) has to ensure that the UE CSG Whitelist in HSS contains for the allowed CSG ID the primary PLMN ID, which is used in that shared cell.
This above described example is not only a theoretical case: It is valid to assume that the employees  of a company may have subscriptions from multiple operators. Those operators might want to deploy shared CSG cells in the company’s office. Now an employee from another country is coming to visit and would like to have access to those shared femto cells, but the visitor might have roaming agreement only to one or two of these operators, but not necessary to that PLMN, which PLMN ID is broadcasted as primary PLMN ID. How to configure in that case the CSG ID in visitors CSG White list in HSS?
Additionally the serving MME does not know about the primary PLMN ID during Attach request. The MME gets from the eNB the PLMN ID of the selected PLMN. Therefore the serving MME is not able to do access control except with CSG IDs which are mapped to selected PLMN ID.
This approach would require major changes in multiple network elements and protocols and still the CSG subscription configuration would remain very complex to manage as shown in that example. Further on some security issues might prevent the usage of this approach. Therefore this alternative is considered as not feasible.
Thus we propose:
Proposal 1: Remove the limitation of applying primary PLMN to CSG Identity from REL8, REL9 and REL10 specifications from EUTRAN (in UTRAN there is not such a limitation).
 3
Primary PLMN and csg-PhysCellIdRange
In EUTRAN also the csg-PhysCellIdRange is limited to be applicable only in the Primary PLMN (36.331): 
csg-PhysCellIdRange

Set of physical cell identities reserved for CSG cells on the frequency on which this field was received. The received csg-PhysCellIdRange applies if less than 24 hours has elapsed since it was received and it was received in the same primary PLMN. The 3 hour validity restriction (section 5.2.1.3) does not apply to this field.
In UTRAN there is also similar limitation (25.331)  i.e. split is only valid in the PLMN listed first in the MIB:

8.6.2.4
CSG PSC Split Information
The UE shall:

1>
if the IE "CSG PSC Split Information" is included in a received message:

2>
consider the CSG PSC split information received on this cell to be valid for:

3>
the UARFCN of the carrier on which it was received;

3>
the PLMN as indicated by IE "PLMN Identity" broadcasted in the MIB of the cell;

3>
24 hours from the time it was received.

NOTE:
If the IE "CSG PSC Split Information" is received in both SIB3 and SIB11bis in the same cell then UE behaviour is unspecified.
To our understanding non CSG UEs (UE without any CSGs in the whitelist) can utilize this split information not to consider such PCIs/PSCs in reselection evaluation. And if the proposal 1 is agreeable then we would also propose not to limit csg-PhysCellIdRange to primary PLMN, but it would be applicable to any PLMN indicated in the PLMN list. 
To us this seems to be valid assumption as the split of PCIs/PSCs is only valid within the carrier frequency and it seems natural that the PCIs/PSCs are coordinated between PLMNs if they are operating on same carrier frequency around same location.  
Proposal 2: Remove limitation of applying the split information of PCIs/PSCs only in the primary PLMN in REL8,9 &10
It is important that people notice that this change is backward compatible as the PCIs/PSC split applicability is broadened and not narrowed i.e. if UE is applying the limitation of only considering split information being valid within primary PLMN it would still work with new definition although maybe not optimally. 

Additionally we would like to get a clarification what is UE behaviour if it receives system information message containing different split/or no split for the carrier frequency for which UE has already received the split information. Should UE:

a) Overwrite existing limitation

b) Keep existing limitation

We have assumed option a) to be correction UE implementation, but we would like to RAN2 to verify this. If UE does not override then isn’t it possible that UE is applying the incorrect PSC/PCI split information?
Confirmation: If UE receives new PCI/PSC split information for the carrier frequency it overrides the existing split information
4
Conclusion
In order to efficiently support CSG RAN sharing we propose to remove limitation of linking primary PLMN to CSG ID. This should allow rather simple way forward of introducing RAN sharing in any upcoming release. Otherwise the introduction of CSG RAN sharing could be very awkard or require very complex handling of CSG whitelist in the netowork side.
Proposal 1: Remove the limitation of applying primary PLMN to CSG Identity from REL8, REL9 and REL10 specifications from EUTRAN (in UTRAN there is not such a limitation).
Additionally to align the PSC/PCI split with the above proposal it is proposed to remove limitation of PSC/PCI split being applicable only for primary PLMN for both UTRAN and EUTRAN. 

Proposal 2: Remove limitation of applying the split information of PCIs/PSCs only in the primary PLMN in REL8,9 &10

Confirmation: If UE receives new PCI/PSC split information for the carrier frequency it overrides the existing split information
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