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14 Security
/* sub-clause 14.1/14.2/14.3/14.4/14.5 are omitted*/

14.x RN integrity protection for DRB(s)

Between the DeNB and the RN, integrity protection is required for the DRB(s) carrying S1AP and/or X2AP signalling and optional for other DRB(s).
KUPint, used for the integrity protection of the DRBs, is derived by the RN and the DeNB from KeNB, as well as an identifier for the integrity algorithm used as specified in 3GPP TS 33.401 [22]. KUPint is generated, changed or deleted when other AS keys are generated, changed or deleted.
