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1. Overall Description:

SA3 thanks SA for its LS (SP-100874 / S3-110015) granting a stage 2 exception to SA3 to continue their work on Relay Node security to allow SA3 to choose and specify a solution by SA3#62. SA3 would like to report that it has chosen a solution which is specified in the attached CRs.
The solution is summarised as following:

1. It has been decided to protect all traffic over Un at PDCP layer.
2. It has been decided that the solution shall support both certificate based and pre-shared key based key management.
3. It has been decided that binding of the RN platform to the RN UICC will be based on UICC secure channel.

The selected solution has stage 3 impacts on RAN groups and CT groups. These groups are kindly requested to progress stage 3 work based on that attached stage 2 CRs.

2. Actions:

To SA group.

ACTION: 
SA3 asks SA plenary to approve the attached CRs.
To RAN2, RAN3, CT1, CT4, CT6 group.

ACTION: 
SA3 asks the impacted RAN and CT groups to progress stage 3 work based on the attached stage 2 CRs.
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