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1
Introduction 
Considering the scenario of CN overload caused by roaming MTC devices [1], one requirement of RAN mechanisms discussed in [2] is that it shall be possible for network to prevent access to CN (for signalling connections) from devices configured for MTC if they are of a certain roaming sub-category. The access control of roamers can be achieved through the AC barring based solution or RRC connection control based solution [3].  However, in last RAN2 meeting, it has been agreed that for LTE and UTRAN, there will be no ACB solution for Rel‑10, but a simple RRC Reject solution will be considered instead [4]. Hence, in this contribution, we further discuss the details on how to prevent access to CN from roaming MTC devices through RRC connection control.
2
Discussion

2.1 How does RAN know the access is triggered by a roaming MTC device?
During the RRC Connection Establishment procedure, RAN gets information from UE through the two RRC messages, RRCConnectionRequest and RRCConnectionSetupComplete. Currently RAN cannot base on these two messages to get the knowledge of whether a particular access attempt is triggered by a roaming MTC device or not (i.e. RAN couldn't know this information based on the “InitialUE-Identity” IE in the RRCConnectionRequest, or based on the “GUMMEI” IE or “IDNNS” IE in the RRCConnectionSetupComplete). 
However, the following observations have been proposed in [5].

	a) TS 23.060 v 10.1.0 section 5.3.13.2 (and similarly in TS 23.401 v10.1.0 section 4.3.17.2) specifies that:

“g)
At PLMN change, MSs configured for MTC perform Attach with IMSI rather than an RA update with P-TMSI (thus avoiding the need to reject the RA update, and to request the IMSI following the subsequent Attach with P-TMSI).”

Similar updates are also aimed for the CS domain.

b) Tracking Area, Routing Area and Location Area updates sent by mobiles (that were) in Idle mode are not sent encrypted.

c) the 2G/3G/LTE RANs all perform processing of the message that has the containers carrying the RAU/LAU/TAU before sending them on to the core network. (e.g. in 2G for extraction of the Classmark; in 3G for IDNNS processing; and, in LTE for MME selection)

d) The contents of RAU/TAU/LAU messages need to be able to be sent to ‘legacy CN nodes’ as well as CN nodes of the current release. Hence the location of key fields in the message (e.g. the mobile’s ID) are not liable to change.

Using the above components, the alternative solution can be summarised as:

1) when the network needs to be protected from M2M roamers, the RAN is configured (via O&M, or, with S1/Iu/A/Gb signalling from the CN) with the MNC and MCC (and potentially with one or 2 leading digits of the MSIN) of the ‘problem’ network(s).

2) the RAN inspects RR(C) establishment signalling and reads the IMSI.

3) the RAN rejects and/ or releases the mobile with some information that prevents it retrying “for some time”  


In [5], it tries to violate ‘layering’ principles to let RAN inspect the IE DedicatedInfoNAS and read the IMSI. Note that the IE DedicatedInfoNAS is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for this information [6]. Moreover, two considerations may need further study.

· When the network needs to be protected from M2M roamers, RAN may not be able to determine whether a particular access attempt is triggered by a roaming MTC device or a roaming UE only based on inspecting the IE DedicatedInfoNAS.

· It may be inefficient to inspect RRC signalling blindly (i.e., the non-roaming MTC devices are also inspected by RAN).

Hence, we think MTC devices automatically providing roaming related information during RRC connection establishment is a simpler solution.
Proposal 1: MTC devices should provide roaming related information to network during RRC connection establishment.  
2.2 How to carry the roaming related information?

Based on the roaming related information provided from MTC devices, RAN can prevent access to CN from roaming MTC devices through RRC connection control. The roaming related information can be carried as following three alternatives.
· Alt1: The roaming related information will be new codepoint(s) of the existing EstablishmentCause IE in the RRCConnectionRequest message.

· Alt2: The roaming related information will be new IE(s) in the RRCConnectionRequest message.
· Alt3: The roaming related information will be new IE(s) in the RRCConnectionSetupComplete message.
2.2.1 Using Establishment Cause IE or a new IE?
In LS [7], it indicated that:
	CT1 Question 1: 
Is the intention to add explicit NAS signalling (IE or code point in existing IE) or is an indicator in lower layer sufficient?

SA2 response to question 1:

Lower layer indications are sent over RRC to enable the RAN to reject RRC connection establishment without requiring interaction with the SGSN or MME. 

SA2's concern with relying solely upon the lower layer indication was that such an indication may not be possible over the GERAN radio interface. For GERAN accesses at least, a NAS based approach seems necessary. To be consistent across all accesses, SA2 decided that MTC indications should be sent via NAS as well as lower layers. This is further specified in 23.060CR1154 [and 23.401CR1695]. In addition, there was some interest in avoiding NAS features being dependent on RAN functionality (and this interest is heightened by the concern that such new MTC RAN functionality may require also new RAN broadcast information to indicate that these MTC functions are supported that, in turn, has the potential to destabilise incorrectly implemented legacy mobiles). 


According to the above description, we could get the following observation.
Observation 1: Lower layer indicators are used only for RAN mechanisms to avoid CN overload and the RAN nodes needn’t forward these indicators to CN nodes.
Note that the EstablishmentCause IE will be forwarded to MME by S1 message. When a UE shall request the lower layer to establish a RRC connection, the NAS shall provide to the lower layer the RRC establishment cause according to the NAS procedure as specified in TS 24.301. Moreover, the RRC establishment cause can be used by the network to prioritise the connection establishment request from the UE at high load situations in the network. Hence, we could get the following observation. 
Observation 2: Defining a new establishment cause may lead to more changes in the specification and the necessity shall not be determined by RAN2.
Based on the Observation 1 and 2, we think the roaming related information shall not be new codepoint(s) of the existing EstablishmentCause IE (i.e., Alt1 is ruled out).
2.2.2 Using RRC Connection Request or RRC Connection Setup Complete?
For LTE system, there is only one remaining spare bit which can be considered to use in RRCConnectionRequest message. If multiple roaming sub-categories are defined and network could restrict access from MTC devices based on these subcategories, one bit is not enough to carry the roaming related information. Hence, we propose not to use the reserved bit and leave it for more important use in future (i.e., Alt2 is ruled out). 

According to the discussion in Section 2.2, we think the roaming related information shall be new IE(s) carried in the RRCConnectionSetupComplete message.

Proposal 2: The roaming related information will be new IE(s) carried in the RRCConnectionSetupComplete message.
3
Conclusions
According to the discussion in Section 2, we propose the following:

Proposal 1: MTC devices should provide roaming related information to network during RRC connection establishment.  
Proposal 2: The roaming related information will be new IE(s) carried in the RRCConnectionSetupComplete message.
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