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Discussion and Decision
1
Introduction
This contribution summarizes the email discussion on [72#31] – LTE:36.331 CR on Integrity for Relays [NSN]  

2
Summary
Ericsson/ST-Ericsson, Vodafone, Huawei, Qualcomm and LGE had participated in the discussion and the to complete the CR, following assumptions were agreed and CR [1] is written based on the following assumptions:
· RN will always derive KUPint during SMC, HO or re-establishment
· during DRB addition, eNB indicates whether IP shall be used for that DRB or not

· IP configuration for DRB can be changed only during HO and RRC re-establishment (the first RRC-connection reconfiguration after the RRC re-establishment) but not during normal reconfiguration. 

· If IP fails in DRB, we assumed that RN triggers RRC Connection Reestablishment procedure.

3
Open Issues
LGE pointed out that “configuring lower layers with the integrity protection algorithm” mean activation in 36.323 while in [1], activation occurs after the configuration. Thus further discussion is needed.
Ericsson asked why NULL integrity protection algorithm is excluded in case of Un DRB. It was clarified that NULL IP algorithm can be used only when UE makes emergency call in limited service mode when regulator allows it. Thus NULL IP algorithm is not relavant to relay operation. However there were some concerns raised on as RN behaviour is diverging from UE behaviour.

Depending on SA3 conclusion about security solution, more changes in RRC may be required. 
4
Conclusion and Proposal
Based on the emails discussion, the final version of CR is proposed in [1].  It is proposed to agree on the CR and to use it as a baseline document. It is also proposed to continue the discussion on open issues.
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