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1. Overall Description:

RAN2 would like to thank SA3 for their LS in R2-106875 on relay node security.

As requested by SA3, RAN2 will work on CRs to support PDCP integrity protection for Un DRBs. RAN2 decided that this PDCP integrity protection will be configurable per DRB. This implies that it is possible to apply PDCP integrity protection on a subset of the configured DRBs. Furthermore, as S1/X2 is carried by DRBs on the Un interface, it would also be possible for the PDCP integrity protection to be applied to the DRB(s) carrying S1/X2.

Since the performance impact of integrity protection depends significantly on implementation, RAN2 cannot give any guidance to SA3 on the performance impact.

RAN2 would like to ask SA3 if PDCP solution is still required to be specified if a lightweight solution is specified by SA3. If possible, RAN2 would prefer only 1 solution for integrity protection for all DRBs, for RAN2 to complete the work within Rel-10 time frame.
2. Actions:

To SA3 group.

RAN2 kindly asks SA3 to provide feedback on any progress regarding relay node security, for RAN2 to complete the work within Rel-10 time frame.
3. Date of Next TSG-RAN2 Meetings:
TSG-RAN2 #72bis 
17th – 21st January 2011
Dublin, IE.
TSG-RAN2 #73
21st – 25th February 2011
Taipei, TW.

