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8.1.12.3
Reception of SECURITY MODE COMMAND message by the UE
Upon reception of the SECURITY MODE COMMAND message, the UE shall:

1>
if neither IE "Ciphering mode info" nor IE "Integrity protection mode info" is included in the SECURITY MODE COMMAND:

2>
set the variable INVALID_CONFIGURATION to TRUE.

1>
if the IE "Security capability" is the same as indicated by variable UE_CAPABILITY_TRANSFERRED, and the IE "GSM security capability" (if included in the SECURITY MODE COMMAND) is the same as indicated by the variable UE_CAPABILITY_TRANSFERRED:

2>
set the variable LATEST_CONFIGURED_CN_DOMAIN equal to the IE "CN domain identity";

2>
set the IE "Status" in the variable SECURITY_MODIFICATION for the CN domain indicated in the IE "CN domain identity" in the received SECURITY MODE COMMAND to the value "Affected";

2>
set the IE "Status" in the variable SECURITY_MODIFICATION for all CN domains other than the CN domain indicated in the IE "CN domain identity" to "Not affected";

2>
set the IE "RRC transaction identifier" in the SECURITY MODE COMPLETE message to the value of "RRC transaction identifier" in the entry for the SECURITY MODE COMMAND message in the table "Accepted transactions" in the variable TRANSACTIONS; and

2>
clear that entry;

2>
if the SECURITY MODE COMMAND message contained the IE "Ciphering mode info":

3>
perform the actions as specified in subclause 8.6.3.4.

2>
if the SECURITY MODE COMMAND message contained the IE "Integrity protection mode info":

3>
perform the actions as specified in subclause 8.6.3.5.

1>
prior to sending the SECURITY MODE COMPLETE message:

2>
use the old ciphering configuration for this message;

2>
if the SECURITY MODE COMMAND message contained the IE "Ciphering mode info":

3>
include and set the IE "Radio bearer uplink ciphering activation time info" to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

3>
for each radio bearer and signalling radio bearer that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN:

4>
start or continue incrementing the COUNT-C values for all RLC-AM and RLC-UM signalling radio bearers at the ciphering activation time as specified in the procedure;

4>
start or continue incrementing the COUNT-C values common for all transparent mode radio bearers for this CN domain at the ciphering activation time as specified in the procedure;

4>
continue incrementing the COUNT-C values for all RLC-AM and RLC-UM radio bearers.

3>
if no new security key set (new ciphering and integrity protection keys) has been received from the upper layers [40] for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN:

4>
for ciphering on signalling radio bearers using RLC-AM and RLC-UM in the downlink, at the RLC sequence number indicated in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info" included in the SECURITY MODE COMMAND, for each signalling radio bearer:

5>
set the 20 most significant bits of the HFN component of the downlink COUNT-C to the value "START" in the most recently transmitted IE "START list" or IE "START", at the reception of the SECURITY MODE COMMAND, that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

5>
set the remaining bits of the hyper frame numbers to zero.

3>
if new keys have been received:

4>
perform the actions in subclause 8.1.12.3.1.

2>
if the SECURITY MODE COMMAND message contained the IE "Integrity protection mode info":

3>
include and set the IE "Uplink integrity protection activation info" to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO for each signalling radio bearer;

3>
if no new security key set (new ciphering and integrity protection keys) has been received from the upper layers [40] for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN, for RB2:

4>
in the downlink, for the received SECURITY MODE COMMAND message:

5>
set the 20 most significant bits of the IE "Downlink RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to the value "START" in the most recently transmitted IE "START list" or IE "START", at the reception of the SECURITY MODE COMMAND, that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

5>
set the remaining bits of the IE "Downlink RRC HFN" to zero.

4>
in the uplink, for the transmitted response message, SECURITY MODE COMPLETE:

5>
set the 20 most significant bits of the IE "Uplink RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to the value "START" in the most recently transmitted IE "START list" or IE "START", at the reception of the SECURITY MODE COMMAND, that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

5>
set the remaining bits of the IE "Uplink RRC HFN" to zero.

3>
if no new security key set (new ciphering and integrity protection keys) has been received from the upper layers [40] for the CN domain indicated in the variable LATEST_CONFIGURED_CN_DOMAIN, for each signalling radio bearer other than RB2:

4>
if the IE "Integrity protection mode command" has the value "start":

5>
in the downlink, for this signalling radio bearer:

6>
set the 20 most significant bits of IE "Downlink RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to the value START transmitted in the most recently transmitted IE "START list" or IE "START", at the reception of the SECURITY MODE COMMAND, that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

6>
set the remaining bits of the IE "Downlink RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to zero;

4>
else:

5>
in the downlink, for the first message for which the RRC sequence number in a received RRC message for this signalling radio bearer is equal to or greater than the activation time as indicated in IE "Downlink integrity protection activation info" as included in the IE "Integrity protection mode info", for this signalling radio bearer:

6>
set the 20 most significant bits of the IE "Downlink RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to the value "START" in the most recently transmitted IE "START list" or IE "START", at the reception of the SECURITY MODE COMMAND, that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

6>
set the remaining bits of the IE "Downlink RRC HFN" to zero.

3>
if new keys have been received:

4>
perform the actions in subclause 8.1.12.3.1.

2>
start applying the new integrity protection configuration in the uplink for signalling radio bearer RB2 from and including the transmitted SECURITY MODE COMPLETE message;

2>
transmit the SECURITY MODE COMPLETE message on RB2.

NOTE 1:
After submission of the SECURITY MODE COMPLETE message to the lower layers, the UE should accept messages received in the DL which require the new security configuration to be applied on them. If the received message is successfully integrity checked, the UE should not discard the message due to lack of completion of the security procedure, caused by the successful delivery of the SECURITY MODE COMPLETE not having yet been confirmed by lower layers, unless the security configuration to be applied has been aborted and the message received requires integrity protection [5].
NOTE 2:
After submission of the SECURITY MODE COMPLETE message to the lower layers, if the UE successfully integrity checks an RRC message received on SRB3 using the new integrity protection configuration, the UE may behave as if the successful delivery of the SECURITY MODE COMPLETE message has been confirmed by RLC.
1>
when the successful delivery of the SECURITY MODE COMPLETE message has been confirmed by RLC:
2>
if the SECURITY MODE COMMAND message contained the IE "Ciphering mode info":

3>
if no new security key set (new ciphering and integrity protection keys) has been received from the upper layers [40] for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN:

4>
for ciphering on signalling radio bearers using RLC-AM and RLC-UM in the uplink, at the RLC sequence number indicated in IE "Radio bearer uplink ciphering activation time info" included in the SECURITY MODE COMPLETE, for each signalling radio bearer:

5>
set the 20 most significant bits of the HFN component of the uplink COUNT-C to the value "START" in the most recently transmitted IE "START list" or IE "START", at the reception of the SECURITY MODE COMMAND, that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

5>
set the remaining bits of the hyper frame numbers to zero.

3>
if new keys have been received:

4>
perform the actions in subclause 8.1.12.3.1.

3>
resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or RLC-UM;
3>
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

3>
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO.

2>
if the SECURITY MODE COMMAND message contained the IE "Integrity protection mode info":

3>
if no new security key set (new ciphering and integrity protection keys) has been received from the upper layers [40] for the CN domain indicated in the variable LATEST_CONFIGURED_CN_DOMAIN, for each signalling radio bearer other than RB2:

4>
if the IE "Integrity protection mode command" has the value "start":

5>
in the uplink, for this signalling radio bearer:

6>
set the 20 most significant bits of IE "Uplink RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to the value START transmitted in the most recently transmitted IE "START list" or IE "START", at the reception of the SECURITY MODE COMMAND, that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

6>
set the remaining bits of the IE "Uplink RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to zero.

4>
else:

5>
in the uplink, for the first transmitted RRC message for this signalling radio bearer with RRC sequence number equal to the activation time as indicated in IE "Uplink integrity protection activation info" included in the transmitted SECURITY MODE COMPLETE, for this signalling radio bearer:

6>
set the 20 most significant bits of the IE "Uplink RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to the value "START" in the most recently transmitted IE "START list" or IE "START", at the reception of the SECURITY MODE COMMAND, that belongs to the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

6>
set the remaining bits of the IE "Uplink RRC HFN" to zero.

3>
if new keys have been received:

4>
perform the actions in subclause 8.1.12.3.1.

3>
allow the transmission of RRC messages on all signalling radio bearers with any RRC SN;

3>
set "Uplink RRC Message sequence number" for signalling radio bearer RB0 in the variable INTEGRITY_PROTECTION_INFO to a value such that next RRC message to be sent on uplink RB0 will use the new integrity protection configuration and the "RRC Message sequence number" in the IE "Integrity check info" in the next RRC message will equal to the activation time for RB0 as indicated in IE "Uplink integrity protection activation info" included in the transmitted SECURITY MODE COMPLETE;

3>
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

3>
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO.

2>
clear the variable SECURITY_MODIFICATION;

2>
notify upper layers upon change of the security configuration;

2>
and the procedure ends.

1>
if the IE "Security capability" is not the same as indicated by the variable UE_CAPABILITY_TRANSFERRED, or the IE "GSM security capability" (if included in the SECURITY MODE COMMAND) is not the same as indicated by the variable UE_CAPABILITY_TRANSFERRED, or if the IE "GSM security capability" is not included in the SECURITY MODE COMMAND and is included in the variable UE_CAPABILITY_TRANSFERRED:

2>
release all its radio resources;

2>
indicate the release of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

2>
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

2>
clear the variable ESTABLISHED_RABS;

2>
clear the variable SECURITY_MODIFICATION;

2>
enter idle mode;

2>
perform actions when entering idle mode as specified in subclause 8.5.2;

2>
and the procedure ends.

 [-------NEXT SECTION-------]
8.3.1.3
CELL UPDATE / URA UPDATE message contents to set
In case of cell update procedure the UE shall transmit a CELL UPDATE message.

In case of URA update procedure the UE shall transmit a URA UPDATE message.

The UE shall set the IEs in the CELL UPDATE message as follows:

1>
set the IE "Cell update cause" corresponding to the cause specified in subclause 8.3.1.2 that is valid when the CELL UPDATE message is submitted to lower layers for transmission;

NOTE:
During the time period starting from when a cell update procedure is initiated by the UE until when the procedure ends, additional CELL UPDATE messages may be transmitted by the UE with different causes.

1>
if the IE "Cell update cause" is set to "uplink data transmission" and if an event triggered traffic volume measurement has been configured:

2>
if the TCTV is larger than the threshold in the IE "Reporting threshold" for a traffic volume measurement stored in the MEASUREMENT_IDENTITY variable and that traffic volume measurement has "measurement identity" equal to 4, "Traffic volume event identity" equal to "4a", "Measurement validity" equal to "all states" or "all states except CELL_DCH":

3>
set the IE "Traffic volume indicator" to TRUE.

2>
else:

3>
set the IE "Traffic volume indicator" to FALSE.
1>
set the IE "U-RNTI" to the value of the variable U_RNTI;

1>
if the value of the variable PROTOCOL_ERROR_INDICATOR is TRUE:

2>
include the IE "RRC transaction identifier"; and

3>
set it to the value of "RRC transaction identifier" in the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS.

2>
include and set the IE "failure cause" to the cause value "protocol error";

2>
set the IE "Protocol error information" set to the value of the variable PROTOCOL_ERROR_INFORMATION.

1>
if the value of the variable FAILURE_INDICATOR is TRUE:

2>
include the IE "RRC transaction identifier"; and

3>
set it to the value of "RRC transaction identifier" in the entry for the CELL UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS.

2>
include and set the IE "failure cause" to the value of the variable FAILURE_CAUSE.

1>
if the variable "LATEST_CONFIGURED_CN_DOMAIN" has been initialised:

2>
for each CN domain for which an entry exists in the variable ESTABLISHED_RABS or which is indicated in the variable LATEST CONFIGURED CN DOMAIN:

3>
include the START value calculated according to subclause 8.5.9.

1>
else:

2>
include the START value for either the CS domain or the PS domain, calculated according to subclause 8.5.9.

1>
if an unrecoverable error [16] in any of the AM RLC entities for the signalling radio bearers RB2, RB3 or RB4 is detected:

2>
set the IE "AM_RLC error indication (RB2, RB3 or RB4)" to TRUE;

2>
set the variable AM_RLC_ERROR_PENDING_RB234 to TRUE.

1>
otherwise:

2>
if the value of the variable AM_RLC_ERROR_PENDING_RB234 is TRUE:

3>
set the IE "AM_RLC error indication (RB2, RB3 or RB4)" to TRUE.

2>
otherwise:

3>
set the IE "AM_RLC error indication (RB2, RB3 or RB4)" to FALSE.

1>
if an unrecoverable error [16] in any of the AM RLC entities for the RB5 or upward is detected:

2>
set the IE "AM_RLC error indication (RB>4)" to TRUE;

2>
set the variable AM_RLC_ERROR_PENDING_RB5_AND_UP to TRUE.

1>
otherwise:

2>
if the value of the variable AM_RLC_ERROR_PENDING_RB5_AND_UP is TRUE:

3>
set the IE "AM_RLC error indication (RB>4)" to TRUE.

2>
otherwise:

3>
set the IE "AM_RLC error indication (RB>4)" to FALSE.

1>
set the IE "RB Timer indicator" to the value of the variable RB_TIMER_INDICATOR;

1>
if the variable ESTABLISHMENT_CAUSE is initialised:

2>
include the IE "Establishment cause" and set it to the value of the variable ESTABLISHMENT_CAUSE;

2>
if the value of the variable ESTABLISHMENT_CAUSE is set to "Originating Conversational Call" or "Emergency Call" and a CS call is being initiated:

3>
set the value of the IE "Call type" to "speech",  "video" or "other" according to the call being initiated.

1>
if the variable ORDERED_RECONFIGURATION is set to TRUE:
2>
include the IE "Reconfiguration Status Indicator" and set it to TRUE.

1>
if the IE "Cell update cause" is set to "radio link failure" or "RLC Unrecoverable error" and the UE has submitted a reconfiguration response message to RLC and the UE has not received the RLC acknowledgement for the response message:
2>
include the IE "Reconfiguration Status Indicator" and set it to TRUE.

1>
if the UE supports HS-DSCH reception in CELL_FACH state:

2>
include the IE "HS-PDSCH in CELL_FACH" and set it to TRUE.

1>
if the UE supports Enhanced Uplink in CELL_FACH state and Idle mode:

2>
include the IE "Support of common E-DCH" and set it to TRUE.

1>
if the UE supports Two DRX schemes in URA_PCH and CELL_PCH

2>
include the IE "Support for Two DRX schemes in URA_PCH and CELL_PCH" and set it to TRUE.

NOTE:
In 1.28 Mcps TDD, UE supporting HS-DSCH reception in CELL_FACH state always supports Enhanced Uplink in CELL_FACH state and Idle mode, and vice versa.
1>
if the UE supports MAC-i/is:

2>
include the IE "Support of MAC-i/is" and set it to TRUE.

1>
if the UE supports HS-DSCH DRX operation in CELL_FACH state:

2>
include the IE "Support of HS-DSCH DRX operation" and set it to TRUE.

1>
if the UE supports SPS operation:

2>
include the IE "Support of SPS operation" and set it to TRUE.

1>
if the UE supports control channel DRX operation:

2>
include the IE "Support of control channel DRX operation" and set it to TRUE.

1>
if the UE performs cell update for MBMS ptp radio bearer request as specified in subclause 8.6.9.6; and

1>
if one or more of the MBMS services for which the UE initiates the ptp radio bearer request concerns an MBMS Selected Service:

2>
for each MBMS Selected Service that is indicated on MCCH and for which the UE initiates ptp radio bearer request:

3>
order the MBMS Selected Services such that those selected with a higher priority are listed in the IE "MBMS Selected Services Short" before those selected with a lower priority;

3>
include the IE "MBMS Selected Service ID" within the IE "MBMS Selected Services Short" and set it to a value in accordance with subclause 8.6.9.8.

1>
otherwise, if the UE performs cell update for MBMS counting as specified in subclause 8.7.4; and

1>
if one or more of the MBMS services for which the UE initiates the counting response concerns an MBMS Selected Service:

2>
for each MBMS Selected Service that is indicated on MCCH and for which the UE initiates the counting response:

3>
order the MBMS Selected Services such that those selected with a higher priority are listed in the IE "MBMS Selected Services Short" before those selected with a lower priority;

3>
include the IE "MBMS Selected Service ID" within the IE "MBMS Selected Services Short" and set it to a value in accordance with subclause 8.6.9.8.

1>
if the UE included one or more "MBMS Selected Service ID" IEs:

2>
include the IE "MBMS Modification Period identity" and set it to a value in accordance with subclause 8.5.29.

1>
if, according to [4], the High-mobility state is applicable and it has been detected by the UE:

2>
include the IE "UE Mobility State Indicator" and set it to the "High-MobilityDetected" value.

The UE shall:

1>
if the UE capability has changed compared to the value stored in the variable UE_CAPABILITY_TRANSFERRED and the variable RNC_CAPABILITY_CHANGE_SUPPORT is set to TRUE:

2>
include the IE "Capability change indicator".

NOTE:
Transmitting the IE "Capability change indicator" does not trigger any actual changed behaviour on the part of the UE. It serves only to inform the network that the UE is requesting an opportunity to send a UE CAPABILITY INFORMATION message.

The UE shall set the IEs in the URA UPDATE message as follows:

1>
set the IE "U-RNTI" to the value of the variable U_RNTI;

1>
set the IE "URA update cause" corresponding to which cause as specified in subclause 8.3.1.2 that is valid when the URA UPDATE message is submitted to lower layers for transmission;

NOTE:
During the time period starting from when a URA update procedure is initiated by the UE until when the procedure ends, additional URA UPDATE messages may be transmitted by the UE with different causes, depending on which causes are valid for the respective URA UPDATE message.

1>
if the value of the variable PROTOCOL_ERROR_INDICATOR is TRUE:

2

>
include the IE "RRC transaction identifier"; and

3>
set it to the value of "RRC transaction identifier" in the entry for the URA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS.

2>
set the IE "Protocol error indicator" to TRUE;

2>
include the IE "Protocol error information" set to the value of the variable PROTOCOL_ERROR_INFORMATION.

1>
if the value of the variable PROTOCOL_ERROR_INDICATOR is FALSE:

2>
if the value of the variable INVALID_CONFIGURATION is TRUE:

3>
include the IE "RRC transaction identifier"; and

3>
set it to the value of "RRC transaction identifier" in the entry for the URA UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS;

3>
set the IE "Protocol error indicator" to TRUE;

3>
include the IE "Protocol error information" set to "Information element value not comprehended".

2>
if the value of the variable INVALID_CONFIGURATION is FALSE:

3>
set the IE "Protocol error indicator" to FALSE.

1>
if the UE supports HS-DSCH reception in CELL_FACH state:

2>
include the IE "HS-PDSCH in CELL_FACH" and set it to TRUE.

1>
if the UE supports HS-DSCH reception CELL_PCH and URA_PCH state:

2>
include the IE "HS-PDSCH in CELL_PCH and URA_PCH" and set it to TRUE.

1>
if the UE supports Enhanced Uplink in CELL_FACH state and Idle mode:

2>
include the IE "Support of common E-DCH" and set it to TRUE.
1>
if the UE has reverted back old security configuration by aborting ongoing security mode command as cell update procedure was initiated:

2>
include the IE "Security Revert Status Indicator” and set it to TRUE.

[-----NEXT CHANGE------]
10.2.7
CELL UPDATE
This message is used by the UE to initiate a cell update procedure.


RLC-SAP: TM


Logical channel: CCCH


Direction: UE(UTRAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	Message Type
	MP
	
	Message Type
	
	

	UE information elements
	
	
	
	
	

	U-RNTI
	MP
	
	U-RNTI 10.3.3.47
	
	

	RRC transaction identifier
	CV-Failure
	
	RRC transaction identifier 10.3.3.36
	
	

	Integrity check info
	CH
	
	Integrity check info 10.3.3.16
	
	

	START list
	MP
	1 to <maxCNdomains>
	
	START [40] values for all CN domains.
	

	>CN domain identity
	MP
	
	CN domain identity 10.3.1.1
	
	

	>START
	MP
	
	START 10.3.3.38
	START value to be used in this CN domain.
	

	AM_RLC error indication(RB2, RB3 or RB4)
	MP
	
	Boolean
	TRUE indicates AM_RLC unrecoverable error [16] occurred on RB2, RB3 or RB4 in the UE
	

	AM_RLC error indication(RB>4)
	MP
	
	Boolean
	TRUE indicates AM_RLC unrecoverable error [16] occurred on RB>4 in the UE
	

	Cell update cause
	MP
	
	Cell update cause 10.3.3.3
	
	

	Traffic volume indicator
	OP
	
	Enumerated (TRUE)
	This IE shall be set to TRUE when the criteria for event based traffic volume measurement reporting is fulfilled.

Absence of this element means not fulfilled.
	REL-6

	Failure cause
	OP
	
	Failure cause and error information 10.3.3.14
	
	

	RB timer indicator
	MP
	
	RB timer indicator 10.3.3.28
	
	

	Establishment cause
	OP
	
	Establishment cause 10.3.3.11
	
	REL-5

	CS Call Type
	CV-ConversationalCS
	
	Enumerated (speech, video, other)
	One spare value is needed
	REL-7

	HS-PDSCH in CELL_FACH
	OP
	
	Enumerated (TRUE)
	The absence of this IE indicates that the UE does not support HS-PDSCH reception in CELL_FACH state.

Note 1.
	REL-7

	Support of common E-DCH
	OP
	
	Enumerated (TRUE)
	The absence of this IE indicates that the UE does not support E-DCH enhanced random access in CELL_FACH state and Idle mode.

Note 1.
	REL-8

	Support of HS-DSCH DRX operation
	OP
	
	Enumerated (TRUE)
	The absence of this IE indicates that the UE does not support HS-DSCH DRX operation in CELL_FACH state.
	REL-8

	Support of MAC-i/is
	OP
	
	Enumerated (TRUE)
	The absence of this IE indicates that the UE does not support MAC-i/is operation.
	REL-8

	Support of SPS operation
	OP
	
	Enumerated (TRUE)
	The absence of this IE indicates that the UE does not support SPS operation.
	REL-8

	Support of control channel DRX operation
	OP
	
	Enumerated (TRUE)
	The absence of this IE indicates that the UE does not support control channel DRX operation.
	REL-8

	UE Mobility State Indicator
	MD
	
	Enumerated (High-mobilityDetected)
	Absence of this IE implies that, according to [4] either the High mobility state is not applicable or it has not been detected by the UE.
	REL-7

	Capability change indicator
	OP
	
	Enumerated (TRUE)
	TRUE indicates that the UE capability has changed compared to the value stored in the variable UE_CAPABILITY_TRANSFERRED.
	REL-7

	Reconfiguration Status Indicator
	OP
	
	Enumerated (TRUE)
	TRUE indicates a reconfiguration procedure is ongoing within the UE or a response message has been submitted to RLC and the UE is waiting for the layer 2 ACK.
	REL-6

	MBMS Selected Services
	OP
	
	MBMS Selected Services Short 10.3.9a.7d
	
	REL-6

	Support for Two DRX schemes in URA_PCH and CELL_PCH
	OP
	
	Enumerated (TRUE)
	The absence of this IE indicates that the UE does not support Two DRX schemes in URA_PCH and CELL_PCH
	REL-7

	Measurement information elements
	
	
	
	
	

	Measured results on RACH
	OP
	
	Measured results on RACH 10.3.7.45
	
	

	Security Revert Status Indicator
	OP
	
	Enumerated (TRUE)
	TRUE indicates this UE has reverted back to the old security configuration by aborting  the ongoing security mode command.
	REL-10


NOTE 1:
For 1.28 Mcps TDD, UE supporting HS-PDSCH in CELL_FACH always supports E-DCH enhanced random access in CELL_FACH state and Idle mode, and vice versa. And UE supporting HS-PDSCH reception in CELL_FACH state always supports HS-DSCH reception in CELL_PCH and URA_PCH state and CELL_FACH HS-DSCH DRX operation.

	Condition
	Explanation

	Failure
	This IE is mandatory present if the IE "Failure cause" is present and not needed otherwise.

	ConversationalCS
	This IE is mandatory present if the IE “Establishment cause” has the value “Originating Conversational Call” or “EmergencyCall” and a CS call is being initiated. Otherwise it is not needed.


[… next change…]

11.2
PDU definitions

--**************************************************************

--

-- TABULAR: The message type and integrity check info are not

-- visible in this module as they are defined in the class module. 

-- Also, all FDD/TDD specific choices have the FDD option first 

-- and TDD second, just for consistency.

--

--**************************************************************


/ .. /

-- ***************************************************

--

-- CELL UPDATE

--

-- ***************************************************

CellUpdate ::= SEQUENCE {


-- User equipment IEs



u-RNTI






U-RNTI,



startList

STARTList,



am-RLC-ErrorIndicationRb2-3or4

BOOLEAN,



am-RLC-ErrorIndicationRb5orAbove
BOOLEAN,



cellUpdateCause




CellUpdateCause,



-- TABULAR: RRC transaction identifier is nested in FailureCauseWithProtErrTrId



failureCause




FailureCauseWithProtErrTrId


OPTIONAL,



rb-timer-indicator



Rb-timer-indicator,


-- Measurement IEs



measuredResultsOnRACH


MeasuredResultsOnRACH



OPTIONAL,



laterNonCriticalExtensions

SEQUENCE {




-- Container for additional R99 extensions




cellUpdate-r3-add-ext


BIT STRING









(CONTAINING CellUpdate-r3-add-ext-IEs)

OPTIONAL,




v590NonCriticalExtensions
SEQUENCE {





cellUpdate-v590ext
CellUpdate-v590ext, 




v690NonCriticalExtensions

SEQUENCE {






cellUpdate-v690ext



CellUpdate-v690ext-IEs,






v6b0NonCriticalExtensions

SEQUENCE {







cellUpdate-v6b0ext



CellUpdate-v6b0ext-IEs,







v770NonCriticalExtensions

SEQUENCE {








cellUpdate-v770ext



CellUpdate-v770ext-IEs,








v860NonCriticalExtensions

SEQUENCE {









cellUpdate-v860ext



CellUpdate-v860ext-IEs,








vaxyNonCriticalExtensions

SEQUENCE {










cellUpdate-vaxyext



CellUpdate-vaxyext-IEs,









nonCriticalExtensions


SEQUENCE {}
OPTIONAL








}

OPTIONAL







}

OPTIONAL






}

OPTIONAL






}

OPTIONAL





}

OPTIONAL




}

OPTIONAL



}
OPTIONAL

}

CellUpdate-r3-add-ext-IEs ::=

SEQUENCE {


cellUpdate-v7e0ext




CellUpdate-v7e0ext-IEs,


v7g0NonCriticalExtensions

SEQUENCE {



cellUpdate-v7g0ext



CellUpdate-v7g0ext-IEs,



nonCriticalExtensions


SEQUENCE {}
OPTIONAL


}

OPTIONAL

}
CellUpdate-v590ext ::= SEQUENCE {


establishmentCause



EstablishmentCause
OPTIONAL

}

CellUpdate-v690ext-IEs ::=


SEQUENCE {


-- User equipment IEs



cellUpdateCause-ext



CellUpdateCause-ext




OPTIONAL,



trafficVolumeIndicator


ENUMERATED { true }




OPTIONAL,


-- Measurement IEs



measuredResultsOnRACHinterFreq
MeasuredResultsOnRACHinterFreq

OPTIONAL,



reconfigurationStatusIndicator
ENUMERATED { true }




OPTIONAL

}

CellUpdate-v6b0ext-IEs ::=


SEQUENCE {


-- MBMS IEs



mbmsSelectedServices


MBMS-SelectedServicesShort


OPTIONAL

}

CellUpdate-v770ext-IEs ::=


SEQUENCE {


-- User equipment IEs


csCallType





ENUMERATED { speech, video, other, spare }
OPTIONAL,



hspdschReception-CellFach

ENUMERATED { true }




OPTIONAL,



ueMobilityStateIndicator

High-MobilityDetected



OPTIONAL,



capabilityChangeIndicator

ENUMERATED { true }




OPTIONAL
}

CellUpdate-v7e0ext-IEs ::=


SEQUENCE {


-- User equipment IEs



supportForTwoDRXSchemesInPCH

ENUMERATED { true }



OPTIONAL

}

CellUpdate-v7g0ext-IEs ::=


SEQUENCE {


-- Measurement IEs



measuredResultsOnRACH-v7g0ext

MeasuredResultsOnRACH-v7g0ext

OPTIONAL

}

CellUpdate-v860ext-IEs ::=


SEQUENCE {


-- User equipment IEs


supportOfCommonEDCH



ENUMERATED { true }




OPTIONAL,



supportOfHS-DSCHDRXOperation
ENUMERATED { true }




OPTIONAL,



supportOfMACiis




ENUMERATED { true }




OPTIONAL,



supportOfSPSOperation


ENUMERATED { true }




OPTIONAL,



supportOfControlChannelDRXOperation











ENUMERATED { true }




OPTIONAL

}
CellUpdate-vaxyext-IEs ::= 


SEQUENCE {


-- User equipment IEs



securityRevertStatusIndicator
ENUMERATED { true }




OPTIONAL
}
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