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1 Introduction
A new WI [1] on MTC was agreed during RAN#49. This WI aims to provide RAN mechanisms to avoid CN overload due to MTC. This contribution focuses on two mechanisms to protect both the CN and the RAN.
2 Discussion
Overload protection for the core network can be achieved through different mechanisms. Some of these mechanisms can also prevent overloading the radio access network.
The Study Item on MTC [2] highlighted some mechanisms to prevent overloading in the radio access network. Some of these can also help to avoid congestion situations in the core network.

2.1 Establishment Cause

During RAN2#71bis, it was agreed that the RRC Connection Reject is a suitable mechanism to protect the core network. In overloaded situations, the eNodeB or RNC could reject or block specific connections based on the establishment cause value when they are about to reach their own capacity limit or when the core network signals overload. Furthermore, the RAN and, possibly the core network may monitor the number of connections associated with each establishment cause value and use this as metric to determine their instantaneous load.

Nowadays, the “Establishment Cause” value is included in the RRC Connection Request which is the first message transmitted to the network. The Establishment Cause value is chosen by the NAS level as specified in TS 24.301 and TS 24.008.

The current standardized establishment causes in LTE are: emergency, high priority access, mobile terminated access, mobile originated signaling, and mobile originated data. For HSPA, the establishment cause values are: originating conversational call, originating streaming call, originating interactive call, originating background call, originating subscribed traffic call, and many more.
Though significantly different, all these establishment cause values could be divided into high priority access and normal priority access. Yet, no establishment cause value is defined for or can be assigned to low priority accesses. A new “low priority” establishment value would allow the network to identify connections with particularly low priority and to block those in overload situations. 
The new establishment cause value is service agnostic, i.e., it can be used in association with any device or service. It is not limited to so-called MTC devices. We propose that the NAS level functions determine when the Access Stratum (RRC) shall use the new “low priority” Establishment Cause value.
Proposal 1 Introduce a new establishment cause value ‘low priority’ for both HSPA and LTE.
Proposal 2 The NAS level determines for which accesses to use the ‘low priority’ establishment cause value, i.e., the decision is transparent for RRC.
In UTRAN and E-UTRAN the “establishment cause” is sent in the RRC Connection Request message. During RAN2#71bis it was suggested that the “establishment cause” value could instead be carried in the RRC Connection Setup Complete. While the size of the RRC Connection Request is limited in particular in E-UTRAN, the RRC Connection Setup Complete message could accommodate more fine grained priority levels. However, sending an “establishment cause” in the RRC Connection Setup Complete has several disadvantages: 

1) Upon a RRC Connection Request, the RAN establishes the Access Stratum connection. If the establishment cause (sub-type) is provided at the end of this procedure, the connection has already been established and could only be released if it is considered having too low priority. Compared to the RRC Connection Reject mechanism used for existing establishment causes, RAN capacity and resources will be wasted. It also needs to be considered that setting up an RRC Connection requires intense signalling. Therefore, in congested situations, the amount of “wasted” signalling load will increase. These issues may have an impact on other active connections.

2) The RRC Connection Setup Complete message needs to be modified to add an additional information element. 

3) One “establishment cause” value needs to be reserved in the RRC Connection Request to indicate that the actual “establishment cause” is sent in the RRC Connection Setup Complete.
4) TS 36.413 specifies that the eNB behaviour upon MME congestion is to 'reject RRC establishments' and not to release RRC connections established with a certain cause value.

Proposal 3 The UE shall send the “Establishment Cause” in the RRC Connection Request.
2.2 Access Class Barring

Access Class Barring (ACB) is a well known mechanism in the RAN. This mechanism prevents the UE from establishing an RRC Connection. As a consequence, a rush of random accesses is eliminated and, at the same time, the RAN is protecting the core network from receiving an avalanche of requests in a synchronized manner.

Access Class Barring is based on the Access Class (AC) which is embedded in the USIM/SIM. Currently, there are 16 AC and all UEs are members of one of the AC between AC 0 and AC 9. AC 10 is used for emergency call. AC 11 to AC 15 are special high priority classes. A UE may also be allocated one of these classes. Taking this into account, different realizations can be thought in order to apply ACB to MTC devices. 

A) Re-using current Access Classes  

The simplest approach is to re-use the current access classes. Therefore, MTC devices would be assigned an AC between 0 and 9 similarly as for normal UEs. Whether higher priority is needed, AC 13 should be used. AC 13 is a high priority AC reserved for public utilities such as water and gas suppliers. 
This approach has several drawbacks: 
· All type of accesses (devices/applications) will have the same access priority level; therefore, there is no possibility to apply different blocking factors to accesses (devices/applications) with different priority levels. 
· In overload situations, the network may consider to block accesses which can be considered low priority. A number of MTC devices/applications may be time tolerant. However, there is no AC for low priority accesses.
B) Extending the current Access Classes. 

As presented above, a set of high priority AC (11-15) is already defined. In addition, another set of normal priority AC (0-9) is defined. Depending on the purpose of the MTC device, the previous AC could be used by MTC devices too.

Current standard is missing an AC for low priority accesses. A ‘low priority’ AC could assist to overcome the drawbacks presented in the previous approach. MTC devices with relaxed delay requirements, for instance, could be assigned this new ‘low priority’ AC. 

In [3] we propose introducing two new Extended Access Barring levels for low priority accesses. These levels may be complemented with the additional possibility to identify and bar low priority accesses by roaming devices. 

While this mechanism should be aligned across UTRAN, E-UTRAN and GERAN on NAS level, the realizations on Access Stratum level may differ. In accordance to the selection of the establishment cause value, the NAS level should determine the access class to be used. It may do this e.g. based on static USIM settings or semi-static OMA-DM configuration. In any case, this should be kept transparent to the Access Stratum level. 
The new low priority access barring levels would allow the network to set different accessing rules for low priority accesses and normal/high priority accesses. This would allow the RAN to block different accessing priority levels depending on the RAN load and core network load and will avoid and distribute synchronized accesses to the network
Proposal 4 Consider access barring to protect the core network and the radio network from overloading situations and introduce a new ‘low priority’ access class.

Proposal 5 The NAS level determines whether to use the new ‘low priority’ access class, i.e., the decision is transparent to RRC.

3 Conclusion
We kindly propose to RAN2 to discuss and agree on the following proposals:
Proposal 1
Introduce a new establishment cause value ‘low priority’ for both HSPA and LTE.
Proposal 2
The NAS level determines for which accesses to use the ‘low priority’ establishment cause value, i.e., the decision is transparent for RRC.
Proposal 3
The UE shall send the “Establishment Cause” in the RRC Connection Request.
Proposal 4
Consider access barring to protect the core network and the radio network from overloading situations and introduce a new ‘low priority’ access class.
Proposal 5
The NAS level determines whether to use the new ‘low priority’ access class, i.e., the decision is transparent to RRC.
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