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1. Introduction
The WID for RAN mechanisms to avoid CN overload due to Machine-Type Communications [1] indicates that mechanism to prevent CN overload in roaming scenario needs to be considered: when many MTC devices are roamers and their serving network fails, then they can all move onto the local competing networks, and potentially overload the not (yet) failed network(s). And it has been agreed at RAN2 #71bis meeting that it shall be possible for network to prevent access to CN (for signalling connections) from devices configured for MTC if they are of a certain roaming sub-category. However, the details on how to control access of roamer for CN overload protection have not been discussed. In this contribution, we discuss some related issues on the CN overload caused by roamers for both LTE and UMTS system and give our proposals. 

2. Discussion
2.1. What mechanism should be taken to address CN overload caused by roamers
The access control of roamers for avoiding CN overload can be achieved through the following two schemes:
Option 1: AC barring based solution, avoiding UE staring RA procedure 
Option 2: RRC connection control based solution, such as RRC Connection Reject /RRC Connection Release, refusing UE accessing network by RAN nodes.
We think there are two issues that should be further discussed. 
2.1.1 Issue 1: Whether both ACB and RRC connection control mechanisms, or only one of them are used to address CN overload caused by roamers?
The SA2 LS to RAN2/ SA1/CT1 (S2-105318 [2]) clarify their viewpoint on this issue:
	The discussions in SA 2 led to a general belief that ACB is a useful mechanism for congestion control ‘at source’, but, with one exception, SA 2 acknowledge that there may be other RAN solutions that could be used if RAN prefer. SA 2 has not specified ACB in the S1 Overload Start.  SA2 has specified the MTC subcategories of traffic to be restricted.  Therefore, it is up to RAN to determine how the MTC subcategory of traffic will be rejected. 

The exception comes from the following case:

One of the overload scenarios foreseen by SA 2 is caused by the likelihood that a high proportion of M2M devices are not using their HPLMN, but, are using a PLMN within their operator group, and then, that operator’s network fails and the devices swap networks (potentially cycling through many local PLMNs). 
SA2 see that extensions to ACB can be used to deny access (and hence control core network load) ‘at source’ for “all roamers” and “all roamers from outside the own operator group”. As the CN overload might not be in the SGSN/MME (e.g. it could be in an HLR), it is anticipated that sometimes this ACB would be invoked by O+M actions on the RN. 
Up to now, SA 2 have not identified any solutions to this problem other than extensions to ACB.


According to the above description which highlighted in yellow, we notice that SA2 incline ACB mechanism to address CN overload caused by roamers, while, from RAN2 point of view, there are other aspects should be considered:
· It is agreed, at RAN2 #71bis meeting, that “Assume that for Rel-10 we will extend either connection req and/or connection setup complete to indicate that the device can be handled with lower priority”, so RRC connection control schemes is also capable of protecting of CN overload control caused by roamers; Further, to align with solution for CN overload caused by mtc/ lower priority UE, RRC connection control scheme should be adopted to address roaming type of CN overload. Whether ACB scheme is also adopted to address CN overload caused by roamers should be in line with the conclusion that whether ACB scheme is adopted to address CN overload caused by mtc device/ lower priority UE.
· AC barring based solutions is a good mechanism for general overload control, mainly and indirectly addressing RAN overload and indirectly preventing CN overload. So we think it’s not suitable to modify ACB scheme proceeded from avoiding CN overload when the evaluation of RAN overload control solutions has not come to a conclusion.
· Compared with ACB scheme, RRC connection control solution provide less RAN overload protection and may cause more signalling load and waste more radio resource. But according to the latest RACH load evaluation in TR 37.868 [3], it seems not a bottle-neck for RAN. While there is no performance difference in CN overload control between ACB and RRC connection control scheme. In addition, RRC connection control solution requires smaller expense of specification change and can provider faster response.
Based on the above analysis, we propose to adopt RRC connection control mechanism to address CN overload caused by roamers.
Proposal 1: In Rel-10, RRC connection control mechanism should be adopted to address CN overload caused by roamers.
2.1.2 Issue 2: How to implement access control of roamers for preventing CN overload?
In order to implement access control of roamers with RRC connection control mechanism efficiently based on CN load status and/or operators’s requirements, network should be able to identify whether coming UE is a roamer and whether the roaming UE is a customer of a certain “operator group”, that is to say, network should be able to identify which group the coming UE belongs to: “not roamers”, “all roamers”, “all roamers from outside the own operator group”.
2.1.2.1 LTE system
Currently, according to the RRC message in RA procedure as specified in 36.331 [6], the information E-UTRA can get which about its related with PLMN are only GUMMEI (registeredMME IE in RRCConnectionSetupComplete message ) and selectedPLMN-Identity,  GUMMEI can indicate UE’s registered PLMN identity, but in some case UE’s registered PLMN identity is different from its HPLMN identity, e.g. a UE with HPLMN identity 1 performes PLMN selection procedure and successfully registers on a PLMN with identity 2, later, the UE re-performes PLMN selection procedure and successfully registers on a PLMN with identity 3, then the registered PLMN identity for the UE in RRCConnectionSetupComplete message is 2, not the UE’s HPLMN. So the eNB that serve the camped on cell of the UE couldn't differentiate whether the UE is a roamer according to GUMMEI information, let alone to identify whether the roaming UE is a customer of a certain “operator group”, so UE should provide roaming related information to E-UTRA, and then we propose our second proposal:

Proposal 2: For LTE system, UE should provide roaming related information to network. 
Based on the above requirement, we discuss how to provide the relevant information and how to avoid CN overload through RRC connection control, there are two options: 

Option 1: using RRCConnectionRequest / RRCConnectionReject message

Option 2: using RRCConnectionSetupComplete / RRCConnectionRelease message 
Regarding RRCConnectionRequest message, on the one hand, there is only one remaining spare bit, it is not possible to use the spare bit to carry all the roaming related information. On the other hand, EstablishmentCause IE is used to indicate service specific characteristics, roaming information represents a device characteristics or statue, it is not appropriate to use EstablishmentCause IE to carry roaming related information . In additions, since the importance of roaming related information is lower than that of mtc/lower priority indicators, it is unrealism to allocate the remaining three code points in EstablishmentCause to carry UE's roaming related information. We propose to use RRCConnectionSetupComplete message to carry roaming related information, which could bring some additional merits as analyzed in our contribution R2-106319 [5]. 

Accordingly, eNodeB should send RRCConnectionRelease message after receiving RRCConnectionSetupComplete message if network want to refuse the RRC connection of the UE. It is agreed that wait time scheme needs to be enhanced to support CN overload control at RAN2#71bis meeting, which can be also applied to support CN overload control by roamers. Then extended wait time information for roaming type of CN overload control should be carried in RRCConnectionRelease message, however, the detail is FSS.

Hence, we propose our third proposal:
Proposal 3: For LTE system, introduce roaming related indicator in RRCConnectionSetupComplete message in Rel-10.
2.1.2.2 UMTS system

Currently, according to the RRC message in RA procedure as specified in 25.331 [7], the information that UTRA can get which about its related with PLMN is only IMSI in initial UE identity IE of RRC CONNECTION REQUEST message , IMSI indicate UE’s HLMN identity, then UTRA could identify whether coming UE is a roamer, but UTRA could not be aware of whether a roaming UE is a customer of a certain “operator group”, and  URAN could not get IMSI information in some cases，e.g. If either TMSI or PTMSI is available for GSM-MAP type of PLMN, UE won’t carry IMSI in RRC CONNECTION REQUEST. Based on the above analysis, UE should carry roaming related information to UTRA, and then we propose that:

Proposal 4: For UMTS, UE should provide roaming related information to network.
As for how to provide the relevant information and how to avoid CN overload through RRC connection control, Similar to LTE system, there are also two options to carry roaming related information for UMTS: RRC CONNECTION REQUEST or RRC CONNECTION SETUP COMPLETE message, although the spare space in RRC CONNECTION REQUEST is enough to carry roaming related information. based on the same considering as designing mtc/lower priority indicator in our other contribution R2-106319 [5], such as to allow the possibility to reserve the limited bits in RRC CONNECTION REQUEST for more important information in the future and to carry additional information that has the same priority as roaming related information in RRC CONNECTION COMPLETE in the future, to align with LTE system and so on. So we still propose to use RRC CONNECTION SETUP COMPLETE message to carry roaming related indicator.
Proposal 5: For UMTS, introduce roaming related indicator in RRC CONNECTION COMPLETE message in Rel-10.
2.2. What is the scope of roamers which need to be took specific access control for avoiding CN overload 
The WID for RAN mechanisms to avoid CN overload due to Machine-Type Communications [1] state the requirement of preventing CN overload caused by roaming MTC device. And the similar requirements were agreed at RAN2 #71bis meeting, while according to TR23.888 [4] section 5.14.2, only low value (priority) M2M roaming devices are required to be access restricted for avoiding CN overload caused by roamers, however, in the latest SA2 CR and LS there is no clear description about types of access restricted roaming devices in CN overload scenarios. There is some confuse about the roaming device categories that may be access restricted for CN overload. From our point of view, there may be the following three different understanding at least:
Option 1: roaming devices configured for MTC
Option 2: roaming devices configured for low priority
Option 3: roaming devices configured for low priority and MTC
 So it needs to be formally confirmed by SA2, Hence it is proposed that
Proposal 6: Send a LS to SA2 to clarify the scope of roamers which need to be took specific access control for avoiding CN overload.
3. Summary of proposals

In this contribution, we discuss some related issues on the CN overload caused by roamers for both LTE and UMTS system and the following proposals are made. 
Proposal 1: In Rel-10, RRC connection control mechanism should be adopted to address CN overload caused by roamers.
Proposal 2: For LTE system, UE should provide roaming related information to network. 

Proposal 3: For LTE system, introduce roaming related indicator in RRCConnectionSetupComplete message in Rel-10.

Proposal 4: For UMTS, UE should provide roaming related information to network.

Proposal 5: For UMTS, introduce roaming related indicator in RRC CONNECTION COMPLETE message in Rel-10.

Proposal 6: Send a LS to SA2 to clarify the scope of roamers which need to be took specific access control for avoiding CN overload.
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