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1 Introduction
In RAN2#71bis meeting, ACB schemes for CN overload control were discussed, and some conclusions have been achieved as:

Several companies in RAN2 indicated that it is not obvious that a CN overload mechanism automatically requires ACB type of solution, and a reject solution might be sufficient if RAN is not overloaded [1].
In this contribution we further analyse the necessity of ACB schemes for roaming MTC devices to avoid the CN overload and then propose a solution.
2 Discussion 
2.1 Necessity of ACB scheme for roaming MTC devices
According to the reply LS from SA2 [2], there is one use case which SA2 foresee may lead to CN overload:

One of the overload scenarios foreseen by SA 2 is caused by the likelihood that a high proportion of M2M devices are not using their HPLMN, but, are using a PLMN within their operator group, and then, that operator’s network fails and the devices swap networks (potentially cycling through many local PLMNs). 

It could be argued that the ACB scheme is not necessary because a reject solution might be sufficient based on the assumption that RAN is not overloaded. However, given that currently there is no any means for RAN to get the knowledge of whether a particular access attempt is triggered by a roaming MTC devices or not (i.e. RAN couldn't know this information based on the “initial UE identity” IE in the RRC Connection Request, or based on the “GUMMEI” IE or “IDNNS” IE in the RRC Connection Setup Complete), therefore the reject solution automatically requires the MTC device to report whether it is a roaming MTC device, and more information needs to be further reported if SA1/SA2 requires a lower granularity (i.e. sub-categories of roaming MTC devices), which is not an efficient solution from RAN2 point of view.
Further more, the ACB scheme could be used to deny access at source, hence could avoid the unnecessary waste of radio resources for the setup RRC connections for roaming MTC devices in case of CN overload, which is beneficial.
Propose 1: Extend the ACB scheme for CN overload control for roaming MTC devices in Rel-10.
2.2 MTC specific AC Barring (LTE)
By using ACB scheme to restrict the load generated by roaming MTC devices, the following solution as showed in Figure1 could be considered.
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Figure 1: MTC specific ACB

Where:

-  UE performs the MTC specific AC Barring in AS layer. The NAS layer should pass the MTC nature (e.g. whether it is a roamer) on request from the AS layer;
-  In Rel-10, define a new IE “AC-Baring config for roaming MTC” of the type “AC-BarringConfig” (as defined in spec 36.331), so as to bar the access attempts from roaming MTC devices independently of normal UEs;
-  If MTC specific AC Barring information is present in SIB, after performing the MTC specific AC Barring the MTC devices should not perform the current AC Barring for normal UEs anymore. However if MTC specific AC Barring information is not present, then the current AC Barring should be preformed;
-  The “AC-Baring config for roaming MTC” could be used to control whether the priority network access is allowed for the roaming MTC devices with a AC in the range 11..15 (stored in (U)SIM in addition to AC 0..9), and/or to control the proportion of roaming MTC devices that are allowed to access the network (even down to 0% for absolute barring). The roaming MTC devices that initiated emergency calls should skip the MTC specific AC Barring phase and proceed the existing AC Barring for normal UEs directly.
The above solution has well addressed the forward compatibility issue. In further release, the AC-Baring config for other use cases (MTC subgroups), e.g. for low priority MTC devices or for sub-category of roaming MTC devices, could be easily extended if required, which only requires one additional separate IE. If more than one MTC specific AC-Baring config exist and UE simultaneously belongs to several controlled subgroups, UE should simply choose the minimal barring factor and corresponding barring time among them.
Proposal 2: For LTE, addition of a new IE of the type “AC-BarringConfig” for the baring of roaming MTC devices.
Proposal 2a: MTC specific AC Baring resides in the AS layer.
Proposal 2b: If MTC specific AC Barring information is present in SIB, after performing the MTC specific AC Barring the MTC devices should not perform the current AC Barring for normal UEs anymore. However if MTC specific AC Barring information is not present, then the current AC Barring should be preformed.
2.3 MTC specific AC Barring (UMTS)
The ACB scheme in UMTS is a bit different with that of LTE, where other than the barring factor/barring time mechanism in LTE, RAN could selectively bar a subset of access classes, i.e. barring AC 0..8 while not barring AC 9, so as to control the proportion of UEs that are allowed to access the network in case of congestion. For the access attempts that are not barred in the AC Baring phase, by the usage of persistence value (similar to the barring factor) in the subsequent random access phase, the access attempts could be further distributed in time. 
Similar to LTE, a new IE of the type “Access Class Barred list” (as defined in spec 25.331) could be defined in Rel-10 for UMTS. Hence RAN could freely restrict the load generated by roaming MTC devices without impacts on normal UEs. The AC Baring configuration for other use cases (MTC subgroups) could be easily extended in further release if required.
Except the addition of MTC specific AC Barring configuration, the UMTS ACB scheme should already be effective enough to support the requirements for MTC without any further improvements.
Proposal 3: For UMTS, addition of a new IE of the type “Access Class Barred list” for the baring of roaming MTC devices.
Proposal 3a: Proposal 2a and 2b also applies to UMTS.
2.4 SIB to carry MTC specific AC Barring information
Currently, all the AC Baring information is carried on SIB 2 (for LTE, except the AC Baring information for CDMA2000 on SIB 8) and SIB 3 (for UMTS). The MTC specific AC Baring information could also be put onto SIB 2(for LTE) and SIB 3 (for UMTS), because currently there is no clear requirement that the MTC specific AC Barring broadcast should be updated faster than the AC Barring broadcast for normal UEs, hence it is not necessary to update the MTC specific AC Barring broadcast beyond the normal system information change mechanism, as what has been agreed for SIB 10/11 for ETWS notification.
Proposal 4: Agree to carry the MTC specific AC Baring information on SIB 2(for LTE) and SIB 3 (for UMTS).
3 Conclusion
In this contribution, we further analysed the necessity of ACB schemes for roaming MTC devices to avoid CN overload and then proposed a solution. It is kindly asked RAN2 to discuss and agree on the following proposals:
Propose 1: Extend the ACB scheme for CN overload control for roaming MTC devices in Rel-10.
Proposal 2: For LTE, addition of a new IE of the type “AC-BarringConfig” for the baring of roaming MTC devices.

Proposal 2a: MTC specific AC Baring resides in the AS layer.
Proposal 2b: If MTC specific AC Barring information is present in SIB, after performing the MTC specific AC Barring the MTC devices should not perform the current AC Barring for normal UEs anymore. However if MTC specific AC Barring information is not present, then the current AC Barring should be preformed.
Proposal 3: For UMTS, addition of a new IE of the type “Access Class Barred list” for the baring of roaming MTC devices.
Proposal 3a: Proposal 2a and 2b also applies to UMTS.
Proposal 4: Agree to carry the MTC specific AC Baring information on SIB 2(for LTE) and SIB 3 (for UMTS).
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