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Discussion and Decision

1
Introduction
At RAN#49 a work item [1] to enable RAN to provide mechanisms to fulfil Rel-10 requirements relating to MTC was agreed. In conjunction with this it was also agreed to suspend work on the RAN2 MTC study item. The work item specifically excludes work relating to RAN performance, however, it is understood that should the mechanisms investigated under the work item also support RAN performance optimisation, this could be taken into account when making decisions. This Tdoc seeks to review the options available and identify issues that should be addressed.
2
Discussion
The WI objective [1] is to specify solutions to protect the network from signalling congestion and overload for the scenario where an application requests many MTC devices to do something at the same time; and for the scenario where many MTC devices are roamers and their serving network fails. The following impacts for RAN2 are identified in [1]:-

1.
 For both UMTS and LTE, introduce an additional establishment cause to allow RAN nodes to differentiate low priority MTC traffic/signalling (and possibly other MTC traffic/signalling) from other traffic/signalling.
2.
RAN2 should review the SA2 overload scenarios, consider what RAN solution can address these and identify and specify mechanisms to prevent MTC UEs from overloading the network.

Because the highest signalling load occurs when a UE transitions from idle state to connected state, it seems logical to apply control within RAN to this state change. This is the also the only point at which the RAN can implement control on the signalling load on the core network. 
There appear to be two mechanisms that can be used to reduce the load on the core network at the transition from RRC idle to RRC connected state, RRC rejection of the RRC connection establishment request and MTC barring. Both methods already have a basis in the RAN2 specifications i.e. rejection and access class barring. 
It could be viewed that rejection has the advantages that it can be applied immediately and it can be MME selective, however, it has the disadvantages that it does not reduce the RACH or RRC load and the number of MTC subgroups that can be selectively filtered may be limited (due to a lack of available cause code points). MTC barring, on the other had, has the disadvantages that it would not be MME selective and there may be some delay before barring can be applied (system information modification update cycle) however, it appears to have the advantages that RACH and RRC load is removed and the number of MTC subgroups that can be separately controlled may not be so restricted. 
In principle either or both methods could be used to fulfil the requirements of the WI, consequently it is suggested that:-

P1:
RAN2 will have to decide whether RRC Connection Establishment Reject or MTC barring or both methods should be adopted to fulfil the requirements of the WI. 
Work directed towards the RAN2 MTC study item has identified a number of mechanisms that are potentially capable of protecting the RACH from overload, but none that is solely within RAN specifications, other than access class barring, appears capable of controlling the load on the core network. 

2.1 Establishment cause
MTC related load can be removed from the core network by RRC rejection of Connection Requests provided that the establishment cause identifies that the request is for MTC. The mechanism has the advantages that it can be applied immediately the overload indication is received from the core network and it can be MME/SGSN selective should the eNB/NB be connected to more than one. [2] contains a note indicating that an eNB should only apply ACB for MTC if all of the MME to which the eNB is connected indicate that they are overloaded for the same MTC cause. However, the mechanism cannot remove the MTC load from the RACH or RRC.
After reject the UE may retry after a wait time signalled in the reject message. The current RRC specifications allow a maximum wait time of 16s for LTE and 15s for UMTS. It is not known if this is sufficient for use with MTC devices or whether a larger range would be required. [3] identifies that an extended wait timer could be included in the reject message, but this has not been identified as a WI requirement.
A potential difficulty is the availability of sufficient unused code points in the RRC Connection Request message, the WI is not clear how many are required. In the case of LTE there are three unused code points and in the case of UMTS there are ten. It could be viewed as undesirable for more than one code point to be used for MTC in Release 10 at least for the case of LTE. Restrictions on the number of code points could limit the ability to filter load by MTC subgroups.
One cause i.e. ‘low priority’ is specifically identified in the WI, but reference is also made to ‘and possibly other MTC traffic/signalling’. [2] indicates that the core network may wish to restrict access for the use cases of ‘UEs using low priority access’; ‘all UEs configured for MTC’; and UEs reselecting from other PLMNs (PLMN type) suggesting that up to two additional values may be required. However, [3] indicates that UEs configured for MTC shall perform attach with IMSI rather than  RA update with P-TMSI so that if IMSI (UMTS) or random bits (LTE) are used in the Connection Request combined with a ‘low priority’ or ‘MTC’ indicated as the establishment cause then there may be no requirement for a ‘PLMN type’ establishment cause.
The reject mechanism could, in principle, provide protection to the core network on its own or for a transient period whilst system information change for MTC barring becomes effective. In the latter case at least, it is suggested that having only one MTC establishment cause code point may be sufficient. 
P2:
RAN2 will need to clarify whether a single MTC establishment cause value, i.e. low priority’ is sufficient or whether one or more additional cause values are necessary. In addition, it should also be clarified whether an extension to the wait timer range is required.
2.2 MTC barring in LTE
MTC barring has the potential to remove load from both the core and access networks. It may also be possible to be more selective in the subgroups that can be barred than may be possible from the reject mechanism, i.e. each of the ‘low priority’, ‘all MTC’ and ‘PLMN type’ subgroups could be separately addressed. However, barring would not be MME specific and there may be some delay in barring becoming effective because of system information change latency. The existing LTE access class barring (ACB) mechanism could provide a basis for any LTE MTC barring mechanism.
With the exception of emergency call barring, the LTE ACB mechanism is based on a combination of a probability factor and a barring time. The mechanism can ensure that only a fraction of access attempts is made in a barring time interval thereby reducing the average load. This was adopted in place of selectively barring for a subset of the available access classes which is the mechanism that is used with UMTS. Absolute barring can be achieved by setting the probability factor to zero. The probability/ barring time mechanism is also capable of distributing burst activity across a larger time interval than the burst duration, either during continuous operation or following a transition from barred to unbarred. In considering the modification of the existing ACB mechanism for use for MTC barring the following issues are identified:-
Forward compatibility:-

It is believed that SA2 is only at an interim phase in specifying MTC and in later releases it is possible that there may be additional requirements for MTC access control. It seems preferable therefore, that the overhead of Rel-10 MTC control in later releases should be minimised, this might be aided by making the Rel-10 MTC barring a single, optional IE. 
Obs1:
The potential overhead of Rel-10 MTC control signalling in later releases should be minimised.

Probability factor or Boolean:-

If a use of MTC barring were to be adopted, an open issue would be whether control is exercised by the use of a probability factor/ barring time mechanism of the form adopted for LTE ACB or whether a simpler barred/not barred based mechanism is adopted. If a Boolean indication is used then at least the use of a barring time to control UE re-checking of the barred status or reliance on system information change update notification are alternative mechanisms that could adopted. Use of a Boolean indication could require a method of dispersing access attempts following a transition from barred to not-barred e.g. through the application of a random time delay.
The use of a probability factor (other than 0/1) could enable the distribution of establishment events across time both for the case of event triggers occurring in a burst or following a transition from absolute barring to not barred. The ability to distribute load may be useful in controlling the core network load and, if it is decided that RACH/RRC protection is necessary, it could also provide a potential solution to the problem. 
The WI does not indicate whether the core network protection is to be directed at burst activity, which has been the primary concern of the RAN2 study item, neither does it indicate whether the core network would require a reduction in MTC load or simply its removal. It is believed that the core network will simply indicate it is overloaded. Consequently it is suggested that:-
P3:
If MTC barring were adopted, RAN2 would need to consider whether the probability factor/ barring time mechanism adopted for LTE ACB should  be adapted for LTE MTC barring or whether a simple barred/ not barred based mechanism is preferred and, if so, whether use of a barring time is retained.

Number of MTC barring use cases:-
If MTC barring is adopted, an open issue will be the number of MTC subgroups for which separate control is signalled. It is understood that UEs could be configured as ‘low priority’ and/ or ‘MTC’ when manufactured or by OMA DM signalling after registration. [2] indicates that the core network may want to restrict MTC load based on subgroups, including all MTC UEs; UEs using low priority and PLMN type. 

The more subgroups for which control is separately signalled the greater the signalling overhead, and potentially there is greater complexity in setting the signalled parameter values and in identifying the source of overload. LTE currently supports separate ACB barring for four use cases, MO data, MO signalling, MMTEL data and MMTEL signalling together with emergency call barring. In Rel-10 CSFB ACB will be added and, possibly MTC subgroups. Because a UE may simultaneously belong to several controlled groups, e.g. access class, low priority and MTC or PLMN type, there is a potential for interaction between the barring controls and it will be necessary to identify the intended outcomes.
Keeping the number of MTC controlled subgroups to a minimum, for example ‘low priority’ and ‘PLMN type’ may be a preferred way forward. 
P4:
If MTC barring is adopted, RAN2 will need to clarify what MTC subgroups are necessary and sufficient to fulfil the requirements of the WI. If interaction can occur between barring events for a single UE, the intended outcome will need to be identified.
Furthermore, it seems preferable that the number of additional IEs introduced for MTC in system information should be a minimum, particularly taking account of the fact that Rel-10 MTC may only represent an interim control mechanism. Including control parameters in a single optional IE in SIB2 may be a preferred mechanism.

Obs2:
If it is decided that MTC barring is required for LTE, then a single additional IE in SIB2 may be the preferred signalling mechanism. 
Latency:-
In the RAN2 MTC study item, the primary concern has been the arrival of bursts of MTC activity within periods of as little as ten seconds. It is not clear from the work item description whether the work item intends that the RAN mechanism and the core network trigger for it is to counter activity in this time period or whether the mechanism need not be as dynamic. The barring mechanism may also be capable of protecting RACH should it be decided that RACH protection is required.
To change a probability value or barred/ not barred indication using the normal SI change procedure requires two SI modification periods. If this time period is too slow, a mechanism for improving the access network response time would be to take the changes to MTC barring broadcast outside of the SI change mechanism, as has been adopted for SIBs 10, 11 and 12, and require that an MTC device reacquires SIB2 before attempting to initiate transfer to connected state. This would, however, introduce a permanent delay to MTC access, the delay being dependent on the interval between the SIB2 transmissions. Adopting such a mechanism could also enable dynamic management of RACH load possibly fulfilling the requirements of the RAN2 MTC study item. 
P5:
RAN2 should clarify what are the latency requirements for the work item and whether changes to the broadcast parameters can be made within the normal system information change mechanism. 
2.3  
MTC barring in UMTS
UMTS provides ACB in a different mechanism than that which is used in LTE. Selective barring of a subset of the available access classes, updated through normal system information change procedure is used to reduce load rather than the probability factor/ barring time mechanism that is used for LTE. ACB parameters are transmitted in SIB3. Should it be decided that MTC barring is required in UMTS the natural starting point for the case of UMTS could be an additional MTC specific IE in SIB3. A simple barred/ not barred indicator for each use case (MTC subgroup) could be appropriate. Similar open issues as those indicated for the LTE case exist e.g. what MTC use cases are individually addressed by the barring IE. 

One potentially significant open issue could be the time distribution of UE access attempts following a transition from barred to not barred. Should it be decided that some distribution mechanism is required, UE application of a random delay e.g. uniformly distributed over a specified time could provide a solution.
Obs3:
If it is decided that MTC barring is required for UMTS, then an additional IE in SIB3 may be the preferred signalling mechanism. 

3
Conclusion
This Tdoc has reviewed the implications of the MTC WI for RAN2 and has made the following proposals:-
P1:
RAN2 will have to decide whether RRC Connection Establishment Reject or MTC barring or both methods should be adopted to fulfil the requirements of the WI. 
P2:
RAN2 will need to clarify whether a single MTC establishment cause value, i.e. low priority’ is sufficient or whether one or more additional cause values are necessary. In addition, it should also be clarified whether an extension to the wait timer range is required.

Obs1:
The potential overhead of Rel-10 MTC control signalling in later releases should be minimised.
P3:
If MTC barring were adopted, RAN2 would need to consider whether the probability factor/ barring time mechanism adopted for LTE ACB should  be adapted for LTE MTC barring or whether a simple barred/ not barred based mechanism is preferred and, if so, whether use of a barring time is retained.

P4:
If MTC barring is adopted, RAN2 will need to clarify what MTC subgroups are necessary and sufficient to fulfil the requirements of the WI. If interaction can occur between barring events for a single UE, the intended outcome will need to be identified.

Obs2:
If it is decided that MTC barring is required for LTE, then a single additional IE in SIB2 may be the preferred signalling mechanism. 

P5:
RAN2 should clarify what are the latency requirements for the work item and whether changes to the broadcast parameters can be made within the normal system information change mechanism. 

Obs3:
If it is decided that MTC barring is required for UMTS, then an additional IE in SIB3 may be the preferred signalling mechanism. 
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