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1. Introduction
In this contribution, Vodafone considers the possibility of extending the UMTS Access Class Barring (ACB) mechanisms to fulfil the requirements identified in R2-105479 [1] for CN overload protection
2. . Requirements for CN Overload control from M2M signalling
According to R2-105479[1], the following requirements must be fulfilled for CN overload protection from M2M signalling: 

Requirement 1: It shall be possible for the network to reduce signalling load caused by devices configured for MTC independently from signalling load caused by devices not configured for MTC. 
Requirement 2: Overload control shall be possible with a granularity of a single CN node (SGSN, MME, MSC).

Requirement 3: It shall be possible for network to differentiate devices configured for MTC supporting low priority M2M applications from devices configured for MTC supporting other M2M applications and also from other devices not configured for MTC. 

Requirement 4: It shall be possible for the network to decorrelate access attempts from devices configured for MTC which have either been rejected by the network following an event or originate from MTC applications that generate access attempts in a synchronised manner. 

Requirement 5: It shall be possible for network to prevent access to CN (for signalling connections) from devices configured for MTC if they are of a certain roaming sub-category. 

In the following section we consider how UMTS ACB can be used/ extended to support the above requirements
3.  UMTS ACB Mechanism 
Currently devices are randomly allocated one of the access classes 0-9 and may additionally be provided with one or more of special access classes (11-15) [2]. The basic principle of ACB, as designed for UTRAN, is that the network broadcasts information indicating which access classes and not permitted and UEs belonging to the non-permitted access classes do not attempt to access the network as long as the network indicate that ACB is ‘turned on’

Each access class is actually part of an Access Service Class which corresponds to a certain set of PRACH resources allocated to this access service class. This is broadcast in SIB5. In order to control the RACH load, there is also a persistence level which is derived from a parameter N sent in SIB 7. A UE will only transmit the PRACH if a random number drawn is less than the persistence level. If UE does not receive any response it will try again after 10ms. If it receives a NACK, it will randomly back off over a certain time before retrying. If the PRACH fails for a certain number of attempts the procedure in the MAC is aborted and failure indicated to higher layer.

The main difference from the LTE mechanism is that the network can bar specific access classes (0-9) whereas the LTE mechanism does not differentiate among devices with AC 0-9. For example, if AC 0-2 are barred it means that 30% of devices are barred in the network. The network can of course rotate the access classes which are barred to ensure that devices of a certain access class are not unfairly penalised.  Devices with one or more special access classes also have an access class 0-9. 

In UMTS Release 6, Domain Specific Access Control (DSAC) was introduced to differentiate access control for CS and PS domain calls.  The signalling introduced allows network to indicate for a certain domain which access classes are barred or if access restrictions do not apply to this domain. The access control is done in RRC which applies the restriction for RRC Connection Requests to send an INITIAL DIRECT TRANSFER message towards the restricted domain i.e. CS or PS i.e. RRC can differentiate between RRC Connection Request for traffic/signalling towards the CS domain and traffic/signalling towards the PS domain. Signalling is also introduced to indicate access restrictions on a per operator basis in a shared network environment. UE has to check the PLMN of the cell in which is it is making a connection attempt to apply the appropriate restrictions. 

4. Extending ACB Mechanism for UMTS to fulfil the Requirements for CN Overload Control from M2M
Requirement 1: It shall be possible for the network to reduce signalling load caused by devices configured for MTC independently from signalling load caused by devices not configured for MTC. 
If we assume that all devices configured for MTC are randomly assigned an AC 0-9, it means that devices of one AC can be supporting all types of M2M applications. If device is aware that it is configured for MTC or  a normal device, then the network can prevent access from a certain fraction of devices configured for MTC by broadcasting a bitmap indicating for which access class devices configured for MTC should be barred. In this way the network can prevent access from all devices configured for MTC or a certain percentage of devices configured for MTC where this percentage is a multiple of 10 e.g. 10%, 20%, 30% etc. 

One issue to address is whether the AC control is performed in the AS or in the NAS. Vodafone proposes to align with the LTE mechanism for SSAC and perform the access control in upper layers.  The network can broadcast a bitmap indicating which of the Access classes 0-9 are barred for MTC devices and the bitmap is forwarded to upper layers where the access control is performed. 
Another issue to address is how the ACB for devices configured for MTC would interact with the ACB for DSAC if both are turned on.  The ACB for devices configured for MTC would mean that all CS and PS domain access for M2M signalling would be barred whereas the DSAC restriction would indicate that all devices (whether configured for MTC or not) towards a certain domain are restricted. It seems sensible that if ACB for devices configured for MTC is turned on, then all RRC connection requests for M2M signalling from devices configured for MTC are barred according to the access class restrictions even though the domain towards which the signalling is being initiated is not restricted.
 Similarly, if restriction towards a certain domain is indicated, it means that M2M signalling/traffic towards the indicated domain would be restricted even though the access restriction for M2M signalling from devices configured for MTC does not apply the restriction to certain access classes. Thus, if both DSAC and ACB for devices configured for MTC are turned on, UE should apply independent access control for DSAC and ACB for devices configured for MTC. 

Proposal 1:  The UMTS ACB mechanism can be extended to allow access restrictions for all devices configured for MTC or a fraction of all devices configured for MTC by network broadcasting an Access Class Restriction List which is applicable to mobile originated signalling from devices configured for MTC.  The Access Class Restriction List is forwarded to upper layers for access control. 
Requirement 2: Overload control shall be possible with a granularity of a single CN node (SGSN, MSC).

ACB relies on the network broadcasting access restrictions to all devices in a cell irrespective of which CN node the device is connecting to. Hence, this mechanism is not appropriate if not all CN nodes to which the eNB is connected are congested. In order to address this requirement an alternative mechanism is required. An alternative mechanism is described in R2-105491 [3].
Observation 1: ACB cannot fulfil the requirement to apply selective access control to devices configured for MTC towards a specific CN node for UMTS 
Requirement 3: It shall be possible for network to differentiate signalling from devices configured for MTC supporting low priority M2M applications, from devices configured for MTC supporting other M2M applications and also from other devices not configured for MTC. 

Assuming the access control for devices configured for MTC is performed in upper layers, the AS does not need to be aware that the access is for signalling from devices configured for MTC supporting low priority applications. However, the network needs to broadcast an indication that the Access Class Restriction List broadcast for devices configured for MTC is only applicable for such devices supporting low priority M2M applications. 
Proposal 2: The network should indicate whether the Access Class Restriction List for access control of mo-signalling for devices configured for MTC apply to all such devices or only devices supporting low priority M2M applications. 
Requirement 4: It shall be possible for the network to decorrelate access attempts from devices configured for MTC which have either been rejected by the network following an event or originate from MTC applications that generate access attempts in a synchronised manner. 

In UMTS, if a certain access class is barred, RRC will not initiate the RRC Connection Request until the restriction is removed. If an event occurs which triggers a massive number of devices to initiate signalling, then ACB will prevent all those devices from making RACH attempts as long as the restriction is turned on. Unlike LTE, there is no back-off mechanism for the devices to re-attempt access at layer 3. However, if the restriction is removed, there is a risk that all those devices that could not connect at the time of the event all attempt connection at the same time. 

Network solution
If the network turned on the ACB for mo-signalling from devices configured for MTC, then it can remove the restriction progressively over a long enough time period to avoid CN signalling overload and potentially RAN overload also. For example, if 100% of devices configured for MTC were barred, network could remove the restriction on one access class i.e. 10% of devices at a time until all the access restriction is removed.

However, considering the massive number of MTC devices, 10% of devices might still overload the CN if they all attempt connection at around the same time. However, the operator has the ability to turn off the restriction for only a subset of cells related to the Congested CN node, thereby avoiding the risk of further overloading due to the original event.

Proposal 3: Network can take care of decorrelating subsequent access attempts from barred devices by progressively removing barring restrictions for access classes and cells where ACB was turned on.   .
Requirement 5: It shall be possible for network to prevent access to CN (for signalling connections) from devices configured for MTC if they are of a certain roaming sub-category. 

This requirement implies that the network needs to indicate whether the access restriction parameters for devices configured for MTC applies to all those devices or only certain sub categories of roaming devices. From Vodafone’s perspective, the following differentiation needs to be possible:

-Access restriction applicable to all roaming devices (these can be considered to be devices where the PLMN is not part of the HPLMN or not part of an EPLMN)
-Access restriction applicable to all roaming devices not part of the ‘Operator Group’. The PLMNs that make up the Operator Group are defined as a subset of the USIM’s operator defined PLMN list, where, the subset consists of one PLMN per country, and that PLMN is the most preferred PLMN in that country. 
Proposal 4: Network should indicate whether the access restriction for devices configured for MTC only applies to all devices or only to roaming devices or roaming devices not part of the ‘Operator Group’. 
5.  Conclusions
In this contribution, Vodafone considers the possibility of using the access class barring mechanism for UMTS in order to fulfil the requirements for overload protection of the CN from devices configured for MTC. The following proposals and observations are made:

Proposal 1:  The UMTS ACB mechanism can be extended to allow access restrictions for all devices configured for MTC or a fraction of all devices configured for MTC by network broadcasting an Access Class Restriction List which is applicable to mobile originated signalling from devices configured for MTC.  The Access Class Restriction List is forwarded to upper layers for access control. 

Proposal 2: The network should indicate whether the Access Class Restriction List for access control of mo-signalling for devices configured for MTC apply to all such devices or only devices supporting low priority M2M applications. 
Proposal 3: Network can take care of decorrelating subsequent access attempts from barred devices by progressively removing barring restrictions for access classes and cells where ACB was turned on.   
Proposal 4: Network should indicate whether the access restriction for devices configured for MTC only applies to all devices or only to roaming devices or roaming devices not part of the ‘Operator Group’. 

RAN2 is kindly requested to discuss and agree on the proposals in this contribution. A draft stage 3 CR is available in R2-105504 [5] to fulfil the requirements for CN overload protection from devices configured for MTC according to the proposals in this contribution. 
References
 [1] R2-105479, ‘Overview of CN Overload Scenarios and RAN2 Requirements,’ Vodafone
[2] TS 22.011, ‘Service accessibility,’ 3GPP

[3] R2-105491, ‘On the Need for New Establishment Causes for Devices Configured for MTC –UMTS,’ Vodafone
 [4] R2-105504, ‘ACB for Devices Configured for MTC,’ Vodafone


























































































PAGE  
1

