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Discussion and decision
1. Introduction
Many decisions regarding MTC were made in the last SA2 meeting [1-4]. The decisions that may have impact on RAN2 specifications include the followings:

1.  MTC and/or low priority access indication in the RRC connection establishment message.

2.  RRC connection reject with extended wait time.

3.  New access control barring mechanism for non HPLMN device and low priority MTC devices

Also RAN plenary approved related work item as in [5]. As SA2 and RAN plenary had made a progress on the MTC handling in rel-10, RAN2 needs to discuss corresponding air interface enhancement. This contribution proposes RAN2 changes required to support SA2 decisions.
2. Discussion
2.1 RAN2 MTC discussion way forward
Though SA2 made decisions that may have impact on RAN side, air interface enhancement is RAN work scope. RAN groups can design anything they want. But at the same time, we should consider the timeline of the work item and work progress of other work groups. As approved in the work item [5], the rel-10 RAN enhancement for MTC is scheduled to be approved in RAN#51 that will be in next March. RAN2 needs to make decisions in a relatively short time. Also other work groups, SA1 and SA2, already approved many agreements for rel-10 MTC. As the MTC support cannot be RAN-only issue, RAN2 should consider enhancements that can co-work with SA2 mechanisms. Considering the aforementioned points, RAN2 needs to prioritize enhancements required to incorporate SA2 decision first. Further RAN-side optimization can be considered after finishing the basic design or in the next release.
Proposal 1: RAN2 needs to prioritize enhancements required to incorporate SA2 decision.

2.2 Access class barring for MTC devices

SA2 already included a solution based on RAN ACB [1]. And, there were quite support for the same approach in RAN2([6], [7], [8]). Also as shown in the evaluation result in [9], the congestion from high number of MTC devices is not expected even in the extreme simulation setup. i.e., the problem itself would be rare. Sophisticated solutions for the rare problem can be an overkill. Access class barring is a simple and well working solution enough to control congestion on shared common resources.
Proposal 2: Adopt access class barring mechanism as a primary congestion control tool for MTC.

Before discussing detailed solutions, we need to discuss what the term “MTC class” exactly means. More specifically we need to decide whether it’s a type of device or a type of service. As indicated in the SA1 document [10], it also should be considered that accesses from one MTC device can have different charicteristics in the future release. If it is a type of device, we need to think of how to support various MTC traffic characteristics in a single device type. The following two alternatives can be considered:
Alternative 1. Introduce single low priority MTC device class(i.e., MTC device class) in rel-10. UEs can be configured as low priority MTC device during manufacture, and/or, when accessing the network via OMA DM and/or USIM OTA. [1] If the UE is configured as low priority MTC device, AS performs access barring. Multiple traffic characteristics can be considered in the future release possibly with indication from application layer.
Alternative 2. Introduce single low priority MTC service class and related parameters in rel-10. The parameters will be transferred to the application layer, and the application layer will handle barring. Other service classes can be discussed in the future release.

If AS needs to indicate the access from MTC devices as SA2 agreed, it can be done more easily in the alternative 1. In the alternative 2, some additional interface between AS and application layer is required. Also it is not clear for now what kind of services and how many services are needed in one MTC device. RAN support for that can be discussed after SA1 and SA2 finalize related requirements and procedures. Access differentiation among services still can be supported in the alternative 1. So we propose to introduce low priority MTC device class in rel-10, and leave other per-service enhancements to later releases.
Proposal 3: Introduce a new low priority MTC device class and corresponding barring parameters in rel-10.

A separate access control for roaming MTC devices was agreed in the last SA2 meeting. The control method can be identical to the non-roaming MTC devices. But when the core network gets congested, it may be ok to disallow all the accesses from roaming MTC devices for simplicity as they will have the lowest priority than other devices. If the access is allowed, roaming MTC devices can apply the same barring parameters with non-roaming MTC devices.
Proposal 4: Introduce simple allow/disallow indication for roaming low priority MTC devices. If access is allowed, roaming low priority MTC devices will apply the same barring parameters with non-roaming low priority MTC devices.
2.3 MTC indication in the connection request
SA2 agreed to introduce an indication at the connection establishment phase to help core network congestion avoidance. RAN2 can introduce a new cause value in the RRCConnectionRequest message for the purpose. If we agree to introduce low priority MTC device class in rel-10, the cause value should also indicate connection request from the low priority MTC device. This indication can be shared between roaming and non-roaming low priority MTC devices.
Proposal 5: Introduce a new cause value in the RRCConnectionRequest message indicating it is from low priority MTC device.
3. Conclusion
Considering the timeline of the MTC work item and work progress of other work groups, this contribution proposes to focus on enhancements to support SA2 agreement first.

Proposal 1: RAN2 needs to prioritize enhancements required to incorporate SA2 decision.

Also this contribution proposes RAN2 changes required to support SA2 decisions as follows:
Proposal 2: Adopt access class barring mechanism as a primary congestion control tool for MTC.

Proposal 3: Introduce a new low priority MTC device class and corresponding barring parameters in rel-10.

Proposal 4: Introduce simple allow/disallow indication for roaming low priority MTC devices. If access is allowed, roaming low priority MTC devices will apply the same barring parameters with non-roaming low priority MTC devices.
Proposal 5: Introduce a new cause value in the RRCConnectionRequest message indicating it is from low priority MTC device.
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