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1 Introduction

At RAN-49 a new Rel-10 WI on "RAN mechanisms to avoid CN overload due to MTC" was approved. The work item description [1] gives the impression that the radio access network (UTRAN, E-UTRAN) must be made aware of Machine-Type-Communication (MTC) and that MTC specific solutions should be agreed. 
In this document we analyze which meaning “MTC” has from a RAN perspective and show that this is neither necessary nor beneficial to define RAN solutions limited to MTC. 
2 Discussion
MTC stands for Machine-Type-Communication and describes a new field of applications and services that communicate and generate traffic without (immediate) interaction with a user. Already today applications on computers and smart phones connect to servers and peer nodes autonomously to e.g. fetch new emails or update web page content. However, this is typically not referred to as MTC.

It is assumed that in the future many devices will use network connectivity to exchange information with each other. It is expected that a considerable share of this connectivity will be provided by mobile communication systems. This will cause increased traffic volume in such systems and it may also result in new traffic characteristics. However, at this point in time future traffic characteristics are impossible to predict. But given that we foresee a wide range of MTC devices and services, also the traffic patterns will vary. There will be MTC services that perform large data transfers so that, like for typical internet applications, the data channels will be the limiting resource. There may also be MTC services that send small data packets very frequently, i.e., similar to VoIP where we know that the L1 control channels may become limiting. Recently, RAN2 analyzed a traffic pattern where a huge number of devices attempt to transmit a small portion of data at almost synchronously. It is assumed that (poorly implemented) power meters could generate such undesirable traffic characteristics and SA2 formulated a requirement to specify solutions to protect the network and other UEs from such MTC devices. Also the corresponding RAN WI [1] aims to 1) introduce an additional establishment cause to allow RAN node to differentiate low priority MTC traffic/signalling (and possibly other MTC traffic/signalling) from other traffic/signaling as well as to 2) review the SA2 overload scenarios, consider what RAN solution can address these, and identify and specify mechanisms to prevent MTC UEs from overloading the network. While we see benefits in protecting regular applications and services from less important access attempts, we think this functionality should not be limited or coupled to MTC. 
As explained above, MTC services may show any sort of traffic pattern and they may be associated with very low but also with very high priority and QoS requirements. Therefore, the new functionality discussed in the scope of this WI is not applicable to all MTC services. On the other hand, also services and applications traditionally not classified as MTC may benefit from new mechanisms such as enhanced access barring. 
Therefore, we propose to keep any functionality introduced in this WI (and also in general) as service agnostic as possible. One should keep in mind that even those RAN solutions that aim at improving the performance of very specific applications (such as SPS for VoIP) have been kept service agnostic and can be used for any sort of service. MTC, on the other hand, cannot even be associated with any particular traffic characteristics. Consequently, it is not possible and not desirable to optimize RAN behavior for MTC. If and only if we observe traffic patterns which current radio access technologies cannot handle appropriately, RAN2 should investigate solutions. But even then, these solutions should be generic and not tied or limited to certain services and in particular not to a nonspecific tag such as MTC. 
Proposal 1 UTRAN and E-UTRAN should be kept MTC agnostic, i.e., new functionality introduced in the scope of this WI should be applicable to any application or service.
As a consequence of this proposal and as discussed in [2], RAN2 should discuss a new low priority access barring feature and a corresponding low priority establishment cause value. When to apply them should be indicated by higher layers (NAS level). 
Correspondingly, we don’t see a need to introduce an “MTC identifier” in addition to the low priority establishment cause value. If the NAS level chooses to give an MTC service the normal access priority there is no need to further distinguish by MTC and non-MTC for the purpose of RAN overload protection. If a need for finer granularity would be seen, this should be achieved by extending the above-mentioned generic low priority access barring feature. It has also been mentioned that the purpose of the “MTC identifier” is to select an appropriate set of CN nodes. However, the benefits of introducing multiple CN domains are still unclear. If there is a desire for such CN deployments, already available mechanisms should be evaluated before introducing new solutions. 
3 Conclusion

Based on the discussion in section 2 we propose the following:

Proposal 1
UTRAN and E-UTRAN should be kept MTC agnostic, i.e., new functionality introduced in the scope of this WI should be applicable to any application or service.
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