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1 Introduction

In Tdoc [R2-105659], we examined the requirements for supporting MTC in RAN.  Some of the requirements identified in the document are listed below:

1) A mechanism to prevent (low priority?) MTC load on a CN node when the respective CN load is overloaded

At the next lower level, this requirement can be further broken down into:

a) A mechanism to identify MTC devices for purposes of re-directing the MTC traffic to a specific CN node(s), to reject (low priority/roaming) MTC access

i. Whether it is necessary to differentiate between the different types of MTC devices: low priority, Roaming, other MTC devices, etc. needs further clarification 

b) A means to “reject” connection attempts from MTC devices to a particular CN node

i. a means to “reject”  connection attempt after identification of the CN node that UE is attempting to connect to

2) Possibility to prevent all MTC traffic if all CN devices is overloaded

3) A means to prevent repeated access attempts when the network (either a particular CN node or all nodes) is overloaded

This document looks at LTE specific solutions to address the above requirements.
2 Discussion

Based on the above requirements, the solutions requirements can be classified as:

2.1 Need to provide some additional information to eNB during the Connection establishment phase.  
From the above discussion, there are many reasons for MTC device indication; it can be used to differentiate between the different types of MTC devices: low priority, Roaming, other MTC devices, etc.  Whether it is needed to differentiate between them needs further clarification as the details of the information needed in Rel-10 depend on this clarification.  However, it can be expected already that more accurate identification will be needed in future releases.

There are two messages that are provided by the UE during the connection establishment:

1) RRC connection request in RACH message 3: 

This message is has severe size constraints and cannot be extended.  It only has 3 spare cause values available for extension.  One additional size bit is also available.  These critical spares should only be used when other options have been ruled out or when there is very clear benefit from using them.
2) RRC connection Setup Complete message in RACH message 5.

This message already carried information needed for CN connectivity such as GUMMEI.  For NAS messages other than Service Request, it is only possible to identify the MME serving the UE after receipt of the RRC Connection Setup Complete.

Information in RRC connection request is primarily for information that is needed by RAN during this early part of the connection establishment. During the Rel-11 phase of the MTC RAN overload handling, it may be necessary to carry some information in RRC connection request for RAN overload handling that can’t be wait until message 5.   

The few spare values or 1 bit information available is unlikely to be able to provide more than one indication (in terms of information carried) in RRC Connection request.  So even if were to use one of the spare RRC cause values, other solutions will need to be looked at to provide any additional information beyond the one cause value
MME selection for NAS messages (other than SR) is done by eNB after receipt of the message 5.  The GUMMEI in message 5 is the basis of whether eNB needs to perform load based MME selection (if the GUMMEI is pointing to an MME that is outside the pool area) or select the last MME serving the UE.  Roaming UEs attaching to the network because of failure of the other PLMN network can also be identified based on the GUMMEI provided in RRC connection Setup Complete.
Based on the above requirements, since it is necessary to be able to reject the MTC connection request to a specific MME, it is only possible to do so after receipt of RRC connection Setup Complete.  Further, it is only possible to establish the S1 connection after receipt of the RRC connection Setup Complete message which also carries the Initial UL Direct transfer message.
Observation #1: It is not possible to take action based on overload on a specific MME at the time of RRC connection request.  It is only possible to perform MME selection and identity impact of CN overload status after receipt of RRC connection Setup Complete.

RRC connection Setup Complete being (relatively) more extendable also allows the possibility to carry additional information in the future to differentiate between the different types of MTC devices/traffic.

Hence it is proposed that 
Proposal #1: Any information that is needed specifically for handling CN overload/selection be carried in RRC connection Setup Complete message rather than RRC connection request.
This proposal is not meant to rule out the possibility of using one of the spare causes in RRC Connection Request.  But introduction of any new information in RRC Connection Request should only be done after careful consideration on the necessity for CN overload and for future applicability of this information.  
2.2 Means to “Reject” the Connection Request
RRC Connection reject is used today in response to RRC connection Request message.  After having accepted the RRC Connection request with RRC connection Setup message, the connection can only be released using RRC Connection release message.

Since the rejection has to be done in some cases after identification of the MME node that is serving the MTC device based on information in RRC connection Setup Complete, it should be made possible to “reject” the RRC connection after receipt of the RRC connection Setup Complete message.  

This leaves a couple of options (probably not an exhaustive list):

1) Allow RRC connection reject message after RRC connection Setup Complete.   This requires changes to the existing state models.
2) It is possible to “release” the connection already immediately after receipt of RRC connection Setup Complete using RRC connection release message before contacting the MME.  Use this message also as a “rejection” mechanism.
It is hence proposed that 

Proposal #2: RRC connection release message is the primary mechanism to “reject” the connection attempt by an MTC device towards a CN node that is overloaded.

2.3 Means to prevent repeated Access attempt 
RRC connection reject message already includes a Wait time during which the UE is not allowed access.  However, as per discussion above, it is not sufficient to meet the MTC requirements since it is not possible to identify MTC/CN devices when RRC connection reject can be sent.  

As per proposal #2, if RRC connection release is used to perform the “rejection” of the connection attempt, then it should be made possible to signal a “wait time” in the RRC Connection Release message.

It is hence proposed:

Proposal #3: Introduce something similar to a “Wait time” in RRC connection release message during which the UE is not allowed to access the network.  Whether this restriction should apply to the cell or PLMN is FFS.
This proposal is not intended to rule out the possibility of extending the Wait time that is already present in RRC connection reject as it has minimal specification impact.  However, it is not sufficient to meet the SA2 requirements as mentioned above.  

2.3.1 Barring User access
AS discussed above, this will be needed only in cases where all the CN nodes are overloaded.  If we ignoring RAN overload scenario (as it is not the main part of this work), the solutions discussed above can also address the case of overload of all the CN nodes.  

To handle RAN overload, the solution that are being discussed as part of the SI can be considered.  It is possible that these on its own or in conjunction with the solutions above can be applied to handle overload of all CN devices.  Discussion on applicability/efficiency of specific solutions or combinations to also address overload of all CN nodes need further discussion.

3 Summary of proposals
This contribution discussed LTE specific solutions for handling CN overload as required in the WI and SA2 requirements.  The following proposals are made.

Proposal #1: Any information that is needed sp0ecifically for handling CN overload/selection be carried in RRC connection Setup Complete message rather than RRC connection request.

Proposal #2: RRC connection release message is the primary mechanism to “reject” the connection attempt by an MTC device towards a CN node that is overloaded.

Proposal #3: Introduce something similar to a “Wait time” in RRC connection release message during which the UE is not allowed to access the network.  Whether this restriction should apply to the cell or PLMN is FFS
