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1 Introduction
A new WI [1] on MTC was agreed during RAN#49. This WI aims to provide RAN mechanisms to avoid CN overload due to MTC. This contribution discusses in two mechanisms to protect both the CN and the RAN. 
In this document we discuss alternative solutions for realizing overload control by means of access barring and establishment cause values for low priority devices or services. The proposed solution is applicable to any device or service and not to limited to machine type communication.
2 Discussion 
Overload protection for the core network can be achieved through different mechanisms. Some of these mechanisms can also prevent overloading the radio access network. It would be beneficial to consider mechanisms which can prevent overload situations in both the core network and the radio access network.
The Study Item on MTC [2] highlighted some mechanisms to prevent overload in the radio access network. Some of these can also help to avoid congestion situations in the core network.

2.1 Access Class Barring

Access Class Barring (ACB) is a well known mechanism in the RAN. This mechanism prevents the UE from establishing an RRC Connection. As a consequence, the synchronized rush of random accesses is eliminated and, at the same time, the RAN is protecting the core network to receive an avalanche of requests in a synchronized manner.

Access Class Barring is based on the Access Class (AC) which is embedded in the USIM/SIM. Currently, there are 16 AC and all UEs are members of one of the AC between AC 0 and AC 9. AC 10 is used for emergency call. AC 11 to AC 15 are special high priority classes. A UE may also be allocated one of these classes. 
Without any further extension, MTC devices would be assigned an AC between 0 and 9 similarly as for normal UEs. Whether higher priority is needed, AC 13 could be used. AC 13 is a high priority AC reserved for public utilities such as water and gas suppliers. 
Consequently, all UEs and MTC devices will have the same access priority level; therefore, there is no possibility to associate certain devices or services with lower priority access rights. Hence, there are no means to block devices which are time tolerant or have a low priority level. In addition, not all MTC devices with high priority access can be classified as a public utility so that AC 13 may not be suitable for them.

In the following sub-sections we therefore investigate two ways to extend the existing Access Class Barring mechanism in order to add support for MTC and other devices with lower access priority than other UEs (AC 0 to 9). 
2.1.1 Extending the current access classes. 

A newly defined ‘low priority’ AC could assist to overcome the drawbacks presented in the previous approach. MTC devices with relaxed delay requirements, for instance, could be assigned this new ‘low priority’ AC. Yet, MTC devices running different applications would need to belong to different access classes. We therefore think that these drawbacks can be avoided with a simpler yet more efficient solution outlined in the following sub-section.
2.1.2 Access Barring based on NAS level indication
This solution relies on the fact that the NAS level is aware of the current service requirements and the device configuration. It is assumed that the NAS level indicates the access type to RRC as already done today. When the NAS indicates that the RRC connection establishment is for ‘low priority’ access, the RRC protocol could e.g. ignore the legacy Access Class(es) barring and perform the Access Barring based on one or more configurable parameters. 

This mechanism is very similar to the ACB mechanism in LTE. The ACB mechanism and the ACB parameters are based on the AC and in the reason to establish the connection. The later is provided by the NAS; hence, keeping AS and RRC protocol and procedure descriptions service agnostic.
In the simplest scenario, the network can broadcast a boolean parameter for ‘low priority’ connection establishment. ‘low priority’ accesses would be barred or not barred depending on this parameter. The main drawback of using a “on/off” parameter is that it does not help to control the amount of ‘low priority’ devices which may be in the network, it does not avoid the synchronized accesses which may happen in a concrete point of time and it does not help to distribute these synchronized accesses. In particular upon release the ‘low priority’ barring indication a burst of accesses is to be expected and it is not possible to slowly increase the number of the accesses. 

One way to control the amount of ‘low priority’ devices and access requests which are given access into the network is introducing a ‘low priority access probability’. This parameter could range from 0 to 1 where 0 means that all accesses are barred and 1 means that no access is barred. Values in between would let devices to enter the network with a certain probability. 

In addition, it would also be beneficial for both RAN and core network to also randomize the time at which the devices will send the RRC Connection Requests. This is already possible today in LTE. The UE access the network after a random period within a time window frame.

These two mechanisms will help the network to control the intensity of the ‘low priority’ establishment requests and the amount of ‘low priority’ devices which are in the system; hence, preventing overload situations in both core network and radio network. 
Proposal 1 RAN2 should discuss a new low priority access barring feature for UTRAN and E-UTRAN that is based on a mechanism similar to the existing access class barring, and controlled by higher layers (NAS level). 
2.2 Establishment Cause

ACB is a mechanism which has an impact on all the mobile devices belonging to a specific Access Class. However, there may be situations in which the RAN may decide to reject or block specific connections depending on the RAN and/or core network load, and the reason to establish the connection i.e. the establishment cause. The Establishment Cause is included in the RRC Connection Request which is the first message transmitted to the network. The Establishment Cause is set by the NAS as specified in TS 24.301 and TS 24.008.The establishment cause is a suitable metrix for the RAN and for the core network to monitor the number of incoming connections and to perform preventive actions on specific establishment cause values to avoid overload situations.

The current standardized establishment causes are: 
· For LTE: emergency, high priority access, mobile terminated access, mobile originated signaling, and mobile originated data. 
· For HSPA: originating conversational call, originating streaming call, originating interactive call, originating background call, originating subscribed traffic call, and many more.
We see that the establishment causes in both RATs are quite different and it is difficult to match the establishment cause values one to one. All these establishment cause values could be divided into high priority access or normal priority access. Yet, as in the case of the Access Class Barring, no establishment cause value is defined for low priority accesses.
As discussed in section 2.1.1, the NAS level of a MTC device could set its establishment cause to high priority access, to one of the establishment causes for normal priority accesses, or to a new establishment cause value for low priority accesses (‘low priority access’). 

This new ‘low priority access’ establishment cause could assist the core network in, for example, rejecting or dropping connections first for those low priority accesses in congested situations. The RAN could also use this establishment cause for similar purposes. There are also clear synergies and common benefits for the network if a common establishment cause value is used for both HSPA and LTE.
In addition, the access barring mechanism in LTE also depends on the establishment cause value. A new ‘low priority access’ would allow a higher degree of flexibility in the access class barring mechanism for LTE. 

Proposal 2 RAN2 should discuss introducing a new establishment cause value ‘lowPriorityAccess’ for both UTRAN and E-UTRAN.
3 Proposal

We kindly ask to RAN2 to discuss and agree on the following two proposals:
Proposal 1: RAN2 should discuss a new low priority access barring feature for UTRAN and E-UTRAN that is based on a mechanism similar to the existing access class barring, and controlled by higher layers (NAS level).
Proposal 2: RAN2 should discuss introducing a new establishment cause value ‘lowPriorityAccess’ for both UTRAN and E-UTRAN.
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