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1 Introduction

At the last RAN plenary meeting a work item [1] was approved which will require the RAN groups to specify in Rel 10 the access stratum features required to support MTC related CN overload control mechanisms.
On the assumption that RAN2 will first capture potential solutions in TR 37.868 [4], this document provides a proposal for capturing the potential EUTRA AS impacts and associated potential solutions associated with support for EPC overload control in the technical report.  
At the last SA2 meeting a CR on 3GPP TS 23.401 (GPRS enhancements for EUTRA specification) was agreed which details a high level overview of mechanisms required to manage potential MTC related overload [2].  These requirements have been used as a basis for identifying the work that will need to be done by the RAN groups.  Hence, in Section 2 a table is provided which provides a list, taken from 23.401 [2], of the mechanisms to be standardised within 3GPP Rel 10 for the purposes of protecting the EPS from overload.  For each of the mechanisms listed the table includes an assessment of whether or not there is any AS impact.   It is shown that each of the features identified as having AS impact fall within the scope of the new work item [1] and it is believed that there are no significant features identified in the work item [1] that are not addressed in the list. 
For each feature which has been identified to have AS impact, Section 3 details the requirement taken from 23.401 [2], the objective of the requirement, possible solutions and a list of identified open issues which it is suggested will require further study.  RAN2 are invited to discuss these findings.
Finally, the Appendix of the document includes some proposed text which could be captured in TR37.868 [4], where the intent is to provide a framework for ongoing studies in this area.  If for any given requirement there are some obvious candidate solutions then these have been listed in the text.  However, for requirements where there is a significant amount of further study required no solutions have been proffered. 
2 Review of AS impacts
At the last SA2 meeting a CR on Rel 10 of 3GPP TS23.401 (GPRS enhancements for EUTRA) was agreed which details a high level overview of mechanisms required to manage potential MTC related overload [2].  Table 1 provides the complete list of the mechanisms to be standardised within 3GPP Rel 10 for the purposes of protecting the EPS from MTC related overload as defined in [2].  For each of the mechanisms listed, the table includes an assessment of whether or not there is any AS impact.  In addition an assessment has been made of whether or not the requirements identified as having AS impact fall within the scope of the new work item [1] and this is shown to be true in all cases.  In addition it is believed that there are no significant requirements identified in the work item [1] that are not also addressed in the list. 
Table 1) List of EPS overload control requirements identified in 23.401 [2] and an assessment of the AS impact and relevance to the new Rel 10 MTC work item 
	Requirement from 23.401 [2], ‘Overview of protection from potential MTC related overload’
	AS impact? (Yes/No)


	Within scope of new work item [1]?
	Additional discussion provided in section:

	a) UEs can be configured for MTC during manufacture, and/or, when accessing the network via OMA DM and/or USIM OTA.
	No
	No
	-

	b)  UEs configured for MTC provide the E-UTRAN with specific indications that the RRC connection establishment is for signalling or user data from a UE configured for MTC.
	Yes
	Yes
	3.1

	c) RRC signalling has ‘extended wait timers’ added to the rejection messages.
	Yes
	Yes, In scope but not explicitly mentioned
	3.2

	d)  E-UTRAN provides additional Access Class Barring functionality to bar UEs configured for MTC independently of UEs not configured for MTC. Subcategories of this Access Class Barring permit different categories of roamers to be barred.
	Yes
	Yes, In scope but not explicitly mentioned
	3.3

	e) Overload messages from the MME to E-UTRAN are extended to aid the RAN in performing the functionality in bullets b, c and d above. 
	Yes
	Yes
	3.4

	f) UEs configured for MTC have an increased minimum time in between their searches for more preferred PLMNs

NOTE: Following the failure of a more preferred PLMN, UEs configured for MTC might change to other local competing networks. Expiry of this search timer will lead to the UE re-attempting to access the failed network, and then, if that network has not yet recovered, reaccessing one of the local competing networks. Use of a too short timer for the more preferred PLMN search can both prevent the failed network from recovering, and, impose more load on the local competing networks.
	No
	No
	-

	g) At PLMN change, UEs configured for MTC perform Attach with IMSI rather than a TA update with GUTI (thus avoiding the need to reject the TA update, and to request the IMSI following the subsequent Attach with GUTI).

NOTE In the case of a network failure, this reduces the message processing load on a local competing network and hence makes that network more likely to survive the failure of the other network.
	No
	No
	-

	h) UEs configured for MTC provide MTC indications to the MME in NAS signalling that permit the MME to undertake protective measures (e.g. to permit the MME to immediately command the UE to move to a state where it does not need to generate further signalling messages and/or does not reselect PLMNs)
	No
	No
	-

	i) Using Periodic TAU timer value sent by the HSS and/or UE provided indications (bullet h above), the MME can allocate a long periodic TAU timer value to the UE. A long periodic TAU timer is likely to slow down the rate at which a UE detects a network failure and thus it slows down the rate of movement of UEs from a failed network to other local competing networks.
	No
	No
	-

	j) Mechanisms for the MME to detect congestion associated with a particular APN/S-GW/P-GW.
	No
	No
	-

	k) The addition of ‘back off timers’ to EMM and ESM signalling messages (e.g. to rejection messages). These include some time randomisation to guard against a repeat of a load peak. The MME should be able to apply this behaviour on a per-APN and per S-GW/P-GW basis.
	No
	No
	-

	l) Signalling that permits the P-GW and S-GW to request the MME to generate the above EMM/ESM signalling with ‘back off timers’
	No
	No
	-

	m) An MME overload control mechanism to selectively limit the number of Downlink Data Notification requests the S-GW sends to the MME for downlink low priority traffic received for UEs in idle mode.
	No
	No
	-


3 Support of EPC overload control

For each feature in Table 1 which has been identified as having AS impact, this section details the requirement taken from 23.401 [2], the objective of the requirement, possible solutions and a list of identified open issues which it is suggested will require further study in order to progress the 3GPP Rel 10 work item.  RAN2 are invited to discuss these findings. 
3.1 UE provided indication of communication characteristics
3.1.1 Requirement

Bullet (b) [2]:  UEs configured for MTC provide the E-UTRAN with specific indications that the RRC connection establishment is for signalling or user data from a UE configured for MTC.
3.1.2 Objective of requirement
The eNodeB can use UE provided information on communication type and the reason for access in both preventative and reactive overload control.   The eNodeB could use the information for preventative overload control purposes in order to select the most appropriate MME for handling the MTC connection.  Alternatively where CN overload has occurred then the eNodeB can use the information to selectively reject RRC connection requests from UE’s which seek to convey MTC related signalling and/or calls.  This would prevent such UE’s from going on to place extra load on the CN.  

3.1.3 Possible AS solutions

Solution 1)  RRCConnectionRequest enhancements
The RRCConnectionRequest message could be used to carry the information indicating whether the RRC connection establishment is to carry signalling or user plane traffic from a UE configured for MTC. The EstablishmentCause information element could be enhanced for this purpose. 
3.1.4 Open Issues

Study area 1)  Indication of priority and support for MTC emergency calls
An MTC device may need to establish an emergency call.  An example would be an eCall application in which a machine makes an automated call to emergency services when a vehicle is involved in a crash.  The ability for an MTC device to indicate in the RRCConnectionRequest message that it needs to establish an emergency call should be considered.  

For non-emergency calls the possibility of the UE indicating the priority of access in the EstablishmentCause should also be considered.  Whether any such priority information should be included in the RRCConnectionRequest message or in the RRCConnectionRequestComplete message as discussed in [3] should also be studied.
3.2 RRC connection reject signalling and procedures

3.2.1 Requirement

Bullet (c) [2]:  RRC signalling has ‘extended wait timers’ added to the rejection messages.
3.2.2 Objective of requirement
Access class barring may be used as a reactive overload control mechanism when all MME’s connected to the eNodeB have indicated an overload scenario which requires one or more classes of MTC device to be temporarily prevented from accessing the network.  However, in instances where only a sub-set of MME’s have indicated an overload situation, then the use of an RRC connection reject provides flexibility for rejecting only the RRC connection requests which would otherwise be directed toward one of the overloaded MME’s [3].  
In order to prevent rejected MTC devices from immediately re-attempting an RRC connection establishment, mechanisms need to be specified for determining the back off period which must be applied before the MTC device can re-attempt RRC connection establishment.   Using such techniques the load on the CN can be spread over time and access to the CN can be restricted until the overload situation has hopefully passed.
3.2.3 Possible AS solutions

Solution 1) Enhancements to RRCConnectionReject message
The existing RRCConnectionReject message includes an information element called waitTime which specifies the T302 timer setting.  The T302 timer is started when the UE receives an RRCConnectionReject message.  Subsequent attempts to establish an RRC connection for the purposes of establishing MT calls, MO calls or MO signalling are prevented if the timer is running.  In this solution additional wait times specific to MTC traffic would be provided in the waitTime IE.
3.2.4 Open Issues

None identified.
3.3 Access class barring

3.3.1 Requirement

Bullet (d) [2]:  E-UTRAN provides additional Access Class Barring functionality to bar UEs configured for MTC independently of UEs not configured for MTC.  Subcategories of this Access Class Barring permit different categories of roamers to be barred.
3.3.2 Objective of requirement
In the event that all MME’s connected to an eNodeB have indicated that the CN is in overload then the eNodeB has the option of preventing additional load being imposed on the CN through use of the access class barring mechanisms.  

In addition, access class barring restrictions can be applied differently to roaming MTC devices and non-roaming MTC devices such that an operator can provide prioritised access for non-roaming MTC devices relative to roaming MTC devices.
3.3.3 Possible AS solutions

None proposed.
3.3.4 Open Issues

Study area 1)  New access classes
The Access Stratum solutions should take into account any new access classes that SA defines for MTC.  Note that there may be more than one new MTC related Access Class defined, for example a low priority (or high latency) MTC access class and a high priority (or low latency) MTC access class.
Study area 2)  Existing access classes that might also apply for an MTC device 

The Access Stratum solutions should take into account any requirements from SA regarding existing Access Classes which might also apply to an MTC communication.  For example:
· The possibility of an MTC device utilising Access Class 10 when making an emergency call.  This might be of relevance in eCall applications.
· The possibility of an MTC device utilising Access Classes 11 through 15.   For example MTC devices may be deployed by emergency services (AC 14), public utilities (AC 13) or security services (AC 12). 
· The possibility that an MTC device could also be allocated a public Access Class (AC0 through 9).
· The management of nominally non-MTC devices such as smartphones that may launch machine type communications.  An example of such an application might be a presence service where a machine (the handset) monitors user activity (presence) and sends this information to another machine (a presence server), which then sends presence information to those on a buddy list. 
Study area 3)  Selection of appropriate SIB to carry ACB information
Currently all access class barring information is carried on SIB2, with the exception of CDMA2000 access class information which is carried on SIB8.  It should be studied whether MTC related ACB information should be carried on SIB2.
Study area 4)  Management of initial network access by MTC devices
The mechanisms by which access class barring should be implemented need to be determined and reflected in the Access Stratum solutions, for example:

· Whether the eNodeB should be able to set a boolean field indicating whether or not access by MTC classes is barred or not (as is the case in the existing standard for Special Access Classes 11 through 15)

· Whether the MTC device should be required to do a random number draw which is compared against an MTC specific ac-BarringFactor to determine whether or not it can access the cell for the purposes of establishing an RRC connection (as is the case in the existing standard for UEs with Access Classes 0 through 9).
· If this approach is adopted it should be studied whether there is a need to define separate ac-BarringFactor’s depending on whether the MTC device is establishing the RRC connection for the purpose of mobile originated signalling or mobile originated call establishment.

· How to manage access by roaming MTC devices in contrast to non-roaming MTC devices.   According to the requirement in [2] it should be possible for the eNodeB to provide separate access class barring information for any access class sub-categories of roaming MTC devices.  Likewise, since it is not mentioned explicitly in the requirement it should be clarified whether the eNodeB should be able to provide separate access class barring information for any access class sub-categories of non-roaming MTC devices.
· If an MTC device may also take an existing AC value (0-15) then it should be studied how the UE should take these additional Access Classes into account.
Study area 5)  Adequacy of existing back-off timers in the event that an access attempt is barred
In the existing specifications mechanisms are provided to prevent a UE from re-attempting to establish an RRC connection for a certain period once the UE has been barred.  It should be determined whether the same solution should be used to prevent MTC devices from re-attempting an RRC connection establishment for a certain period following an access barring occasion and if so this requirement should be reflected in the Access Stratum solution. 

It should be studied whether existing timers can be used also by MTC devices or whether additional timers are required for MTC devices.  Potentially, different timers could be defined with dependency on the following factors:

· Whether the device was establishing the RRC connection for the purpose of establishing a MO call

· Whether the device was establishing the RRC connection for the purpose of  MO signalling

· Whether the device is MTC or non-MTC
· Any priority or latency requirement associated with the MTC device or application   
· Whether the device is roaming or non-roaming
The procedures by which the timers are set and taken into account need to be studied.
3.4 CN overload signalling between MME and eNodeB

3.4.1 Requirement

Bullet (e) [2]:  Overload messages from the MME to E-UTRAN are extended to aid the RAN in performing the functionality in bullets b, c and d above.
3.4.2 Objective of requirement
In order for the eNodeB to take action to prevent or react to a CN overload control situation it is necessary for mechanisms to be put in place by which an MME can inform an eNodeB that an overload situation has occurred.  Likewise, when an overload situation has been resolved in some way then mechanisms are needed by which an MME can inform an eNodeB that previously instantiated overload management actions are either no longer needed or need to be modified. 

3.4.3 Possible AS solutions

Solution 1) Modify existing S1-AP Overload Start and Overload Stop procedures
The MME informs the eNodeB of whether or not it is in overload and of any required eNodeB load management behaviour using the S1-AP Overload Start message.  
The MME informs the eNodeB of any relaxation in load management using the S1-AP Overload Stop message.
<Additional details need to be studied> 

3.4.4 Open Issues

Study area 1) Use of CN provided information in setting ACB IE values
The eNodeB will need to broadcast access class barring information, this could include:

· ac-Barringfactor (One or more parameters such as this can be used by the eNodeB to dynamically modify the proportion of MTC devices that will attempt RRC connection establishment). 

· ac-BarringTime (One or more parameters such as this can define the back-off time before the UE can re-attempt to establish an RRC connection following a barring).
These parameters may vary depending on whether the device is MTC or non-MTC, roaming or non-roaming, high priority or low priority or whether the UE needs to establish the RRC connection for MO signalling, MO call or MT call. 

It should be studied whether the eNodeB needs to take into account any information provided by one or more MME’s when setting these ACB IE values.  If this is found to be necessary then it also needs to be specified exactly what information will be provided by the MME and how the eNodeB shall use this information in computing the values.
Study area 2) Use of CN provided information in RRC Connection request rejection
It should be determined whether changes to the S1-AP Overload Start and Overload Stop messages and associated procedural descriptions are required in order for an MME to be able to specify different eNodeB behaviour in the rejection of RRC connection requests.  For example, different behaviour depending on whether the device is MTC or non-MTC, roaming or non-roaming, high priority or low priority or whether the UE needs to establish the RRC connection for MO signalling, MO call or MT call. 

Study area 3) Use of CN provided information in setting RRCConnectionReject > waitTime IE
In one possible solution the eNodeB will be required to include a waitTime IE in RRCConnectionReject messages.  It should be studied whether the eNodeB needs to take into account any information provided by the MME when setting the values in the IE.  For example different values might be used depending on whether the device is MTC or non-MTC, roaming or non-roaming, high priority or low priority or whether the UE needs to establish the RRC connection for MO signalling, MO call or MT call.   Hence it needs to be determined what information shall be provided by the MME and how the eNodeB shall use this information in computing the waitTime values.
4 Conclusions
RAN2 are invited to discuss the findings of Section 3.  
In addition, on the assumption that RAN2 will first capture potential solutions for the 3GPP Rel 10 work item in TR 37.868 [4], it is proposed that the text provided in the Appendix of this document be inserted into TR37.868 [4] so that it can be used as a basis for structuring future studies into the topic of RAN support for EPC overload control.
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Appendix – Proposed text for inclusion in TR37.868
5.1 AS support for EPC overload control

5.1.1 UE provided indication of communication characteristics
5.1.1.1 Objective

The eNodeB can use UE provided information on communication type and the reason for access in both preventative and reactive overload control.   The eNodeB could use the information for preventative overload control purposes in order to select the most appropriate MME for handling the MTC connection.  Alternatively where CN overload has already occurred then the eNodeB can use the information to selectively reject RRC connection requests from UE’s which seek to convey MTC related signalling and/or calls.  This would prevent such UE’s from going on to place extra load on the CN.  
Possible AS solutions should consider

· Selection of appropriate RRC message(s) and IE(s) to convey the information

· Possible need for the UE to indicate that it needs to establish an emergency MTC call
· Possible need for the UE to indicate the priority associated with the RRC connection establishment attempt 
5.1.1.2 Possible solutions

Solution 1)  RRCConnectionRequest enhancements
The RRCConnectionRequest message could be used to carry the information indicating whether the RRC connection establishment is required in order to carry signalling or user plane traffic from a UE configured for MTC. The EstablishmentCause information element could be enhanced for this purpose. 

5.1.2 RRC connection reject signalling and procedures

5.1.2.1 Objective

Access class barring may be used as a reactive overload control mechanism when all MME’s connected to the eNodeB have indicated an overload scenario which requires one or more classes of MTC device to be temporarily prevented from accessing the network.  In instances where only a sub-set of MME’s have indicated an overload situation, then the use of an RRC connection reject provides flexibility for rejecting only the RRC connection requests which would otherwise be directed toward one of the overloaded MME’s [3].  

In order to prevent rejected MTC devices from immediately re-attempting an RRC connection establishment, mechanisms need to be specified for determining the back off period which must be applied before the MTC device can re-attempt RRC connection establishment.   Using such techniques the load on the CN can be spread over time and access to the CN can be restricted until the overload situation has hopefully passed.

Possible AS solutions should also consider:
· Randomisation in the selected back-off times
5.1.2.2 Possible solutions

Solution 1) Enhancements to RRCConnectionReject message

The existing RRCConnectionReject message includes an information element called waitTime which specifies the T302 timer setting.  The T302 timer is started when the UE receives an RRCConnectionReject message.  Subsequent attempts to establish an RRC connection for the purposes of establishing MT calls, MO calls or MO signalling are prevented if the timer is running.  In this solution additional wait times specific to MTC traffic would be provided in the waitTime IE.
5.1.3 Access class barring

5.1.3.1 Objective

In the event that all MME’s connected to an eNodeB have indicated that the CN is in overload then the eNodeB has the option of preventing additional load being imposed on the CN through use of the access class barring mechanisms.  

In addition, access class barring restrictions can be applied differently to roaming MTC devices and non-roaming MTC devices such that an operator can provide prioritised access for non-roaming MTC devices relative to roaming MTC devices.

Possible AS solutions should consider:

· Possible support for new access classes

· Possibility that the MTC device can use existing access classes

· Selection of appropriate SIB for carrying the MTC related ACB information

· Mechanism for managing the initial access to the system for purposes of establishing an RRC connection

· Mechanisms for preventing the UE from re-attempting establishment of an RRC connection for a period following the UE determining that it is barred.

5.1.3.2 Possible solutions

[Editor’s note: Placeholder for AS solutions]
5.1.4 CN overload signalling between MME and eNodeB

5.1.4.1 Objective

In order for the eNodeB to take action to prevent or react to a CN overload control situation it is necessary for mechanisms to be put in place by which an MME can inform an eNodeB that an overload situation has occurred.  Likewise, when an overload situation has been resolved in some way then mechanisms are needed by which an MME can inform an eNodeB that previously instantiated overload management actions are either no longer needed or need to be modified. 
Possible AS solutions should consider:

· Selection of appropriate S1-AP message(s) and IE(s) which enable the MME to indicate that the RAN needs to take action or stop taking action for the purposes of managing EPC overload control.

· Possible need for the MME to provide information to the eNodeB so that the eNodeB can set ACB parameters, affecting for example the proportion of MTC UE’s which will be barred on initial RRC connection establishment attempts and/or affecting the back-off time before a UE is allowed to re-attempt RRC connection establishment following access barring. 

· Possible need for the MME to provide information to the eNodeB so that the eNodeB can determine which types of RRC Connection requests to reject. 

· Possible need for the MME to provide information to the eNodeB so that the eNodeB can set back-off times in the RRCConnectionReject messages. 
5.1.4.2 Possible solutions

Solution 1) Modify existing S1-AP Overload Start and Overload Stop procedures
The MME informs the eNodeB of whether or not it is in overload and of any required eNodeB load management behaviour using the S1-AP Overload Start message.  

The MME informs the eNodeB of any relaxation in required overload management using the S1-AP Overload Stop message.

[Editor’s note: Additional details need to be studied] 

