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1
Introduction

For logged MDT reporting it has been agreed that the availability of the report will be indicated in the RRCConnectionReconfigurationComplete message, e.g. after handover. When receiving the indication, network can request the UE to send the report. In this situation the UE may not yet know the PLMN id of the target cell as it may not yet have read the system information after recent handover. However, it needs to be guaranteed that the report is not sent to a PLMN to which wouldn’t be allowed to receive the data for example from a competing operator network. This paper discusses the issue and possible remedies to eliminate the problem.
2
Discussion

2.1 Methods for handling connected mode PLMN changes when MDT is to be reported
With the delayed availability of the PLMN id of the target cell after HO basically makes it possible for the network to request the MDT log before the UE is aware of whether the MDT log can be reported to the current cell. Possible alternatives to solve the issue are:
1. UE is separately informed about the PLMN id in the log request message before the reporting takes place. If the PLMN id is the one where the configuration is valid only then UE will report the logged MDT report.
2. UE is informed about the PLMN change in the handover command. If the PLMN is changed UE will delete the log.
3. UE waits until it has read the system info and knows the PLMN id before the log reporting. If the PLMN is changed UE will delete the log.
4. Source PLMN (source cell) deletes the MDT configuration and log before handing over to the cell which is not allowed to receive the log

The first alternative would allow the control to remain on the network side. Network could e.g. include the PLMN id to the log request message so that the UE would in all situations know if the reporting is allowed whenever requested. There wouldn’t be any delays with the reporting whenever the request has been sent. Nor the UE needs to have a separate routine first to get the PLMN info and before reacting to the request.

The effect of the second alternative is the same as with the first one. Only the message is different where the PLMN is indicated. But there could be a problem if the UE encounters RLF before the HO command is sent. The UE will then either re-establish the connection or go through idle and setup the connection basically to any cell, The target cells may or may not be prepared. If the UE cannot re-establish the connection it goes idle and starts reselection procedure when the PLMN will be obtained. But if the re-establishment succeeds to a prepared cell, the UE have not been informed by the source cell about the target PLMN and therefore will not necessarily know the PLMN of the current cell.
A problem related to alternatives 1 and 2 could in theory be that the target eNB indicates a wrong PLMN in the log request message so that the log would be reported to non-allowed PLMN. With the 2nd alternative this could probably be avoided with an information element whose absence in the HO command would cause the deletion of the log.

The third option would require a specific routine at the UE to check when the log can be reported. Hence, the control/responsibility is on the UE side. This could also end up to be quite complex alternative for following reasons:
· One would need to define UE behaviour for the case NW requests log prior UE being able to read PLMNid(s)

· A cell may have multiple PLMN ids. Would it be OK if just one of the PLMN ids is from the configuring PLMN?

· In RRC_CONNECTED mode there is no PLMN selection procedure. It could become quite complex to transfer this information between NAS and AS in the RRC_CONNECTED state
The fourth alternative requires means to delete the log before handing over to a cell of another PLMN. The deletion could be done in the handover message or in the RRC reconfiguration message prior to the handoverThe source PLMN will be aware of the PLMN change and hence would be able to delete the log if needed. There could, however, be a problem if the UE has moved to a cell which does not support MDT and from there would be handed over to the other PLMN cell. Then the source cell is not aware of the MDT log and would not be able to make any actions to remove the MDT log. Also, the UE may end up in RLF before the source cell can react to log removal (if needed). Therefore this alternative does not seem to fulfil the requirements to eliminated reporting to non-allowed network.
Based on the discussion above, the first two alternatives would be fairly easy to implement and standard modifications are limited. However, the 2nd alternative does not fully eliminate the problem and would still allow scenarios where the UE do not know if the reporting is allowed or not. The third option could also be a in principle a feasible solution, but would need that several open items are solved.. The fourth alternative does have some challenges and does not seem to provide required capabilities to solve the problem.
The evaluation indicates that that the first alternative is both the easiest and would also solve the problem without exceptions. Therefore it can be considered clearly the best option. 
Proposal 1: RAN2 could discuss the severity of the problem and decide if one of the proposals would be needed to solve it. Alternative 1 is favored due to its simplicity and capability to eliminate the problem in all circumstances.
2.2 PLMN id of the configuring network
Another issue could in some case be that the UE does not exactly know the PLMN (or PLMN ids) of the configuring cell. In such case the UE wouldn’t know where it is allowed to report the logged date and where not. The situation where the problem will be encountered is similar to the scenario discussed above: When the UE is handed over to a new cell there is a delay before it is able to read the system information and know the PLMN id(s). The network can in principle configure the MDT logging before SIB(s) are read. If it happens that the UE moved further to the next cell before PLMN is known, the configured PLMN would remain unknown for the UE andit would not be able to judge when the reporting is allowed. In such situation the UE may stay in connected mode or go to idle and do re-selection to a new cell.
As the solution for this issue, network could include the PLMN id or the PLMN id list which are the allowed ones also for the reporting. UE would then compare the given list with the PLMN id of the requesting network.

Proposal 2: RAN2 is asked to evaluate the probability of UE not knowing the PLMN id that has configured MDT reporting hence preventing UE to judge when the PLMN is right for the log reporting. Identified solution for the problem is that the configuration message includes PLMN id or id:s where the reporting can be done.

3
Conclusion

Proposal 1: RAN2 could discuss the severity of the problem and decide if one of the proposals would be needed to solve it.  Alternative 1 is favored due to its simplicity and capability to eliminate the problem in all circumstances.
Proposal 2: RAN2 is asked to evaluate the probability of UE not knowing the PLMN id that has configured MDT reporting hence preventing UE to judge when the PLMN is right for the log reporting. Identified solution for the problem is that the configuration message includes PLMN id or id:s where the reporting can be done.
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