
3GPP TSG RAN WG2 Meeting #71bis
R2-105388
Xi’an, China, October 11th-15th, 2010
Source:
CATT 
Title:
Access control for MTC
Agenda Item:
4.3.2.3
Document for:
Discussion and Decision
1. Introduction
In E-UTRAN/UTRAN systems, Access Class barring (AC barring) is an efficient method to restrict the load from UEs/MSs. According to LS [1] and related CRs from SA2 [2]-[5], access control schemes in RAN are required to be enhanced for MTC to protect the network from signalling congestion and overload under CN overload scenarios identified by SA2. 
Based on the above requirement, it is specified in the new WID [6] that:

	RAN2 should review the SA2 overload scenarios (simultaneous access from many MTC devices and failure of the serving network for roaming UEs), consider what RAN solution can address these, and:

- Identify and specify mechanisms to prevent MTC UEs from overloading the network


To clarify the work scope of RAN2, this contribution summarizes the access control requirements from SA2 and discusses some key issues to implement access control enhancement for MTC. 
2. Discussion
2.1. Access control requirements from SA2
The number of MTC devices may be several orders of magnitude greater than “traditional” UEs. Many MTC devices generate low volumes of traffic but normal quantities of signalling. To counter potential signalling congestion and overload problems in CN caused by simultaneous access of large numbers of MTC devices, the enhancement of access control schemes in RAN is requested from SA2.
To facilitate discussion, the access control requirements from SA2 related to RAN2 are summarized as follows:

	· E-UTRAN/UTRAN provides additional Access Class Barring functionality to bar MTC devices independently of traditional UEs/MSs. 
· An MME/SGSN may request the eNodeB/RNC to restrict the load from MTC devices based on subcategories. These subcategories include:

· UEs/MSs that reselect from other PLMNs (PLMN type) 
· all UEs/MSs configured for MTC
· UEs/MSs using low priority access. 

· Subsequent initial access attempts by a previously barred UE/MS through Access Class Barring shall be randomized.
· A UE/MS configured for MTC and that is a member of Access Class 0..9 does not attempt normal network access when barred as part of MTC specific Access Class Barring. This is regardless of whether or not the UE/MS is permitted by Access Classes 0..9 as specified in TS 36.331. 
· A UE/MS configured for MTC follows the defined procedures for emergency/priority network access (i.e. Access Classes 10..15) regardless of whether or not the UE/MS is barred as part of MTC specific Access Class Barring. 


Although lots of studies on access control mechanism have been done in RAN2, access control requirements in CN overload scenarios does not take them into account. To meet above access control requirements for MTC from SA2, remain parts will discuss some key issues on access control enhancement for MTC.
· Categories of access control for MTC

· Access control information handling of MTC devices
· Mechanisms to perform MTC specific access control
2.2. Categories of access control for MTC
According to CRs [4][5] from SA2, three categories of access control information for MTC should be broadcast in system information to restrict the load from: 
· MTC Devices that reselect from other PLMNs (PLMN type);

· All MTC Devices; 
· MTC Devices using low priority access. 

In section 6.28.2 of TR 23.888 [7], there are descriptions as below:

Coarse-grained access control for MTC Devices with specific "PLMN type". MME/SGSN, O+M action and/or internal RAN congestion alarm will provide PLMN type related control information, i.e. "MTC Devices that are not on their HPLMN or a PLMN in the (U)SIM's preferred PLMNs list", "MTC Devices that are not on their HPLMN or an Equivalent HPLMN", "MTC Devices that are not on their HPLMN" and "all MTC Devices",, to RAN node and/or RAN will determine from internal. Based on that, RAN node will broadcast "access barring for MTC Devices with specific PLMN type" in the system information.
Since the “all MTC Devices” has been specific as a separate category for MTC access control in [4] and [5], we consider that “MTC devices that reselect from other PLMNs (PLMN type)” indicate:
· MTC Devices that are not on their HPLMN or a PLMN in the (U)SIM's preferred PLMNs list;

· MTC Devices that are not on their HPLMN or an Equivalent HPLMN;
· MTC Devices that are not on their HPLMN
Based on above analysis, five categories of access control information should be broadcasted in system information for MTC access control to restrict load from: 

· MTC Devices that are not on their HPLMN or a PLMN in the (U)SIM's preferred PLMNs list;

· MTC Devices that are not on their HPLMN or an Equivalent HPLMN;

· MTC Devices that are not on their HPLMN
· MTC Devices using low priority access
· All MTC Devices
Although other kinds of access control information (in section 6.28.4 of TR 23.888 [7]) can also be used to restrict load of MTC devices e.g. "low priority" M2M devices that are not on their HPLMN, to keep in line with the overload indication information in S1/Iu notification message, we think it is up to SA2 to decide the categories of access control for MTC. Considering deadline of WI is March of 2011, we propose that in this release only the above 5 categories of access control indication should be added in system information to provide access control for MTC devices.  
Proposal 1: In R10, five categories of access control indication should be added in system information to provide access control for:

· MTC Devices that are not on their HPLMN or a PLMN in the (U)SIM's preferred PLMNs list;

· MTC Devices that are not on their HPLMN or an Equivalent HPLMN;

· MTC Devices that are not on their HPLMN;

· MTC Devices using low priority access;

· All MTC Devices.

2.3. Access control information handling of MTC devices
For traditional UE, access control information is the ac-BarringInfo information in SIB2. In order to control the load from MTC devices independently of traditional UEs/MSs, MTC specific access control information should be defined. 
According to the conclusions of SA2[4][5], MTC devices should follow the defined procedures for emergency/priority network access (i.e. Access Classes 10..15) regardless of whether or not the MTC devices is barred as part of MTC specific Access Class Barring. Therefore, when MTC devices launch emergency/priority network access, it should perform access control based on current ac-BarringInfo information in SIB2. 
According to the conclusions from SA2[4][5], for a UE configured for MTC and that is a member of Access Class 0..9, it does not attempt normal network access when barred as part of MTC specific Access Class Barring. Therefore, it performs access control not only based on current ac-BarringInfo information in SIB2 but also MTC specific access control information. 
However, for the UE configured for MTC which is not a member of Access Class 0..9, whether it need current ac-BarringInfo information in SIB2 to perform access control is uncertain. Whether the UEs that are configured for MTC but not a member of Access Class 0..9 exist or not is out of RAN scope. We propose to send LS to SA2 and CT1 to clarify this issue for further study. 
Proposal 2: MTC devices launching emergency/priority network access should perform access control based on current ac-BarringInfo information in SIB2
Proposal 3: For a UE configured for MTC and that is a member of Access Class 0..9, it perform access control not only based on current ac-BarringInfo information in SIB2 but also based on MTC specific access control information when launching normal network access.
Proposal 4: Send LS to SA2 and CT1 to confirm whether the UEs that are configured for MTC but not a member of Access Class 0..9 exist or not.

2.4. Mechanisms to perform MTC specific access control
There are two different mechanisms which can be used to implement MTC specific load control for above five categories of access control:
· Scheme 1:  Like Access Class barring scheme in UTRAN, this is achieved by setting a barred status to a certain access control category. The more access control categories are bared, the more traffic is reduced. 

If the same barring status keeps, the MTC devices belonging to corresponding access control categories are always barred, while others can get to access freely. 

· Scheme 2: Like Access Class barring scheme in E-UTRAN, access control category barring is achieved by broadcasting an access control category barring factor and access control category barring time for each access control category. 

When initiating an L3 access, the MTC device draws a random number 
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  and compares 
[image: image2.wmf]n

 with the current access control category barring factor 
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, the MTC device proceeds to the RA procedure; otherwise, the MTC device will be barred for a access control category barring time duration.

Once overload occurs, the network should take action to reduce the overload from MTC devices. According to [4] and [5], an eNodeB/RNC should only broadcast the MTC specific access control information when all the MMEs/SGSNs connected to the eNodeB/RNC request the same subcategory. Otherwise the eNodeB/RNC should reject connection requests for that specific MME/SGSN. 
From SA2’s view, the new introduced access control categories for MTC can adopt scheme 1, i.e. when all the MMEs/SGSNs connected to the eNodeB/RNC request the same access control category, eNB/RNC should restrict all the access of corresponding MTC devices belonging to that access control category. 
As we know, a drastic action would be prevent access of all MTC devices, while a manageable level access control can prevent access of a fraction of MTC devices. To reduce the effect on the performance of MTC devices especially in RAN overload scenarios, we propose adopt scheme 2 for MTC specific access control categories to perform load control of MTC devices.
Proposal 5: Adopt scheme 2 for MTC specific access control categories to perform load control of MTC devices. 
3. Conclusions
In this contribution, the requirements of access control from SA2 are summarized, and some key issues to implement the access control enhancement for MTC are discussed. The corresponding proposal is given as following:
Access control categories for MTC:

Proposal 1: In R10, five categories of access control indication should be added in system information to provide access control for:

· MTC Devices that are not on their HPLMN or a PLMN in the (U)SIM's preferred PLMNs list;

· MTC Devices that are not on their HPLMN or an Equivalent HPLMN;

· MTC Devices that are not on their HPLMN;

· MTC Devices using low priority access;

· All MTC Devices.

Access control information handling of MTC devices:
Proposal 2: MTC devices launching emergency/priority network access should perform access control based on current ac-BarringInfo information in SIB2

Proposal 3: For a UE configured for MTC and that is a member of Access Class 0..9, it perform access control not only based on current ac-BarringInfo information in SIB2 but also based on MTC specific access control information when launching normal network access.

Proposal 4: Send LS to SA2 and CT1 to confirm whether the UEs that are configured for MTC but not a member of Access Class 0..9 exist or not.

Mechanisms of MTC specific access control:

Proposal 5: Adopt scheme 2 for MTC specific access control categories to perform load control of MTC devices. 
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