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1. Introduction
RAN#49 agreed a new WI on MTC in RP-101026 [1], indicating that mechanisms to prevent CN overload in two scenarios need to be considered:

· (Scenario 1)  when an application requests many MTC devices to do “something” at the same time; and/or

· (Scenario 2)  when many MTC devices are roamers and their serving network fails, then they can all move onto the local competing networks, and potentially overload the not (yet) failed network(s).
In this paper some potential solutions for scenario 2 are analyzed and it’s suggested to discuss which solution is more suitable for inclusion in Rel-10.
2. Discussion
2.1. Comparison of potential solutions of RAN2
In scenario 2, many MTC devices will move to a competing network B due to a failure event of their serving network A. These kinds of events are totally unpredictable for network B, and the congestion might be reached in a very short period, e.g. only a few seconds or even less than 1 second. 
As indicated in a companion paper [2], this problem should also be addressed by solutions introducing some restriction mechanisms for PLMN (re)selection for MTC devices.
Besides such solutions, there are generally two RAN2 mechanisms to solve this overload situation in the affected network B: 
1. One is to extend the AC barring mechanism (as hinted also in [3])
2. The other is to extend the access control mechanism during the RRC establishment procedure.
Option 1: Adding new access barring parameters in SIB2 for roaming MTC devices. 

When the CN detects a signaling load increase to a dangerous level due to the many connection requests from roaming MTC devices, the CN will convey an overload status indication to the RAN, and the RAN will change the access barring parameter for roaming MTC devices. 
The main drawback of this method is that many MTC devices would still attempt to access network B due to the slow  reaction time of the access barring mechanism (linked to the system information modification period). 
And even introducing fast SIB schemes to overcome such problem, e.g. like for ETWS, there’s still a high probability that many MTC devices would attempt accessing the network before receiving the SI-paging (as mentioned above, the MTC devices might attempt to access the network very quickly) or that they would even miss the paging.

Besides this, adding new access barring parameters for roaming MTC devices seems to add additional overhead for SI and more in general it is not clear whether this would require the introduction of new access classes for MTC devices (and in case how many).
Option 2: Adding a new establishment cause for roaming MTC devices in the RRC connection request.
For LTE there are 3 spare bits in the establishment cause, so that one bit could be used to introduce a new cause like “roaming MTC device” or, more in general, “roaming user”. The benefit of this method is that the RAN could reject RRC connection requests from roamers almost immediately, once it receives the overload status indication from the CN. Besides that, this approach doesn’t lead to a big change in the specification and to the  signaling overhead. 
For the purpose to support some basic functionality within Rel-10, option 2 seems to be a relatively easy and effective solution for preventing CN overload from roaming MTC devices.
The following table further summarizes pros and cons of the above 2 options.
	Option 1
	Pros:
Can prevent starting the random access procedure, reducing the radio signalling load.
Cons:

Cannot follow the CN overload situation change due to the slow responding speed;
High probability for roaming MTC devices of missing the updated AC barring parameters;
Additional SI overhead;
Introduces too much complexity (probably not compatible with the requirement to define a solution for Rel-10).

	Option 2
	Pros:

Fast enough to follow the CN overload situation change, and effective to prevent CN overload from roaming MTC devices;

No big change in the specification;

No additional signaling overhead.

Cons:
Cannot prevent starting the random access procedure. Radio signaling overhead can be relatively high.


Table 1.
Based on the above analysis, it’s suggested that option 2 will be adopted in RAN2 as the Rel-10 solution for CN overload protection from roaming MTC devices.
Proposal: The Rel-10 solution for CN overload protection from roaming MTC devices shall be based on the introduction of a new establishment cause for roaming (MTC) devices in the RRC connection request.
3. Conclusions & Proposals
Proposal: The Rel-10 solution for CN overload protection from roaming MTC devices shall be based on the introduction of a new establishment cause for roaming (MTC) devices in the RRC connection request.
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