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1 Introduction

In the last RAN2 meeting, some potential solutions have been included in the Rapporteur’s TR to solve in-device coexistence interference avoidance, and these solutions are mainly falling into two categories, i.e., FDM-based approach and TDM-based approach. Since FDM-based approach might have less involvement with detailed working modes of other radios, we would first discuss how this kind of approach would work in this contribution.
2 Discussion
2.1 Need of informing the network of in-device status
As far as the FDM-based interference avoidance approach is concerned, it has been proposed that RLF and handover are two potential solutions [1]. For RLF detection and the subsequently triggered re-establishment procedure, it is totally UE’s behaviour before UE sends the RRCConnectionReestablishmentRequest message. However, even though the UE could re-establish on another frequency with no interference, it will still be subject to the handover for reasons of mobility or increased interference caused by the in-device status change. Then handover should always be considered to move UE far from the interference frequency band, in an either proactive or reactive way. 
To help the eNB perform the proper handover, some information might need to be provided by the UE. As suggested in [2], this information is mainly about the in-device interference status between LTE and other radios on some listed frequency bands. Either introducing a new message or reusing the existing measurement reporting message can be considered to hold such information at this stage. However, no matter which message structure is finally chosen, we think that sending this message should always be based on the trigger of in-device status change, e.g. some radio turns on/off, or some radio is adjusting its working frequency/frequency band. By introducing this trigger, the eNB will get the most up-to-date in-device interference status information, and perform proper interference avoidance accordingly. Note that, the in-device trigger addressed here is subject to different device implementations, and it’s based on some kind of inter-module communication.
Proposal 1: UE sends its up-to-date in-device interference status to the eNB, and it can be triggered by the in-device status change.
2.2 How to ensure continuous knowledge in the network?
Informing the in-device interference status to the serving cell can assist the serving eNB to do the interference avoidance. However, it’s not solely the current serving cell’s responsibility to avoid the in-device interference, the network side should continuously have this knowledge, especially when the UE re-establishes or is handed over to another cell under a different eNB. To solve this problem, two possible solutions can be considered, which are:

· Solution 1: transfer the interference status between networks;
· Solution 2: UE re-sends the interference status to the target networks;
For solution 1, it means transmitting the in-device interference status between two different eNBs, like in the HandoverPreparationInformation message during handover procedure. The advantage of this solution is that it does not consume air resources, but accounts for some backhauling overhead. However, one slight disadvantage of it is that the target eNB may miss some occasionally changed in-device status during the handover preparation procedure, which might cause the status mismatching problem between the UE and the target eNB. Whether such mismatching problem is a rare case or can be tolerated can be further discussed.
On the other hand, if we solely rely on the in-device trigger to send the message to the target eNB, then the target eNB would take the risk of totally getting no interference information from UE if UE’s in-device status does not change at all. So in solution 2, we can consider some UE’s mandatory behaviour. That is, after re-establishment and handover procedures, UE will re-evaluate its in-device interference status and re-send the message to the eNB only if it still has some valid interference information. The valid interference information means that it is necessary for the eNB to know to avoid the in-device interference. This solution introduces some air-interface overhead, but it would not cause any status mismatching problem.

At this SI stage, we would like to suggest RAN2 take both these two solutions into account. 
Proposal 2: Network side should have a continuous knowledge of UE’s in-device interference status, and RAN2 is suggested to consider both of these two solutions. 
3 Conclusion
In this contribution, we mainly discussed the FDM-based approach for avoiding the in-device interference and give following proposal. 
Proposal 1: UE sends its up-to-date in-device interference status to the eNB, and it can be triggered by the in-device status change.

Proposal 2: Network side should have a continuous knowledge of UE’s in-device interference status, and RAN2 is suggested to consider both of these two solutions. 
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