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1 Introduction
Based on the discussions related to Tdocs R2-103840 and R2-103682, it was agreed in R2#70bis to have an email discussion on RN recovery.  The objectives of the discussion are primarily to: 

1)   Understand if and how NAS recovery can be used for RN recovery (using existing procedures)
2)   What (if any) needs to be standardised for RN RLF recovery failure handling

Completion of email discussion: 13th August 2010 to allow submission before the deadline.

2 Discussion
2.1 Point 1:  Understand if and how NAS recovery can be used for RN recovery (using existing procedures)

The figure 1 below shows a RN connected to the DeNB and with some of the functionalities in the different entities.  
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Figure 1: Functionalities associated with RN

The AS context and S/P-GW functionalities associated with the RN are in the DeNB.  In addition, there is some context in the DeNB associated with the real UEs (that are connected to the RN); this is denoted as DeNB-UE context in the figure.   The RN itself has an AS and EPC context for the Un interface; it also has the Uu related AS context for each of the UEs connected to it.  First when the RN attaches the DeNB, the RN Un related contexts are created in RN and DeNB.  When a UE connects to the RN, the UE related contexts are created in the RN and DeNB.  
The following (failure) cases are analysed (companies can add more scenarios to the list).  Also companies can add additional comments/identified new issues in the space provided for each of the scenarios below.
2.1.1 Normal Un recovery failure, RN NAS recovery in the same cell
Following a Un RLF recovery failure, the RN AS context in the RN is cleared.  The RN AS context may or may not get cleared immediately depending on the scenario.  

The DeNB-UE context in the DeNBs and UE context in the RN are not cleared at this time by default.  Also the S/P-GW functionality in the DeNB is not cleared.

The resulting contexts are as shown in Figure 2 below. 
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Figure 2: Contexts retained after an RLF recovery
When the RN makes a NAS recovery, the RN MME creates a new S1 connection and new RN AS contexts are also created in DeNB and RN.  The S/P-GW functionality (in DeNB) are updated to associate with the newly created RN AS context.  The old RN AS context (if it still exists) in the DeNB will be cleared by the MME.  The message flow for this from Rel-8 is shown in Annex Figure 5.3.4.1-1 (Figure 5.3.4.1-1 from 23.401).
The UE contexts (UE AS context in RN and DeNB-UE context in the DeNB) are maintained and it does not seem necessary to release the RRC connection of the UEs.

Company comments/identified issues etc.:

	Company name
	Comments

	Hitachi
	While DeNB could associate new RN AS contexts with DeNB-UE contexts associated with old RN AS contexts, NAS recovery in the same cell would work well. However, because Un RLF would be rare especially in Rel-10, we prefer to use Attach procedure in this case for simplicity and consistency.

	Qualcomm
	When is it needed: NAS recovery in same cell happens in two cases. (1) Re-establishment reject, and (2) T311 expiry. The first case should not happen because the DeNB always has the context of the RN. The second case is also somewhat rare for an RN because of relatively stable channel conditions.

How is it better than Attach: Preservation of UEs connected under the RN.

What is the complexity: S/P-GW function in RN has to associate existing context with new incoming relay.

Is it needed: No. Our view is that even though NAS recovery can work in this case, it need not be supported because it leads to one additional method of recovery without much benefit. RN should go to Attach and skip NAS recovery.

	Huawei
	Both the Attach and NAS recovery are already feasible and available in Rel 8/9 for this case. Considering the potential performance benefit of faster recovery and less signalling overhead, there seems no strong reason to preclude the NAS recovery. 

	CATT
	Have the similar understanding with Huawei, attach procedure always can be used. But for this case, NAS recovery procedure could be used as the context may not be cleared.

	NEC
	Agree that NAS recovery can be used without any impacts and it can be left to RN implementation if attach or NAS recovery is used. 


	Samsung
	As long as the T311  timer values at the UE, RN and the DeNB are the same, we do not see any reason for the mismatch of UE contexts in the RN and the DeNB due to an RLF, so could use NAS recovery or Attach

	Vodafone
	With NAS recovery, all UEs under the RN can remain in connected mode and hence the loss of service is less likely to be noticed by the customer. If we rely only on the attach procedure, it implies that first RN has to attach and the RN cell has to be up and running before UEs can connect again. We prefer that NAS recovery is used in this case.

	Ericsson, ST Ericsson
	This case does not show any problem with NAS recovery. Agree with Huawei; unless problems with NAS recovery are found, the use of NAS recovery or Attach can be left to implementation.

	NNSN
	We don’t see when this scenario can be occurred. If it was the same cell, why RRC Connection Reestablishment could have been failed but NAS recovery would be successful? This might happen long time after the RRCConnection Reestablishment fails but if the time gap between RLF and NAS recovery is long (like 1 hour), NAS recovery may not work either…

	New Postcom
	This is a successful and ideal scenario that the RN could recover it’s RRC and connection with the network. If some UEs left the RN’s coverage during NAS recovery, the UE Contexts for these UEs maintained in the RN and DeNB need to be removed. Since the Un radio bearers should be reconfigured due to the UE’s moving out, it is not so beneficial to keep the RRC connection of the UEs.

	ZTE
	It has been agreed at RAN2 #69bis that it’s up to RN implementation when to stop Uu, and it’s possible for RN to release all UE contexts in case of RLF detected and re-establishment failure. So we can’t assume that RN still retains UE contexts.

However, RN doesn’t need UE contexts to make a successful NAS recovery. And in general we don’t see a problem of NAS recovery in the same cell.

	
	


Summary: No issue has been identified with the use of NAS recovery.  

2.1.2 Normal Un recovery failure, RN NAS recovery in a different cell

As with the case above, following a Un RLF recovery failure, the RN AS context in the RN is cleared and the remaining contexts are the same as shown in Figure 2 above.  

While it is possible to re-use these remaining contexts (as in the scenario in section 2.1.1 above) if the RN performed the NAS recovery in another cell of the DeNB, since it not possible for the RN to identify that, RN would always need to use Attach procedure in case of change of cell (and this may involve releasing RRC connection of UEs as discussed in section 2.2.2).
Company comments/identified issues etc.:

	Company name
	Comments

	Hitachi
	We agree with ALU. RN needs to use Attach procedure when it selects different cell at cell reselection.

	Qualcomm
	There are two cases to consider.

Other cell is from same DeNB: Re-establishment will succeed because a same-DeNB cell can be considered “prepared”, so NAS recovery will be used only rarely, e.g. when T311 expires.

Other cell is from different DeNB: Attach should be used by the RN, as NAS recovery anyway will be unable to preserve the connections of UEs under the RN.

	Huawei
	The RN could take different action according to the cell selection result (e.g. the original DeNB cell or a different DeNB cell). Since RAN2 agreed not to specify the cell selection aspect for the reestablishment case (we suppose this principle could also be applicable to the NAS recovery case), then it is an implementation issue.

	CATT
	We don’t think this sentence is correct, “if the RN performed the NAS recovery in another cell of the DeNB, since it not possible for the RN to identify that, RN would always need to use Attach procedure in case of change of cell (and this may involve releasing RRC connection of UEs as discussed in section 2.2.2).” The RN may identify a cell is another cell of the DeNB according to the ECGI of that cell. The left most 20bits of ECGI is the eNB ID, so the RN could know the eNB ID by the ECGI.
We also think the different cell should be clarified whether it belongs to original DeNB or different DeNB. Attach procedure can be used for both cases. And for the cell belongs to original DeNB, NAS recovery also could be used.  And which procedure is used can leave to RN implementation.

	NEC
	Firstly we agree with CATT comment that RN may be aware of target cell DeNB. We think attach is natural choice in this scenario but it is better to leave to RN implementation whether NAS recovery or attach is used.
Further we think it is unnecessary for RN to send RRC re-establishment and then receive reject in this case if it is aware target is different DeNB and can start with attach or NAS recovery procedure after finding suitable cell.

	Samsung
	For the case of cell from a different DeNB, RN will have to use Attach, for consistency we can always use Attach on cell change

	Vodafone
	We prefer that RN does not release the RRC connections if possible. Hence, if NAS recovery is a possibility (even though it might be needed rarely) for cells of the same DeNB, it should be allowed for the implementation and the default action should not just be to use the attach procedure always. 

	Ericsson, ST Ericsson
	There would not be any fundamental problems with using NAS recovery in this case, either

(1) the different-than-original cell can be identified as being another cell of the original DeNB by the MME, in which case NAS recovery could be used successfully, or

(2) the different-than-original cell does not belong to the original DeNB, in which case the NAS recovery will be rejected, which is a valid network response that the RN should be able to handle.

Additionally, an RN implementation may be able to identify if the new cell belongs to the original DeNB or not and only attempt NAS recovery where it has a chance of succeeding.
Hence, the choice between NAS recovery or Attach can be left to implementation also in this case without causing any problems.

	NNSN 
	If the cell is under the same DeNB, RRC Connection Reestablishment should be successful. 

	New Postcom
	In the case of intra-DeNB cell reselection, the RN knows whether the reselected cell belongs to the same DeNB with the original cell it just left according to the ECGI of this cell, if the UE can interpret the eNB ID which is included in ECGI. Therefore, the RN can re-use the remaining contexts in DeNB.

However, from the view of radio interface, the eNB ID can not be seen by the UE. Therefore, only Attach procedure can be used if UE selects another cell.

Further more, if we allowe that RN can reselect to the cell which owned by another DeNB, the NAS recovery will fail due to PGW change.

	ZTE
	Agree that RN would have to use Attach if it selects a different cell.

	
	


Summary: While some companies expressed a view that Attach should be used when recovery in a different cell, it was also pointed out that it may sometimes be possible for RN to identify whether the new cell is in the same eNB or different eNB.  When it is possible to identify that the cell is in the same DeNB,  the NAS recovery could succeed.
2.1.3 UE moves out of RN coverage during RN RLF (note this could be due to mobility or Uu RLF)

If the UE moves out of RN coverage while the RN Un is itself under RLF, there is no possibility of communication between RN and DeNB.  If the UE popped up in another eNB, the MME would send an S1 release request to DeNB and this clears the DeNB-UE context in the DeNB.  But the UE context in the RN will not be cleared by this procedure (since there is no possibility of communicating between the DeNB and RN) and this will need to be cleared by some proprietary algorithm in the RN.  
Note that this scenario will need to be handled for the case when the UE moves out of RN coverage during the T310/311 especially if long T311 values are used for RNs.  So this case may not have a direct relevance on the choice between NAS/Attach recovery handling.
Company comments/identified issues etc.:

	Company name
	Comments

	Hitachi
	2.1.3, 2.1.4, and 2.1.5 can be solved by following structure:

a) RN side

- When RN detects UE’s “disappearance”, it removes corresponding Uu related AS contexts.

- When RN recovers from RLF, it communicates with DeNB to make consistency about AS contexts for UEs under that RN, including “diappeared” UE.

b) DeNB side

- When DeNB receives S1 release request from MME, it will release corresponding DeNB-UE contexts.

- When any RN recovers from RLF, DeNB communicates with it about AS contexts for UEs under that RN and releases DeNB-UE contexts for UEs that have “disappeared” from RN during RLF.

- When any RN does not come back (i.e. RN has “disappeared”), DeNB releases RN’s AS/EPC context for Un and DeNB-UE contexts for UEs under that RN.

In case of 2.1.3, RN could handle that UE as “disappeared”. DeNB could release DeNB-UE contexts by talking with RN after RLF recovery or on RN’s “disappearance”. Thus, S1 release request is not mandatory.

	Qualcomm
	Agree with ALU that this has no direct relevance to the choice between NAS/Attach. Anyway, UEs can go into a tunnel/basement and this has to be handled in Rel-8 also.

	Huawei
	Agree that there seems no direct relevance to the Attach/NAS recovery choice. And a proper RN implementation could handle this case.

	CATT
	Agree with ALU, Qualcomm and Huawei.

	NEC
	Agree with ALU.

	Samsung
	Agree with ALU

	Ericsson, ST Ericsson
	Agree that this does not have any relevance on the choice between Attach and NAS recovery. 

	NNSN
	Agree. This scenario is not directly related to Attach/NAS recovery discussion.

	New Postcom
	Considering this case, the UE context remaining at DeNB during RN’s RRC recovery is not suitable. Too much complexity should be solved for the situation.

	ZTE
	As it is already said, this scenario is irrelevant

	
	


Summary: This scenario does not influence the decision on the use of AS or NAS procedure.

2.1.4 UE “disappeared” from RN but did not appear in another cell
This scenario (where UE has “disappeared”) and clean up of UE AS contexts is handled by eNBs in Rel-8 as an implementation issue.  One can expect that RNs will perform the same and clear the UE AS contexts in RN.  However, since there is no communication possibility between RN and DeNB, this may not get communicated to DeNB and the DeNB-UE context will remain.
Thus the UE context in RN is cleared but the context in DeNB is not cleared when the UE “disappeared” from the RN and did not pop up in another eNB.  

To handle this, DeNB may run other implementation specific algorithms to clear the DeNB-UE context.  The DeNB could then send an S1 UE context release request to MME.   The subsequent UE context release command may or may not be sent to the RN depending whether Un has recovered.

Again, this scenario will need to be addressed independent of the choice of NAS/Attach and hence does not seem to have a direct relevance on the choice between NAS/Attach recovery handling.

Company comments/identified issues etc.:

	Company name
	Comments

	Hitachi
	Same as our comment in 2.1.3.

In case of 2.1.4, DeNB could release DeNB-UE contexts by talking with RN after RLF recovery or on RN’s “disappearance”.

	Qualcomm
	Agree that DeNB has to address this somehow, and that this issue has no direct relevance to NAS/Attach. Seems like a DeNB implementation issue.

	Huawei
	We suppose a proper DeNB implementation could handle this case.

	CATT
	Yes, DeNB can handle this case itself.

	NEC
	Agree with ALU

	Samsung
	Agree with ALU

	Ericsson, ST Ericsson
	Agree that this is up to the RN and the DeNB implementation, and does not affect the choice between Attach and NAS recovery.

	NNSN
	Agree. This scenario is not directly related to Attach/NAS recovery discussion.

	New Postcom
	Considering this case, the UE context remaining at DeNB during RN’s RRC recovery is not suitable. Too much complexity should be solved for the situation.

	ZTE
	As it is already said, this scenario is irrelevant

	
	


Summary: This scenario does not influence the decision on the use of AS or NAS procedure.

2.1.5 If RN did not come back on at all

Clean up procedures in the EPC will take care of clearing the RN related contexts in the DeNB such as RN AS context, RN S/P-GW.  Again, it does not seem to have a direct relevance on the choice between NAS/Attach recovery handling
Company comments/identified issues etc.:

	Company name
	Comments

	Hitachi
	Same as our comment in 2.1.3.

In case of 2.1.5, DeNB could handle RN as “disappeared” by same scheme as Rel-8/9 and release AS/EPC context for Un and DeNB-UE contexts for UEs under that RN.

	Qualcomm
	Agree with ALU.

	Huawei
	Concerning the Context handling for this case, the Rel8/9 procedure is sufficient.

	CATT
	Yes, DeNB can handle this case itself.

	NEC
	Agree with ALU

	Samsung
	Agree with ALU

	Ericsson, ST Ericsson
	Agree with ALU.

	NNSN
	Agree. This scenario is not directly related to Attach/NAS recovery discussion. 

	New Postcom
	Considering this case, the UE context remaining at DeNB during RN’s RRC recovery is not suitable. Too much complexity should be solved for the situation.

	ZTE
	As it is already said, this scenario is irrelevant

	
	


Summary: This scenario does not influence the decision on the use of AS or NAS procedure.

2.1.6 RN implementation uses Attach instead of NAS recovery
One of the objectives of this discussion is to evaluate whether NAS recovery can be used/should be allowed.  If it is an allowed implementation, then, there should not be an inter-operability issue if a RN implementation were to choose an Attach procedure instead of a NAS recovery procedure.

In this case, when the RN performs another Attach procedure, the old RN related contexts are cleared, similar to a Rel-8 procedure where a UE might perform an Attach without having performed a Detach (this can happen for example, when the battery runs out/is pulled).  This is as per figure 5.3.2.1-1 in Annex (from 23.401). 
Company comments/identified issues etc.:

	Company name
	Comments

	Hitachi
	We agree with ALU that Rel-8 procedure (Attach without Detach) could be reused for RN’s AS/EPC contexts. We prefer to release all DeNB-UE contexts correspond to the RN for simplicity. It is applicable to the case RN sends Attach to different DeNB.

	Qualcomm
	Agree that Attach has to be allowed anyway. We don’t see an inter-op problem if Attach is used instead of NAS recovery. 

	Huawei
	We do not identify obvious issue when the RN implementation uses Attach or NAS recovery.

	CATT
	We also think Attach procedure is baseline, it could always be allowed. But for not changing DeNB case, NAS recovery procedure also could be used. This can leave to RN implementation.

	NEC
	We think NAS recovery should not be prohibited and since RN is a network node and there is no interop issue identified by use of attach or NAS recovery, both should be allowed and exact use can be left to RN implementation.

	Samsung
	We do not see any interop issues with Attach or NAS recovery

	Vodafone
	Since there does not seem to be any interoperability issue whether Attach or NAS recovery is used, we think that use of NAS recovery should be allowed.

	Ericsson, ST Ericsson
	We have not identified any issues with NAS recovery and hence think the choice should be up to the RN implementation.

	NNSN
	Agree, the attach procedure can be used at any situation, and it should be supported anyway. We don’t have a problem to allow NAS recovery if it is usable. But we don’t see the case when NAS recovery can be used and succeed while RRC Connection Reestablishment had been failed.

	New Postcom
	Using Attach procedure instead of NAS recovery to implement the recovery with network after RRC re-establishment failure will lead to some modifications on specification. The UE’s behaviour of NAS recovery for the RLF should be changed, it will add some restriction on the triggering of TAU procedure. That means RN will always trigger an Attach procedure when it re-select to another cell.

	ZTE
	We think Attach should always be allowed and we don’t see any inter-operability problem. 

And if NAS recovery doesn’t need any further spec effort, it should also be allowed. It’s up to RN implementation to choose between Attach and NAS recovery.

In short, Attach should be baseline and NAS recovery is an implementation option.

	
	


Summary: No inter-operability issues identified when RNs uses Attach or NAS recovery.

2.1.7 Other scenarios??

[Companies can include additional scenarios to consider here]

Summary: No new scenarios identified that need discussion.
2.2 Topic 2: What (if any) needs to be standardised for RN RLF recovery failure handling

There are two cases to be considered: Changes for NAS recovery procedure and Attach procedure.

2.2.1 NAS recovery

Note that Attach based recovery would need to be supported anyway; it should always be possible to start with an Attach even if the RN did not/could not send a Detach.

Question: If an issue is found with NAS recovery procedure when using existing procedures and thus extensions to the current procedures are necessary, should it be allowed as an option?  If no issue is found NAS recovery procedure, should only Attach be provided as a possible solution (e.g., “.. RN shall/should use Attach procedure after a RLF recovery failure”)?
	Company name
	Position and reasons

	Hitachi
	Because Un RLF would be rare especially in Rel-10, we think pain is greater than gain when RAN2 optimizes NAS recovery procedure for this purpose.

	Qualcomm
	It seems unnecessary to support NAS recovery. We can specify that NAS recovery is not used by relays.

	Huawei
	Both Attach and NAS recovery are possible in RN implementation. There seems no need to specify the detailed operation of RN, and it is better to keep the choice of option as an implementation issue to minimize the specification work.
Furthermore, no additional change seems needed on the usage of current procedure.

	CATT
	Agree with Huawei, both Attach and NAS recovery can be allowed. Can leave this to RN implementation. In order to reduce the recovery delay, NAS recovery can be adopted for some cases.

	LG
	For the Un failure recovery, we think using ATTCH procedure is sufficient. Using NAS recovery may have following problems.

· NAS recovery procedure cannot succeed when the RN selects a new DeNB. It can succeed only for the original DeNB.

· Therefore, additional mechanism is needed to indicate to NAS whether the selected DeNB is original or new one.

· Even if the selected DeNB is the original one, it is very likely that NAS recovery procedure does not recover Un failure, because the Un failure is believed to be caused by severe problem in DeNB (not just temporary problem).

With the reasoning above, we think NAS recovery procedure should not be allowed for Un failure recovery. Always performing ATTACH procedure is simple and future-proof.

	NEC 
	Same as 2.1.6 i.e. both should be allowed and exact use left to RN implementation.

	Samsung
	Both Attach and NAS recovery should be allowed in the RN implementation. We do not see any reason to extend the existing procedures.

	Vodafone
	We do not see any reason to forbid use of NAS recovery by an implementation if current NAS recovery procedure can be used without further extensions for RN.

	Ericsson, ST Ericsson
	To minimize specification work and not unnecessarily limit the implementation, we prefer to allow both. If severe issues are found with NAS recovery, however, this could be re-evaluated.

	NNSN
	We don’t want to optimize any error recovery procedure as the Un RLF should be rare. Attach procedure should be supported in Rel-10 for initial RN setup and the same procedure can be used for RLF and re-establishment failure. However we could not see when NAS recovery really can be used and can be successful.

	New Postcom
	NAS recovery still can be used with some scenario restriction.

	ZTE
	NO. If we can’t re-use current procedure, NAS recovery should not be allowed.

	
	


Summary:
Companies in favour of allowing also NAS recovery: Huawei, CATT, NEC, Samsung, Vodafone, Ericsson, ST-Ericsson, New Postcom, ZTE (9)

Companies in favour of only allowing Attach procedure: Hitachi, Qualcomm, LG, Nokia, NSN (5)

2.2.2 Attach
Tdoc R2-103682 suggested that when RN is using the Attach procedure for RN recovery, it should be specified that the RRC connection of all UEs being served by the RN should be released.  The reason provided is that when the RN Attaches, new RN contexts (i.e., RN AS context, RN S/P-GW) are created in the DeNB and any old RN contexts are not re-used (they are cleared by cleanup procedures if not cleared normally by RN MME already), including the DeNB-UE context.  
New DeNB-UE context in the DeNB should be created that are associated with the new RN contexts  in the DeNB after the RN attaches and this would happen only when a UE goes RRC connected in the RN after the RN Attach.  If the RRC connection of the UE is not released as part of the Attach procedure based RN recovery, there would no DeNB-UE contexts and it would not be possible for the UE to communicate with the CN.
Question: Is it required to specify that RN should release the RRC connection of all UEs when the RN decides to perform an Attach procedure?

	Company name
	Position and reasons

	Hitachi
	DeNB-UE contexts might be able to survive when DeNB associates those with new Un AS/EPC contexts. It’s better to evaluate pain vs. gain on trying to keep DeNB-UE contexts.

As described in 2.1.6, we prefer to release all DeNB-UE contexts correspond to the RN from simplicity point of view.

	Qualcomm
	This seems obvious from the agreed relay design, but we should also explicitly specify it for clarity (no strong opinion about using a “shall” or a “note”). 

	Huawei
	Although we think it is likely natural to release the serving UEs when the RN initiates the Attach procedure, there is already a similar note in the section 4.7.1 in the latest TS 36.300, i.e. “NOTE: It is up to implementation when the RN starts or stops serving UEs.”

	CATT
	Whether release all serving UEs can leave to RN implementation.

	LG
	We agree that the RN should release RRC connections of all UEs under the RN when the Un RLF recovery fails. Whether and what needs to be specified is FFS.

	NEC
	Agree with Qualcomm comment that it is obvious that RRC connections can not be maintained. We should specify only if there is a clear inconsistency found. 

	Samsung
	We agree that the RN should release the RRC connections, it is best to specify this explicitly.

	Vodafone
	Considering that the attach procedure might take a long time to get the RN cell up and running, it seems appropriate to release the RRC connections with perhaps some redirected carrier information to send the UE to other RAT coverage. Hence, we support specifying the release of the RRC connections when RN has to do an attach. 

	Ericsson, ST Ericsson
	As Huawei points out, TS 36.300 already states that it is up to implementation when the RN start or stops serving UEs and this should be the case for initial Attach as well as Attach or NAS recovery after reestablishment failure. An RN releasing or not releasing UEs such that the system cannot operate should be considered a faulty implementation, just as for a non-RN eNB.

	NNSN
	It will be difficult to keep RRC connection on Uu link of the RN in case RLF happened on Un link. However given the Uu link activity is left as implementation in case RLF on Un link, we think it is reasonable to leave the RRC Connection Release during attachment as an RN implementation issue.

	New Postcom
	The existing NAS recovery procedure is a good method to recover Un RRC connection during Un RLF, but it should be performed with some limitation, i.e. it only be succeed when the RN reselects the original DeNB. If RN selects another DeNB, the TAU request should be rejected by the MME and RN is forced to enter EMM-DEREGISTERED, RN then initiates an Attach procedure.

In summary, after NAS recovery failed, RN can perform an Attach procedure to re-attach to the network.

	ZTE
	Yes, RN should release Uu if it is to Attach. 

	ALU
	Without specification text, there is some uncertainty and risk that RN implementation may not release UEs leading into inter-operability issues.


Summary:

Companies in favour clarifying in specification that UEs should be released by RN: Hitachi, Qualcomm, Samsung, Vodafone, ALU (5)
Companies who do not see a need to clarify in specification that UEs need to be released by RN: Huawei, CATT, Ericsson, ST-Ericsson, Nokia, NSN, ZTE, New Postcom (8)
FFS: LG 
3 Conclusions and proposed way forward

Based on this email discussion, the following conclusion can be made:

Conclusion #1: No issue was identified on use of NAS procedure for RN recovery

Conclusion #2: In certain cases, it will be possible for RN to identify if the new cell is from the same DeNB or different DeNB. 

Conclusion #3: Based on the discussion in sections in 2.1.3-2.1.5, scenarios when the UE moves out of RN coverage is independent of this Attach/NAS discussion.  Any discussion on that topic can be handled separately.  

Conclusion #4: UE should be released by RN when Attach procedure is used. (But some offline discussion indicated there seems to be still some misunderstanding on whether it is an RN implementation choice to release the UEs).

On allowing NAS recovery:
No consensus was reached on this point (9 in favour of allowing NAS recovery, 5 against). 
It is proposed to decide in the meeting whether NAS recovery should be allowed where possible (as an RN implementation option).
On need to capture in specification that UEs are released by RN:

While it was the understanding that UEs under RN should be released, there was no consensus on whether anything needs to be captured (5 in favour of capturing it in specification, 8 for not capturing anything in specification).  
It is proposed to discuss in the meeting whether it is “crystal” clear without any clarification in specification that RN has to release the UEs when performing Attach. 
4 Annex: Extract of message flows from 23.401
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Figure 5.3.2.1-1: Attach procedure
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