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1. Introduction
In the last RAN2#70bis, it was agreed that “It is feasible to define independent MO CSFB access control and Rel-8/9 ACB” so that double barring between MO CSFB ACB and Rel-8/9 ACB can be avoided. LS to SA1 and CT1 [1] was sent accordingly.

During the discussion in RAN2 the following concerns were raised:

1. A solution defining barring rate of 1.0 was proposed as an alternative solution
2. The necessity of No Barring IE. The flow chart needs to be simplified, e.g. No Barring IE is not needed.
This document reviews the proposed solution [1] which allows independent access control between MO CSFB access control and Rel-8/9 ACB, addresses the abovementioned concerns and clarifies why the proposed solution is the best available solution.

2. Review of the proposed solution for CSFB access control
The proposed solution in [1] is reviewed in this section.
For RRC to be able to differentiate between MO CSFB call from other mobile originating data, a new call type needs to be defined, i.e. “mobile originating CS fallback”.

Proposal 1:  
new call type is defined, i.e. “mobile originating CS fallback”
The expected UE behaviour when camping in the NW supporting CSFB access control (Rel-10 NW) and when camping in the NW not supporting CSFB access control (e.g., Rel-8/9 NW) are shown in Table1 and 2, respectively.

Table 1: Access control applied to MO CSFB calls when UE is camped in Rel-10 NW 

	Case#
	Barring State

(Broadcast from Rel-10 NW)
	Access Control applied to MO CSFB calls by
Rel-8/9 UE
	Access Control applied to MO CSFB calls by
Rel-10 UE

	
	Rel-10 CSFB
	Rel-8/9 ACB
	
	

	1
	CSFB barring
	ACB barring
	ACB barring
	CSFB barring

	2
	CSFB barring
	No ACB barring
	N/A (no barring)
	CSFB barring

	3
	No CSFB barring
	ACB barring
	ACB barring
	CSFB barring
(no barring) 

	4
	No CSFB barring
	No ACB barring
	N/A (no barring)
	N/A (no barring)


Table 2: Access control applied to MO CSFB calls when UE is camped in 
NW with no support for MO CSFB access control (e.g., Rel-8/9 NW)
	Case#
	Barring State

(Broadcast from e.g. Rel-8/9 NW)
	Access Control applied to MO CSFB calls 
by Rel-8/9 UE
	Access Control applied to MO CSFB calls 
by Rel-10 UE

	
	Rel-10 CSFB
	Rel-8/9 ACB
	
	

	5
	-
	ACB barring
	ACB barring
	ACB barring

	6
	-
	No ACB barring
	N/A (no barring)
	N/A (no barring)


Obviously, to realise independent control of CSFB access control and Rel-8/9 ACB, a new Rel-10 CSFB barring information needs to be defined. This will be used in cases #1 and #2 shown in Table 1.
Furthermore, from Table 2 it is clear that in order to maintain the same behaviour between Rel-10 UE and Rel-8/9 UE, Rel-10 UE shall apply Rel-8/9 ACB if the CSFB barring information is not included in SIB2, e.g., when it is camped in Rel-8/9 NW. This behaviour is shown in the blue box of the flow chart in Figure 1.
Proposal 2:  
If CSFB barring information is not included in SIB2, Rel-10 UE shall apply Rel-8/9 ACB.
By comparing Table 1 and Table 2, it is clear that case #3 in Table 1 (CSFB call is not barred while Rel-8/9 ACB is applied) can not be realised just by not including CSFB barring information in SIB2.
To realise case #3 in Table 1, the following solutions are considered:

1. Defining barring factor value of p100 in the ac-BarringFactor IE in the CSFB barring information.
For this solution, ac-BarringFactor IE needs to be extended to include a value p100. However, the exisiting ac-BarringFactor does not include the value, therefore the existing IE can not be re-used and we need to define a Rel-10IE to indicate p100.
2. Defining an explicit “no barring” indication.

In this solution, “no barring” IE is defined and included in the CSFB barring information IE (i.e., CSFB barring information IE must contain a choice of “no barring” and “barring”, where “barring” is defined as an AC-BarringConfig type).
Since solution 1 is a non-backward compatible solution, this is not feasible. Hence, for case 3 in Table 1, solution 2 (CSFB barring information containing a choice of “barring” information and a “no barring” information) should be adopted.
Proposal 3:
Rel-10 CSFB barring information needs to be defined. The CSFB barring information IE should consist of a choice between  “barring”, which has an AC-BarringConfig type, and explicit “no barring”.

To further realise independent handling of access control for CSFB calls, a newly defined timer T306 is applied to Rel-10 MO CSFB call when the access attempt is barred. By applying the new timer, different from T303 (timer for MO-data), CSFB calls and MO data originated from the same UE can be controlled independently. For example when a CSFB call of a Rel-10 UE is barred, if the same UE originates a subsequent MO data, the access for MO data will not be barred based on the timer started for a CSFB call. 
Proposal 4:
 A timer T306 should be introduced to manage barring time for MO CSFB calls.
Figure 1 shows a flow chart summarising the proposed access control mechanism. The flow chart in the left hand side shows the access control for MO Data call type, and the one in the right hand side shows the access control for MO CSFB call type. Note that definition of explicit “no barring” IE is shown in pink line. Note also that the “barring evaluation” is done in the same way as in previous releases.
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Figure1: Flow chart for MO Data access control (left) and MO CSFB access control (right)
The corresponding RRC CR for the abovementioned access control mechanism is available in [3]. From the actual CR, it can be seen that the proposed changes are introduced in the same manner as (i.e. mostly copy-pasted from) the legacy mechanism. 
3. Necessity of explicit “no barring” information

To satisfy SA1 requirement, RAN2 agreed that “Independent MO CSFB access control and Rel-8/9 ACB” is feasible.  “Independent MO CSFB access control and Rel-8/9 ACB” means not only defining different IEs to be applied to MO CSFB calls and MO Data calls, but more importantly means that there should be no dependency between the control mechanism for Rel-10 MO CSFB access barring and the Rel-8/9 MO Data access barring.
If explicit “no barring” information is not defined, the control for MO CSFB calls would always depend on the barring information which are defined for Rel-8/9 MO Data, i.e. Rel-8/9 ACB mechanism. This condition does not fulfil the requirement from SA1. 
The explicit “no barring” option is necessary to address the scenario when the operator wants to allow all CSFB access while barring PS services (MO Data call). This kind of flexibility is available in UTRAN by applying DSAC (Domain Specific Access Control), and we think that similar functionality should also be available in LTE.

As explained in section 2, explicit “no barring” information does not give significant amount of complexity in the overall proposed solution/ behaviour, i.e., only the part shown in pink line in the flow chart in Figure 1.

Summary: Defining “no barring” information only causes insignificant complexity, but allows flexible operation of access control between CSFB calls (e.g., voice calls) and PS services. 
4. Summary and proposal
Summary

A solution which allows independent MO CSFB access control and Rel-8/9 ACB was reviewed and proposed. The concerns expressed in the last meeting with regards to the proposed solution were addressed. 

The proposed solution allows independent access control operation between CSFB and PS services and yet results into a possible minimum impact and changes in the RRC specification.
Proposal: 

It is proposed: 

1. to agree on the proposed solution as the mechanism to realise MO CSFB access control 
Proposal 1:  
A new call type is defined, i.e., “mobile originating CS fallback”, that is provided from the NAS layer to the RRC layer internally in the UE upon connection establishment.
Proposal 2:  
If CSFB barring information is not included in SIB2, Rel-10 UE shall apply Rel-8/9 ACB.

Proposal 3:
Rel-10 CSFB barring information needs to be defined. The CSFB barring information IE should consist of a choice between  “barring”, which has an AC-BarringConfig type, and explicit “no barring”.

Proposal 4:
A timer T306 should be introduced to manage barring time for MO CSFB calls.

2. to inform CT1 on the necessity to define a new call type “mobile originating CS fallback”. 
If the proposals are agreed, it is further proposed to agree on the actual CR provided in [3]. 
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