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1. Introduction
Several contributions were submitted in the last meeting regarding number of access classes required to control conestion caused by MTC devices. [1], [2], [3], [4] Many of the contributions proposed two new access classes dedicated for MTC.
Meanwhile, SA2 also had discussed similar issue, how the network can be protected from deployment of massive MTC devices. As a conclusion, SA2 agreed to adopt RAN based solutions such as access class barring and RRC connection rejection with extended wait time. [5] But detailed solutions are still under discussion.

Now it seems that the congestion control issue has some overlap between SA2 and RAN2. This paper discussed how the parallel discussion can be mergerd into one solution.
2. Discussion
2.1 SA2 and RAN2 discussion regarding MTC congestion control
MTC requirement document [6] defines many features that reflect characteristics of communication between machines. SA2 had been discussing architectural issues and solutions regarding the features. As conclusions, SA2 agreed and included solutions in the TR [5] that require following RAN changes:

1.  MTC or low priority access indication in the RRC connection establishment message.

2.  RRC connection reject with extended wait time.

3.  New access control barring mechanism for non HPLMN device and low priority devices

The first two solutions seem unknown to RAN2 and require further discussion in RAN2. But the 3rd solution is clear overlap with RAN2 discussion regarding MTC congestion control. RAN2 had discussed this issue in last a few meetings. The solutions included in RAN2 TR [7] can be classified into mainly following three: access class barring based solution, resource separation for MTC, and separate backoff for MTC.

As SA2 already included a solution based on RAN ACB, and there were quite support for the approach in RAN2([1], [2], [3], [4]), it seems good to pick the ACB as a primary congestion control tool. Also as shown in the evaluation result in [8], the congestion from high number of MTC devices is not expected even in the extreme simulation setup. i.e., the problem itself would be rare. Sophisticated solution for the rare problem is typical overkill. Access class barring is a simple and well working solution enough to control congestion on shared common resources. In addition, the followings can be considered further as reasons to choose ACB:
· MTC access intensity needs to be controlled separately by access class(es) different from normal UEs to avoid impact on the UEs.

· Considering that RACH collision among MTC devices exists even when dedicated RACH resource is introduced, a tool to control the collision within the dedicated resource is needed.
· Amount of RACH resource allocation can be adjusted when access from MTC devices surges, but it is hard to be dynamic, and has more impact on the sytem throughput. Whereas, ACB based control is relatively simple and easy to adjust, and has less impact on the system.
Proposal 1: Adopt access class barring mechanism as a primary congestion control tool for MTC.

2.2 Implementation of two MTC access classes
A few companies proposed two new access classes dedicated for MTC in the last meeting. But there can be more than one design to implement the two classes. The easiest way is simply to add two new MTC classes, one for low priority access and the other for time sensitive access as proposed by multiple companies.
Alternative 1: define 2 new MTC access classes.

· Define one access class for MTC devices (i.e., MTC access class) Access from MTC devices is assumed as low priority if not specified otherwise.

· Define one additional AC for time-sensitive MTC services.

But as there were voices to support low priority access from non MTC devices such as smart phone in SA2, slightly modified design can be considered to incooperate the discussion.
Alternative 2: combination of new generic low priority AC and one normal AC.
· Introduce one new access class for generic low priority access similarly as UMTS. MTC device uses this class for regular status reporting. In addition, non-MTC devices such as the smart phones can utilize this class to support background activity such as calendar synchronization and email downloading.
· Assign one normal AC (AC0~9) to the MTC device for time-sensitive services. As low priority access would be included in rel-10 in SA2, and other features that require high priority access (e.g., PAM: Priority Alarm Message) would be considered in later releases, it seems considerable reusing legacy AC for time-sensitive MTC access to keep forward compatibility.
The following table shows simple pros and cons comparision.
Table 1 Pros and Cons of the two alternatives
	
	Pros
	Cons

	Alternative 1:
	Access control for MTC is completely independent from ACB for normal UEs. (Intuitive approach with less or no controversy.)
	MTC-specific access classes may not be used for other device types.

	Alternative 2:
	The AC for low priority service can be used for other low priority accesses.
	Access control for MTC has dependency with that for normal UEs


Proposal 2: Introduce two access classes for MTC devices.

Proposal 3: Discuss solutions to implement the two access classes.
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