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Discussion and Decision

1
Introduction
At previous meetings the primary problem to be addressed for MTC deployment was identified i.e. protection of RACH from overload. Furthermore, options for solving this problem have been identified and are under investigation. This Tdoc reviews the options available.
2
Discussion
The study item TR [1] identifies a number of scenarios in which MTC devices can be deployed and, for some it identifies that there is a potential for RACH overload as a result of many MTC devices initiating uplink data transfer within a short period of time. If the MTC devices share the same RACH resources as H2H devices, RACH overload could degrade service quality of the H2H devices. It may also be the case that high levels of MTC activity can cause congestion to PDCCH and/or RRC.

The solutions available to the network to combat RACH overload are to disperse the load across time or to bar some of the load from accessing the cell. A second mechanism that could aid the network to maintain H2H quality is to utilise separate RACH resources for the MTC and H2H devices. This reduces or eliminates disturbance to the H2H UEs using RACH from MTC devices, and could enable the network to know the level of RACH activity relates to H2H or MTC devices. 
The potential methods for MTC RACH overload protection that have been identified are:-
1. MTC specific access class barring/ delay before initiating RACH access, controlled via parameters contained in system information.

2. Use of separate RACH resources for H2H and MTC devices. The resources could be semi-statically configured or reconfigured dynamically.

3. Use of common RACH resources for both H2H and MTC devices but with separate backoff parameters for each.

In practice cells may contain a variable number of MTC devices with different delay sensitivities and propensity for simultaneous activation. Not all cells may be subject to the risk of overload but this risk may change with time. The presence and mix of MTC devices may evolve with time and the eNB may not be totally aware of the changes that occur. If there are peaks of MTC activity their times may be predictable or unpredictable. In deciding what changes to the specifications should be made to enable the eNB to protect itself from overload it could be sensible to select a solution or combination of solutions that is flexible, future proof and allows a minimisation of the delay experienced by MTC devices. 
2.1 Common RACH resources with MTC specific backoff
If separate RACH resources are not provided for MTC and H2H devices, they will share a common resource by default. There is a potential for significant degradation in the access quality of H2H UEs unless the load from MTC devices can be quickly reduced via MTC specific backoff or other means e.g. access class barring. 

It has been proposed [3] that a separate MTC specific backoff parameter could be used to distribute the MTC load. It would be essential that the large peaks of MTC activity, e.g. 30,000 devices being triggered in a period of 10s, are rapidly surpressed if H2H quality is not to be degraded. Fortunately, the signalling of backoff parameters in the RAR provides low latency. Because of the potential rate at which MTC devices are predicted to commence using RACH, it seems necessary to change the current RACH behaviour and require that MTC devices attempt to receive a RAR and apply any MTC specific backoff before transmitting their first signature. This should prevent first signature transmissions bypassing the distribution in time that the use of backoff seeks to achieve.

It seems necessary that the Rel-8/9 RAR format would have to be modified to include an MTC specific backoff parameter. Linking the MTC backoff to the H2H backoff e.g. via a scaling factor would be inappropriate.
The backoff mechanism would be triggered by the aggregate RACH loading, without an accurate knowledge of the loading that results from MTC activity. This may result in unfair treatment of MTC devices, however, in an H2H overload situation it may not be a bad thing to reduce the level of MTC activity.

The backoff mechanism must reduce the peak MTC loads to a level that is compatible with the shared RACH capacity that can be assigned to MTC activity. Given the large peaks in loading predicted this suggests that the backoff value range must be significantly greater than that used for H2H UEs, values up to several 10s of seconds may be necessary. The eNB must also select a value somewhat blindly not knowing accurately what the level of MTC activity is. A pessimistic approach may therefore be adopted. The use of a common RACH might also result in unnecessarily applying backoff to H2H devices or delaying the application of H2H backoff due to uncertainty regarding the source of the RACH load.
The use of backoff is tailored to reducing RACH load through the introduction of delay. It is not possible to remove that load via barring. Furthermore, a shared RACH implies that MAC cannot reject MTC requests to prioritise H2H requests, for example if PDCCH or RRC are congested. It also appears to be difficult to prioritise certain classes of MTC devices should multiple classes be adopted in later releases.
Simulations should identify if MTC specific backoff is able to manage RACH overload of the form expected from MTC devices.

2.2 Separate RACH resources for MTC
If H2H and MTC RACH are separated, there are certain advantages. In principle RACH access by H2H devices should not be degraded by MTC overload; the eNB can identify whether the source of overload is due to MTC or H2H activity at the RACH level and possibly with greater precision possibly enabling better backoff parameter setting; and, if there is a lack of capacity outside of RACH e.g. PDCCH capacity, the eNB can choose to fail to respond to MTC rather than H2H signatures. The potential cost is either additional uplink resources being required or restrictions on the peak capacity available to H2H and MTC.
The potential problem of having to distribute high MTC loads over long periods via MTC RACH backoff remains for the MTC RACH component and consequently, the potential requirement that MTC devices check for the transmission of backoff before transmitting its first signature and the larger backoff parameter range are likely to apply in this case also. 

Two methods are identified for the separation of RACH resources between MTC and H2H, MTC can be provided with a dedicated RACH resource (RACH index) separated in time/ frequency from that used for H2H, or, a subset of the signatures within a common H2H/MTC RACH are assigned for MTC use. If it were decided to adopt the separation of RACH resources it could be questioned whether signalling and UE behaviour should support one or both of the options.
Separate RACH index:

Assigning a separate RACH index for MTC use could represent a significant overhead unless MTC activity levels utilise it sufficiently, this must depend on the average MTC load and would be scenario dependent, however separate RACH index should provide good isolation between H2H and MTC RACH access. The Rel-8/9 RAR can be used.
In principle, if eNB is aware of when high MTC load occurs, it would be possible for it to temporarily configure an MTC specific RACH via the normal system information change procedure but at a cost of requiring MTC and H2H devices to re-receive system information. Should MTC updates to SIB2 be taken outside of the system information update mechanism then faster configuration of an MTC RACH could be possible. 
Separate RACH signatures:
Partitioning signatures of a single RACH between MTC devices and H2H UEs has been proposed as a means of achieving separation whilst avoiding the need to assign a separate RACH (RACH index) to MTC. A separate RA-RNTI could be used for the MTC RAR, or a common H2H/MTC RAR could be used adapted to include an MTC backoff parameter in addition to the H2H backoff parameter as would be required in case a common RACH is permitted by the standard.

In order not to degrade the RACH process for H2H UEs significantly, the number of signatures allocated to MTC usage likely to be limited, say a maximum of 10 from 54 being available for MTC use, however this is a configuration issue depending on RACH capacity and H2H and MTC loads.
If the MTC RACH capacity is constrained, it may be that, should peaks in MTC activity occur, the MTC load could need to be distributed over a longer time period than would be the case if a common RACH were used, although greater tolerance of MTC devices to delay may permit higher load to capacity ratios so the difficulty may not exist. Simulations should clarify this. The number of signatures allocated for MTC use could be increased during times of overload, but the number of additional signatures that could be obtained may be limited in number and consequently dynamic change may not be worthwhile.
If MTC signatures were to become heavily overloaded, there may be a risk of interference to the H2H signatures, and the risk of the event occurring and the consequences should be verified.

2.3 Access class barring
In principle, the existing LTE access barring mechanism (ACB), extended to include MTC class(es) would be capable of either barring an MTC device, or causing a delay in it initiating RACH access through the application of a probability factor/ delay cycle. The procedure would be applied before the MTC device moves from idle to connected state. It is possible that the normal state for MTC devices will be idle. The extension of SIB2 parameters to include MTC ACB parameters could be straightforward and transparent to H2H UEs.

Furthermore, SA2 have concluded [2] that, course grained (low-priority-access and PLMN type), broadcast access barring should be employed for CN, O&M and internal RAN triggered prevention of signalling overload in Rel-10.

As a mechanism for responding to RRC and possibly PDCCH overload, if the timescales within which barring/ delay is required are within the system information revision times, then ACB seems a natural extension of the SA2 mechanism. In the case of RACH overload due to MTC activity a key issue would be the time interval over which the burst in MTC activity occurs or whether the onset of the burst is predictable.

If the onset of MTC overload is predictable at the eNB, it could change the MTC ACB parameters in advance to distribute the MTC load to a level that is acceptable to RACH. Alternatively, it could permenantly configure these parameters but with a consequent cost to average MTC access delay times. However, the resulting distribution of access times could in principle reduce the MTC load to that which is acceptable to RACH. When a period of intense MTC activity is detected barring could be applied to allow recovery
If RACH overload is unpredictable and the load increases over a short timeperiod, for example the 30000 events within 10s, the normal system information update cycle would be too short to enable the barring or delay of MTC access in time. One potential solution, which could allow faster changes to MTC ACB parameters and avoid triggering system information re-acquisition by H2H UEs would be to (a) enable changes to MTC ACB parameters at any time, e.g. each SIB2 transmission, without applying system information notification, and (b) require that MTC devices receive SIB2 before attempting to move to connected state. 

In principle, this would enable the fast application of barring or delay to MTC devices to reduce the load on the RACH. The change delay could be limited to the SIB2 repetition period (assuming that SIB2 is used to broadcast the MTC ACB parameters). Not using notification would mean that H2H would not be triggered to re-acquire system information each time the MTC ACB parameters are changed. A similar approach is already used with ETWS and CMAS. A consequence is that MTC devices must acquire the latest copy of SIB2 before it can commence a transition to connected state, which introduces a minimum delay to access that is dependent on the length of the SIB2 repetition period. This bears some similarity to the receiving of SIB7 in UMTS.
Should multiple MTC classes be introduced in a later release, it would be relatively easy to accommodate selective barring/ delay control for them.

2.4 Summary
The following table attempts to summarise the characteristics of the methods identified above:-
	Common RACH with MTC specific backoff
	Relatively simple changes to the specifications i.e. A new backoff parameter in the RAR; increased backoff parameter range; MTC device obtains RAR before making first signature transmission. Transparent to H2H UEs.
Potential for degradation of H2H RACH access if backoff parameters are not set appropriately. Potential for excess delay for MTC devices.

Potential difficulty to judge source of overload and set backoff parameters for H2H and MTC.

	Separation of RACH resources
	Relatively simple changes to the specifications i.e. RACH resource for MTC use in system information. Possibly a new backoff parameter in the RAR; increased backoff parameter range; MTC device obtains RAR before making first signature transmission.

Protection from degradation of H2H access.
Potential for more accurate estimation of backoff parameters.

Potential to give preference to H2H over MTC access at RACH level.

Potential for poor utilisation of uplink resources (separate RACH index) or constricted capacity for MTC access (separate signatures).

	Access class barring
	Relatively simple changes to the specifications i.e. addition of MTC related IEs to SIB2. Changes to MTC device behaviour if SIB must be acquired before first signature transmission.
Relatively slow change to parameter setting (system information modification period) unless update per SIB transition adopted.
Potential to reduce/ distribute RACH/PDCCH/RRC load by barring/ delay introduction. 


Simulations may identify whether the use of MTC backoff with a common RACH is capable of managing a burst RACH load so that the effect on H2H RACH access is protected. Simulations may also identify whether MTC backoff working with a segregated RACH can provide satisfactory RACH access for MTC devices. It is anticipated that, provided the MTC load can be distributed sufficiently in time, the backoff mechanism should be succesful. If this is the case then RAN2 will need to decide whether one or both of ‘common RACH with MTC specific backoff’ and ‘separation of RACH resources’ approaches should be adopted into the standards.
Access class barring has been adopted by SA2 for enabling constraint of MTC load to counter overload of signalling in the core network and has been identified as a solution for internal signalling overload in RAN. It seems logical that the approach can also be used to manage the load submitted on RACH. Consequently, it is proposed that:-
P1:
Broadcast access class barring is taken as a baseline component for Rel-10 for the protection of RACH from overload by MTC activity.
It could be discussed whether MTC access barring parameters can be updated at any time or only according to normal system information change procedures.
3
Conclusion

This Tdoc contains a review of the options for RACH overload protection from MTC activity. It contains the proposal:-
P1:
Broadcast access class barring is taken as a baseline component for Rel-10 for the protection of RACH from overload by MTC activity.
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