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1 Introduction

RAN2 has discussed the handling of radio link failure (RLF) for Relay node (RN), and has agreed that RN shall trigger RRC connection re-establishment procedure when radio link failure is declared. Considering that the trigger condition of RRC connection re-establishment is not only restricted in radio link failure, we need to evaluate whether other trigger conditions can also be applied for the Relay. If Relay inherits all the re-establishment trigger conditions defined for Rel-8 UE, it may lead to un-necessary and inappropriate re-establishments.
In this paper, we will discuss that the trigger condition of RRC connection re-establishment for UE is fully or partly suitable to that for RN.
2 Discussion
According to the [1], the UE initiates the RRC connection re-establishment procedure when one of the following conditions is met:
1>
upon detecting radio link failure, in accordance with 5.3.11; or 
1>
upon handover failure, in accordance with 5.3.5.6; or 
1>
upon mobility from E-UTRA failure, in accordance with 5.4.3.5; or

1>
upon integrity check failure indication from lower layers; or

1>
upon an RRC connection reconfiguration failure, in accordance with 5.3.5.5;

2.1 Handover failure and mobility from E-UTRA failure
For RN, RAN2 has agreed that inter-cell handover is not supported. So RN will not detect mobility from E-UTRA failure. RN shall perform intra-cell handover to refresh security key, so RN may detect handover failure when T304 of intra-cell handover expires. However, considering it’s a non-contentional RACH procedure, RN rarely fails into intra-cell handover. 
Proposal 1 At least in Rel10, Handover failure and mobility from E-UTRA failure shall be excluded from the RRC connection re-establishment trigger condition.

2.2 Integrity check failure and RRC connection reconfiguration failure
Other three conditions, radio link failure, integrity check failure and RRC connection reconfiguration failure may occur to RN. Upon these conditions, if RN always triggers the re-establishment procedure, it has to have unpleasant interruption on the users’ communication. In our view, it is necessary to reconsider these conditions.
RAN2 has agreed that RN shall trigger re-establishment procedure if radio link failure is detected. Under this situation, the radio quality is very poor, and it is reasonable to trigger re-establishment procedure. 
However, if RN detects integrity check failure or RRC connection reconfiguration failure, the radio quality may not be poor but some configuration is not correct and the RN can still keep connection. 
When RN detects integrity check failure in downlink, the most likely error is PDCP COUNT according to the integrity mechanisms in [2]. Under this situation, resetting PDCP COUNT is good choice instead of triggering the re-establishment procedure. Because uplink can still work normally, it is feasible for RN to trigger the DeNB to reset PDCP COUNT. What is more, the re-establishment procedure is also used to reset PDCP COUNT. If RN triggers the DeNB to reset directly, it has many advantages over RRC connection re-establishment such as shorter recovery time, no interruption on users communication, etc. 
When RN detects RRC connection reconfiguration failure, it means that RN can not comply with part of the configuration. Under this situation, RN may not comply with measurement configuration, common radio resource configuration or dedicated radio resource configuration. 
RN may perform serving cell measurement to assist schedule for the DeNB. If there is a mistake in the measurement configuration, or RN can not comply with some measurement configuration due to Un subframe configuration, it is not necessary for RN to trigger the re-establishment procedure to seek for the correct measurement configuration. From delay analysis of re-establishment in the following annex, re-establishment procedure will cost average 65ms to resume the RRC connection and obtain the correct configuration. Since the objective is to reconfigure the measurement, why not trigger RRC connection reconfiguration directly for RN? Reconfiguration directly does not interrupt the current connection and does not include cell selection, SI acquisition and RACH procedure. Not only it can avoid re-establishment failure, but it can have no influence on the connected users. 
RAN2 has agreed that RN applies SI updates received via dedicated signalling from the DeNB immediately. If RRC connection reconfiguration message is used to carry SI updates and transfer the common radio resource configuration, it may produce misalignment between SI modification boundary and dedicated signalling. Under this situation, RN may frequently detect that it can not comply with the common radio resource configuration during misalign period. Re-establishment procedure can solve the current misalign, but it will not solve the subsequent misalign. So it is proposed that RN discards the current common radio resource configuration and triggers the DeNB to reconfigure directly. The benefit is just las the analysis above.
RRC connection reconfiguration message is also used to carry dedicated radio resource configuration. Considering that SRB configuration may not be changed frequently, we think SRB can still be maintained even if RN detects that it can not comply with dedicated radio resource configuration. Under this situation, RN triggers the DeNB to reconfigure directly, which can also obtain the correct configuration and keep the connected users communication. 
So it is proposed to adopt RRC connection reconfiguration firstly for RN under the condition of integrity check failure or RRC connection reconfiguration failure. To achieve this goal, RN shall inform the DeNB the failures and DeNB will then perform reconfiguration in time.
Proposal 2 RN shall firstly trigger RRC connection reconfiguration in case of integrity check failure or RRC connection reconfiguration failure.
3 Conclusion

Proposal 1 At least in Rel10, Handover failure and mobility from E-UTRA failure shall be excluded from the RRC connection re-establishment trigger condition.
Proposal 2 RN shall firstly trigger RRC connection reconfiguration in case of integrity check failure or RRC connection reconfiguration failure.
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Annex The total delay of re-establishment for RN
Table.1 Delay of Re-establishment
	Component
	Description
	Average

[ms]

	1
	Obtain MIB
	5

	2
	Obtain SIB1
	10

	3
	Obtain SIB2
	10

	4
	Random Access
	20

	5
	Resume SRB through Re-establishment
	10

	6
	Resume DRB and Un interface through Reconfiguration
	10

	
	Total delay [ms]
	65
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