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1 Introduction
A Study Item on “RAN improvements of Machine Type Communication” has been agreed on RAN Plenary #43 with the target of improving the efficiency in RAN to handle machine type communication (MTC).

During last RAN2 meetings there have been many contributions on the potential overload and congestion possibilities caused by machine type communications. Even though the resulted signaling load and congestion possibility may vary depending on the application and nature of the communication, it has been demonstrated that in some cases the access attempts originated by machine type communication may result RACH overload.

As a result of these analyses RAN2 has agreed that the first priority topic for improvements of machine-type communication will be “RAN overload control”, focusing on RAN network congestion and signaling network congestion issues.

Whereas application level time distribution mechanisms are very important and can be presumed to be available for overload control, the level of access attempt distribution provided on application level is not under control of access stratum. Because of this, in addition to application level distribution mechanism, it has been agreed that the Study Item should work on RAN level mechanisms to protect the RAN from RACH overload.

This paper proposes a RAN level mechanism for RACH overload control. 
2 A new method for RACH overload control
Up to now many contributions in RAN2 have investigated the different machine type communication scenarios, defined traffic models and proposed possible solutions to avoid overload situation. It has been agreed that RAN2 will gather all suggested and possible solutions in TR 37.868 [1].

Currently the listed possible methods to overcome or prevent RACH overload are:

· Non-AS based solutions (outside RAN2)

· New ACB class(es) for MTC

· Separate RACH resources for MTC

· Separate RACH resources for MTC "changing dynamically"

· Separate BO for MTC 

· Slotted access (going to dedicated resource for each MTC device)
Currently UMTS and LTE have mechanisms to control the access attempts of UEs on idle mode, based on Access Baring Factor for LTE and Access Class Barring for UMTS and GSM. Access Classes are normally assigned per SIM. One of the mostly discussed solutions is to introduce new Access Class(es) to be able differentiate machine type communication from human involved communications. To make use the potentially introduced new access classes, new SIMs would be necessary as already assigned access classes can not be changed for already exiting SIMs. This is costly for the operator as well as it places new logistical challenges on the provisioning process. Further in order to have a high degree of flexibility a single new Access Class for all MTC devices is not sufficient.
In the following we propose a method for RACH overload control which makes use of already defined access classes with an additional refinement which allows a finer granularity of differentiation between users (UE) or user (UE) groups. For UMTS current level of differentiation is the Access Classes assigned to SIMs and for LTE further differentiation between MO-Signaling, MO-Data and Emergency Call can be done. But beside of these no further distinction for Access Class Baring is applicable.
With the advent of smart phones, as well as with the new field of machine type communications, characteristics of access attempts to a cellular network have been completely changed. Thus new means of controlling the access to shared resources, which provides a finer distinction than above mentioned possibilities, would be beneficial. 

Proposal 1: For this purpose in addition to Access Classes and Access Baring Factor we propose to assign UE specific Barring Scaling Factor Information where the access to RACH can be controlled by the combination of an UE individual Barring Scaling Factor with already existing methods and Access Classes. This enables network to individually block-allow RACH access or to increase-decrease the probability to gain access to RACH on a UE specific level. 
The UE specific access barring scaling factor can be defined by the network by means of dedicated signaling towards a single UE as well as by defining the access barring scaling factor for a group of terminals and signaling it by group specific dedicated signaling or broadcasting.
With such a finer granularity the already exiting access barring information and methods are combined with UE specific access baring scaling factor and it is possible to prioritize or de-prioritize different group of User Equipments within a cell, e.g. UEs using Machine Type Communication, depending on the operator’s policy and the nature of targeted services. Similarly such a per UE or per group of UE specific Barring Scaling Information can be applied to provide a specific backoff time for the access retry rather than relying on the cell wide retry (barring) timer.
Proposal 2: Furthermore, until recently, typical usage pattern of legacy networks and main use cases of mobile usage was placing a call by a human. This situation is rapidly changing now. Introduction of Machine Type communication and increasing usage of smart phones will lead to a totally new type of access characteristics where the applications are starting the access attempts instead of humans (giving up after a couple for unsuccessful tries). Such application may use the RACH resources also heavily while in connected mode. As, currently barring mechanisms are only applicable in idle mode, it is beneficial to consider to introduce barring mechanisms also for connected mode to improve system performance for upcoming new type of communications.
3 Proposal
Proposal 1: RAN2 is kindly requested to discuss and agree the concept to assign UE specific Barring Scaling Factor Information, where the access to RACH can be controlled by barring scaling factor in combination with already existing methods and existing Access Classes on a per UE or group of UE basis.  
Proposal 2: RAN2 is kindly requested to discuss the benefits of applying barring mechanisms also for connected mode and introduce required signalling and procedures to configure the validity of access barring also from connected mode. 
Proposal 3: RAN2 is kindly requested to agree to capture the Proposal 1 in TR 37.868 as an additional possible method for RACH overload control.  Also RAN2 should take a decision if access control in connected mode should be introduced as proposed in proposal 2.
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