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1 Background
The RLC UM ciphering error detection and recovery for CSoHS was introduced for Rel-8 in 25.331 [1], [2] and 25.323 [3]. If the UE indicates "Support for CS Voice over HSPA", then the UE also supports PDCP Unrecoverable Error detection and recovery. The introduction of the RLC UM ciphering error detection and recovery for VoIP bearers was discussed in previous RAN2 meetings [4], [5]. In this document the preferred way forward is discussed.

2 Discussion
One topic discussed in previous meetings, is how RLC UM ciphering error detection and recovery for VoIP bearers is configured in the UE. One proposal [4] was to configure this enhancement when Traffic Class "conversational" and Source Statistics Descriptor "speech" is configured. However this can create problems with legacy VoIP implementations, as explained in [5]. This problem is avoided when:

1. A new capability is introduced, and the enhancement is configured through dedicated signalling. 
2. Ciphering error detection and recovery is mandatory for support of RLC UM in e.g. Rel-10.

Option 1 is preferred over option 2, as not all Rel-10 UEs would require CSoHS/VoIP support (e.g. data only devices), and option 2 leaves freedom to both UE and NW when to support this feature. MBMS services using RLC UM on PTM bearers can also not make use of this feature.  
The intention is to use this enhancement also for VoIP bearers, however there is no unique identification of VoIP bearers or VoIP services in RAN, i.e. the RAN is service agnostic. The UE and RAN (RNC) may not have the same understanding of what a VoIP bearer is. For example the network may assume that a PS bearer with Traffic Class "conversational" and Source Statistics Descriptor "speech" is a VoIP bearer, but not necessarily. As the RAN should remain service agnostic, it is proposed to introduce this enhancement as a generic PDCP capability not necessarily connected to VoIP.
This new UE capability can be introduced as a non-critical extension in ASN.1, which allows for early UE implementation. The CSoHS feature, including RLC UM ciphering error detection and recovery, is supported from Rel-7 i.e. this enhancement could also be supported from Rel-7.  
Proposal 1: Introduce a new UE capability (PDCP capability) for "RLC UM ciphering error detection and recovery" for RLC UM in Rel-10, and allow for early UE implementation from Rel-7.

If the UE indicates support for "RLC UM ciphering error detection and recovery" then the UE does not necessarily have "Support for CS Voice over HSPA". If the UE indicates "Support for CS Voice over HSPA", then it also has to support "RLC UM ciphering error detection and recovery". 
If the UE indicates support for "RLC UM ciphering error detection and recovery" then the network may configure "RLC UM ciphering error detection and recovery" on PS bearers using RLC UM. 

It is noted that this new capability is not required for the UE to implement detection in the downlink, and try to "locally recover" by changing SFN. The same applies for the network in the uplink. If this local recovery is not successful, RLC re-establishment is needed, i.e. this new capability/configuration is required. 

Proposal 2: Introduce PDCP configuration parameter in IE "PDCP Info" to enable configuration of "RLC UM ciphering error detection and recovery" in the UE.
When CSoHS is configured the network is required to configure the "Transmission RLC discard" because the UE is not aware of the Jitter Buffer Management (JBM) used in the network for the uplink. JBM is specifically defined for CSoHS, however also for VoIP jitter buffers are used. It needs to be discussed further if the network can assist the UE when to discard uplink SDUs by configuring the "Transmission RLC discard" IE also for VoIP. 
Proposal 3: RAN2 is kindly requested to discuss if, similar to the configuration of CSoHS bearer, the network shall include "Transmission RLC discard" IE for RLC UM when VoIP bearer is configured. 
3 Summary

RAN2 is kindly requested to discuss the way forward with RLC UM ciphering error detection and recovery for VoIP. Ideally Stage 2 agreements can be reached in this meeting, such that the Stage 3 agreements can still be finalized for Rel-10 in the remaining two RAN2 meetings this year.
Proposal 1: Introduce a new UE capability (PDCP capability) for "RLC UM ciphering error detection and recovery" for RLC UM in Rel-10, and allow for early UE implementation from Rel-7.

Proposal 2: Introduce PDCP configuration parameter IE "PDCP Info" for "RLC UM ciphering error detection and recovery"

Proposal 3: RAN2 is kindly requested to discuss if, similar to the configuration of CSoHS bearer, the network shall include "Transmission RLC discard" IE for RLC UM when VoIP bearer is configured. 
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