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1. Introduction

In RAN2#70 meeting, the RLF handling of RN on Un link was extensively discussed. It was agreed that the RN re-gains access to the network via RRC_IDLE in case of re-establishment failure after RLF. While one open issue is left FFS:
- The details of the behaviour from IDLE are FFS. E.g. always start from ATTACH or more advanced mechanisms?
Regarding the issues, several contributions [1,2,3] in last RAN2 meeting made some analysis. Two types of possible solutions have been discussed so far:

(1) Attach procedure for RN to re-gain access to network
(2) NAS recovery procedure
This contribution intends to further investigate these two solutions and provides our views if the attach procedure is enough or the NAS recovery procedure should be also considered. 
2. Discussion
2.1 RRC Re-establishment failure  

In case of the RLF, the RN would initiates RRC connection reestablishment to recover the RRC connection first. Under this situation, a cell of the old DeNB or a new DeNB may be selected. If a new DeNB is selected, the RRC connection re-establishment would fail as there is no related RN’s UE context. In case the original DeNB is selected, the RRC connection re-establishment would succeed with high probability if the RLF is due to a temporary Un link problem. Usually, it is expected the Un link is relatively good and stable compared with the Uu link. Hence, it could be expected that a serious problem happened on the Un link or the original DeNB to cause the re-establishment failure. Under this situation, it should be possible for the RN to select a new DeNB to re-again access to network. Also we should not expect that RN would select still the same cell shortly where the re-establishment had just failed.
Observation 1: It is possible for the RN to select a new DeNB (among the pre-configured set of DeNBs) in case of RRC re-establishment failure. Also we should not expect that RN would select still the same cell shortly where the re-establishment had just failed.
2.2 RN behaviour in case of a new DeNB 
Two identified solutions as mentioned before are investigated.  
(1) NAS recovery procedure 
In case a new DeNB is selected by the Idle mode RN,  the S-GW/P-GW of the RN also have to be changed because the RN S/P-GW is collocated with the DeNB according to the selected architecture Alt2. Because no RN context is available at the new S/P-GW, the NAS recovery process would not succeed unless the RN context can be transferred or rebuilt. In case service request as a NAS recovery method is used, the change of the S-GW is also not expected according to existing spec.  Besides, changing of the P-GW during the NAS recovery is out of the scope of existing 3GPP assumption. So, it could be concluded the NAS recovery under the situation is not feasible.
Observation 2: NAS recovery process does not work in case of a new DeNB is selected after RRC re-establishment failure. 

(2) Attach procedure
As analyzed before, in case a new DeNB is selected, no RN context is assumed to be stored in the new DeNB of the RN, and the RN S/P-GW.   According to Rel8/9, during the UE attach procedure, the UE is authenticated and the related context is setup in related eNB and EPC elements. For RN, the similar procedure can be used in case a new DeNB is selected. The old RN context maintained by the original S/P-GW collocated with the original DeNB are deleted in case of RLF on Un link. After successful attach, the RN sets up S1/X2 and OAM connection with the new allocated IP address.
2.3  RN behaviour in case of the original DeNB 

This is only case which NAS recovery may be successful. However, the relevance of this scenario should be first clarified. 

If Un link had a problem shortly, RRC Connection Reestablishment should be successful. Thus it is not clear in which case NAS recovery would be successful even though RRC Connection Reestablishment toward the cell under the same DeNB would have been failed.
Proposal 1: For the simplicity and consistency of Rel 10, the Attach procedure shall be supported for the RN to regain network access after RRC re-establishment failure, regardless whether the original or a new DeNB is selected. Potential optimized RLF recovery mechanisms for RN can be left for future release.

3. Conclusion

Proposal 1: For the simplicity and consistency of Rel 10, the Attach procedure shall be supported for the RN to regain network access after RRC re-establishment failure, regardless whether the original or a new DeNB is selected. Potential optimized RLF recovery mechanisms for RN can be left for future release.
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