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1 Introduction

In previous RAN2 meetings, RA access by a RN in RRC_Connected was discussed. RRC connection re-establishment, D-SR failure and intra-cell handover caused by security have been identified as required by RN in RRC_Connected. RRC connection re-establishment procedure by RN was discussed and agreements were made in the last RAN2 meeting. RN behaviour with regards to D-SR failure is discussed in [1].
In this paper, we provide analysis on why the intra-cell handover caused by security is required and provide our opinion on how intra-cell handover caused by security should be handled for RN.
2 Discussion
Intra-cell handover caused by security is introduced in Rel.8/9. There are two scenarios where security update via intra-cell handover required.

a). COUNT wrap-around

With the assumption that around 25000 PDCP PDUs per second to be transmitted over a Un bearer, the wraparound period of COUNT can be calculated as 2 days. A similar result was derived in [2] considering 1000 active VOIP sessions which is transmitted on the same Un bearer. The DeNB is responsible for avoiding reuse of the COUNT with the same RB identity and with the same K​eNB. The DeNB could release and establish a new bearer or trigger an intra cell handover. 
Observation #1: The DeNB could trigger an intra cell handover prior to the possible COUNT wrap-around hence the DeNB has the freedom to initiate the intra-cell handover when the volume of traffic on Un is low, eg. at night.
b). Security update from MME.

The other scenario where security update via intra-cell handover required is KeNB re-keying performed after an AKA run, ie: AS key change on-the-fly.  If security update is triggered by MME, AS security update is required immediate activation of security by DeNB as commanded by the MME.

For a normal UE, KeNB re-keying is performed during the TAU request or Attach Request and it is rare that the security be updated by the MME during the UE’s in RRC_Connected state.  
However, for RN characterised with a large volume of data and also with a large number of UEs been served by the same RN. The RN assumed to be in RRC_Connected and no RN mobility is considered in Rel-10. Therefore, for RNs, there is situation where KeNB re-keying needs to be performed during the RRC_connected using intra-cell handover procedure. The question is that how often this update is required. We think the periodicity of this update will not be more than 2 days. 

Given the frequency of security update is low, special RA procedure by RN for intra-cell handover by security is not justified.
Proposal 1: no special RA procedure by RN for intra-cell handover by security is required. RN should perform Rel.8/9 RA procedure after receiving intra-cell handover request.
During the RA procedure, to suppress the interference on the Uu communication may be interrupted. According to the Rel.8/9, RA procedure performed by RRC_Connected UE should monitor both PDCCH addressed to RA-RNTI and C-RNTI during the RA procedure. If the same principle is applied to the RA procedure performed by a RRC_Conencted RN, it should be able to monitor both PDCCH and R-PDCCH during the RA procedure. However, as the DeNB has knowledge of the RN intra-cell handover procedure, it is logical for the DeNB to not schedule Un transmission until the completion of the intra-cell handover. Therefore, we propose that RN to suspend the Un communication using configured Un subframe or release the configured Un subframes. In other words upon the reception of RRCConnectionReconfiguration message with mobilitycontrolinfo including change of security info, the RN moves to UE mode and perform the RA procedure.
If the Un communication using configured Un subframe is suspended, the RN resumes Un mode of operation on Un interface after the successful completion of the intra-cell handover procedure. In case of Un subframe is released, the network shall reconfigure the Un subframe after the completion of intra-cell handover procedure.
Proposal 2: RN suspends the Un communication using configured Un subframe and resumes the activities on Un subframes after the successful completion of intra-cell handover procedure; or

RN releases the configured Un subframes and moved to UE mode of operation during the intra-cell handover procedure and resumes the UN mode operation using the reconfigured Un subframe after the successful intra-cell handover.
3.  Conclusion and proposal
We analysed the requirements for intra-cell handover due to security change by RN. It is concluded that the scenarios where the security update required for a RN in RRC_Connected mode is rare, which has update periodicity of around 2 days. Therefore, it is possible for the RN to perform Rel.8/9 RA procedure while in UE mode of operation. 

It is proposed that RAN 2 considers the following proposals:

Proposal 1: no special RA procedure by RN for intra-cell handover by security is required. RN should perform Rel.8/9 RA procedure after receiving intra-cell handover request.
Proposal 2: RN suspends the Un communication using configured Un subframe and resumes the activities on Un subframes after the successful completion of intra-cell handover procedure; or

RN releases the configured Un subframes and moved to UE mode of operation during the intra-cell handover procedure and resumes the UN mode operation using the reconfigured Un subframe after the successful intra-cell handover.
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