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1 Introduction

In the RAN2#69bis meeting, it was agreed that RAN2 would research on RAN overload control with the first priority [1]. Subsequently, potential solutions to relieve RAN overload, especially RACH overload, were proposed and discussed [2-4]. Those mechanisms are expected to be helpful when a large number of MTC devices try to access network and induce RACH overload. Whereas, if the congestion is caused by H2H communication rather than MTC, those methods may wouldn’t work and even deteriorate the overload. Therefore, an important issue is how to determine the reason of RACH overload, i.e. due to M2M communication or normal H2H traffic, so that proper mechanisms could be used.
2 Discussion 

RACH overload has been found in several M2M applications, such as smart metering [5] and fleet management [6]. To relieve the problem, following potential RAN side solutions are proposed and discussed:

- Separate access control

- Separate RACH resource
- Separate backoff
- Pull approach

Whereas, for the network serving both M2M and H2H consumers, the prerequisite to use these mechanisms is that the RACH overload is induced by MTC, rather than normal H2H communication. Therefore, before adopting proper mechanisms to resolve the congestion, network needs to determine the reason of congestion firstly.
Generally speaking, RACH overload may happen in the following two cases: 

The first case is network predictable RACH overload in a specific time or area. One typical application is smart metering data report, where the reporting always happens in scheduled time or under network’s request.  Another typical application is fleet management, which appears in specific area, e.g., taxi area of airport or headquarters of taxi company [6]. Predictable RACH overload maybe also caused by normal H2H communication, e.g. when lots of people get together to watch a football game. For such kinds of congestion, the network could predict whether the overload would be induced by MTC or H2H communication, and then configure corresponding solutions, during a given period or in a specific area.
The other case is network unpredictable RACH overload. One of the typical applications is when a train passes through a bridge equipped with lots of sensors, and all the sensors try to access network and transmit the monitoring data almost simultaneously. RACH congestion may also happen when lots of people assemble in a cell for some unexpected reason, e.g. when unpredictable traffic jam happens. For such kinds of unexpected RACH overload, in order to adopt proper methods to relieve the overload, it is necessary to determine whether the RACH load is mainly caused by M2M or H2H communications.
One potential solution is that network deems the overload is caused by MTC, and then lowered down the access probability of MTC devices or preserve preambles for them. This solution seems reasonable since in most cases M2M applications could be considered as lower priority than H2H traffic. However, if the congestion is proved to be caused by too much normal UE traffic and the preambles are reserved for MTC devices, the overload will become even heavier due to fewer preambles can be used by overloaded H2H communication. Therefore, such kind of predication is too arbitrary and may deteriorate the congestion.
One possible mechanism to determine whether the RACH load mainly comes from MTC devices is based on the proportion of MTC devices out of the total number of UE successfully connecting the network. A simple way to differentiate MTC devices and normal UE after RRC connection establishment is through IMSI, which could be realized by pre-assigning different IMSI to MTC devices and H2H terminals. This is helpful for those M2M applications under the management of operator. In practice, however, quite number of SIM cards are sold for normal UE usage but actually used for M2M applications. This is possibly unknown by the operator and these SIM cards can not be differentiated and counted as MTC devices. Therefore, it is necessary for RAN to consider alternative means to enable the network to know whether the access is from a MTC device.

Proposal: RAN2 is kindly asked to investigate the mechanism to identify M2M devices, so that RAN side could deduce whether or not the RACH load is mainly from MTC devices and then adopt appropriate solution to deal with the congestion.
3 Conclusion
In this contribution, we analyze that the prerequisite of adopting appropriate mechanisms to relieve unpredictable RACH overload is to firstly determine whether the congestion is caused by M2M communication or normal H2H traffic. It is proposed to study the mechanism of identifying M2M devices to enable the network to deduce the cause of overload.
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