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1. Introduction
In the last SA1#50, the following requirements with regard to CSFB access control were agreed.

- Requirement on Access Control for CSFB to 1xRTT for Release 9
- Requirement on Access Control for CSFB to UTRAN/GERAN for Release 10
An LS [1] informing about the abovementioned agreement and asking about the feasibility of introducing independent access control for mobile originated CSFB (referred to as “MO CSFB access control” in this document)and Rel-8/9 access control mechanism (referred to as “ACB Rel-8/9” in this document), were sent to RAN2 and CT1.
Specifically SA1 discussed the following requirements:

- If access is granted for the UE for mobile originating session requests for CSFB the UE shall ignore enhanced Access control on E-UTRAN.

- If access control for CSFB is not supported by the network, enhanced Access control on E-UTRAN shall be applied by the UE.
This document shows that defining independent MO CSFB access control and Rel-8/9 ACB is feasible, and proposes a simple solution to realise that. 
2. Solution for CSFB access control
Feasibility of defining independent access control for MO CSFB and Rel-8/9 ACB

In SSAC case, since the SSAC enforcement is performed in MMTEL/IMS layer and there is no mean to differentiate whether an originating call is of MMTEL service or of other U-plane data, if Rel-8/9 ACB is applied, double barring in SSAC and Rel-8/9 ACB can not be avoided.  

However, MO CSFB access control can be performed in a similar manner as Rel-8/9 ACB, i.e. within RRC layer. Hence the double barring condition between MO CSFB access control and Rel-8/9 ACB can be easily avoided, i.e. independent access control between the two is feasible.

Solution for independent access control for MO CSFB and Rel-8/9 ACB

Table 1 shows expected UE behaviour when MO CSFB access control and Rel-8/9 ACB are made independent, i.e. Rel-10 UE MO CSFB call only applies MO CSFB access control, and no double barring condition where both MO CSFB access control and Rel-8/9 ACB are applied.

For the RRC to be able to decide which access control, i.e. MO CSFB access control or Rel-8/9 ACB, to be applied to a Rel-10 MO CSFB call, a new call type of “mobile originating CSFB call” is needed.

Table 1: Access control applied to MO CSFB calls when UE is camped in Rel-10 NW 

	Case#
	Barring State

(Broadcast from Rel-10 NW)
	Access Control applied to MO CSFB calls by
Rel-8/9 UE
	Access Control applied to MO CSFB calls by
Rel-10 UE

	
	Rel-10 CSFB
	Rel-8/9 ACB
	
	

	1
	CSFB barring
	ACB barring
	ACB barring
	CSFB barring

	2
	CSFB barring
	No ACB barring
	N/A (no barring)
	CSFB barring

	3
	No CSFB barring
	ACB barring
	ACB barring
	CSFB barring
(no barring) 

	4
	No CSFB barring
	No ACB barring
	N/A (no barring)
	N/A (no barring)


Furthermore, when a Rel-10 UE camps in the NW that does not support MO CSFB access control (including Rel-8/9 NW), it is preferable if the Rel-10 UE has the same behaviour as legacy UEs. This behaviour is shown in table 2. 

Table 2: Access control applied to MO CSFB calls when UE is camped in 
NW with no support for MO CSFB access control (e.g. Rel-8/9 NW)

	Case#
	Barring State

(Broadcast from e.g. Rel-8/9 NW)
	Access Control applied to MO CSFB calls 
by Rel-8/9 UE
	Access Control applied to MO CSFB calls 
by Rel-10 UE

	
	Rel-10 CSFB
	Rel-8/9 ACB
	
	

	5
	-
	ACB barring
	ACB barring
	ACB barring

	6
	-
	No ACB barring
	N/A (no barring)
	N/A (no barring)


From table 2 it is clear that in order to maintain the same behaviour between Rel-10 UE and Rel-8/9 UE, Rel-10 UE shall apply Rel-8/9 ACB barring if the CSFB barring information is not included in SIB2.

Therefore, by comparing table 2 and table1, it is clear that the condition in table 1 case#3, where CSFB call is not barred while Rel-8/9 ACB is applied, can not be realised just by not including CSFB barring information in SIB2. For this case, an explicit “no barring” indication is needed within the CSFB barring information. Hence, the CSFB barring information needs to contain a choice of “barring” information and a “no barring” information.

To further realise independent handling of access control for CSFB calls, a newly defined timer T306 is applied to Rel-10 MO CSFB call when the access attempt is barred. By applying the new timer, different from T303 (timer for MO-data), CSFB calls and MO data originated from the same UE can be controlled independently. For example when a CSFB call of a Rel-10 UE is barred, if the same UE originates a subsequent MO data, the access for MO data will not be barred based on the timer started for CSFB call. 

The flow chart summarising the proposed access control mechanism for MO CSFB call is shown in figure 1.
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Figure1: Flow chart for MO CSFB access control
The corresponding RRC CR for the abovementioned access control mechanism is available in R2-103867 [2]. From the actual CR, it can be understood that the proposed solution brings a minimum impact and simple change towards the specification.
Summary: The following summarises the proposed solution for MO CSFB access control:
=========================== Proposed Solution =======================================
1. New call type is defined, i.e., “mobile originating CS fallback”, to differentiate between MO CSFB call from other mobile originating data.

2. A new IE is defined in SIB2, namely ac-BarringForCSFB, which indicates relevant CSFB access barring information.
The new ac-BarringForCSFB IE consists of the following information:
- Barring IE; which includes ac-BarringConfig IE already defined in Rel-8/9
- No-Barring IE; an explicit indication with a meaning that CSFB call is NOT barred, i.e., representing a barring factor of ‘p100’.
3. A new access barring timer T306 is defined, and is applied to Rel-10 UE with “mobile originating CS fallback” call type, when access for a MO CSFB is barred.
4. Rel-8/9/10 UE behaviour with regards to CSFB calls are defined according to Tables 1 and 2 above.
==================================================================================
3. Unfair handling of UEs of different releases

Identified implication of the proposed solution is possible condition where CSFB calls from UEs of different releases are handled differently. However, during the investigation we found that all the identified conditions can be solved with already defined standardised mechanism.

1. Condition 1: Rel-8/9 ACB rate is less than MO CSFB barring rate

This condition typically occurs during disaster occurrences when voice services are restricted but e-mail and other packet services (which are typically used to report human safety and where about) can go through.
In this condition, success rate of Rel-10 MO CSFB calls are much lower compare to the Rel-8/9 MO CSFB calls. 
This kind of unfair handling can be solved by the overload avoidance mechanism in the MME, i.e. MME may reject the CSFB calls of Rel-8/9 UEs.
2. Condition 2: Rel-8/9 ACB rate is bigger than MO CSFB barring rate

In this condition, success rate of Rel-10 MO CSFB calls are much higher compare to the Rel-8/9 MO CSFB calls.
This kind of unfair handling can be solved already by abnormal UE behaviour defined in 24.301, which specifies that if the service is barred for a UE initiating CSFB, then the UE shall select UTRAN/GERAN.

Summary: Unfair handling between CSFB calls of UEs of different releases can be solved by already defined standardised mechanism.

4. Emergency CSFB handling

In Rel-8/9, emergency CSFB call is handled by applying AC10 access barring and evaluation of AC11-15 of Rel-8/9 ACB (for MO-Data).

From consistency view point, Rel-10 emergency CSFB call can be handled similarly by applying AC10 access barring and the newly defined evaluation of AC11-15 of CSFB access control.

However, due to the following reasons, we think that it is best to apply the same emergency access control handling between Rel-10 emergency CSFB call and previous releases of emergency call, i.e. for Rel-10 emergency CSFB call, AC10 access barring and evaluation of AC11-15 of Rel-8/9 ACB (for MO-Data) are applied.

1. There is no identified use case that necessitates treating Rel-10 emergency CSFB call in higher priority compare to other emergency (CSFB) calls. 

2. Impact to NAS specification is foreseen, i.e. a new call type of “Rel-10 Emergency CSFB call” is needed to differentiate it from other “Emergency call”.
Furthermore, the impact to RRC specification is foreseen to be quite complicated if AC11-15 CSFB access control evaluation is added into the present emergency access control mechanism.

3. Impact to test specification burden is also identified if Rel-10 Emergency CSFB call access control has different behaviour from the previous releases of emergency call access control.

Summary: 
For Rel-10 emergency CSFB call, the same handling as Rel-8/9 emergency call access control is applied.

5. Summary and proposal
Summary

A solution which allows independent MO CSFB access control and Rel-8/9 ACB was explained.  With the proposed solution requirements discussed in SA1 can be fulfilled. The proposed solution resulted in a minimum impact and simple change in the RRC specification.
The following summarise the proposed solution for MO CSFB access control
1. New call type is defined, i.e. “mobile originating CSFB”, to differentiate a mobile originating CSFB calls from other mobile originating data.

2. A new IE is defined in SIB2, i.e. ac-BarringForCSFB IE.
The new ac-BarringForCSFB IE consist of the following information:
- Barring IE, which include ac-BarringConfig IE already define in Rel-8/9
- No Barring IE, which is an indication with a meaning that CSFB call is NOT barred, i.e barring factor p100.

3. A new timer T306 is defined, and is applied to Rel-10 UE with “mobile originating CS fallback” call type.

4. Rel-8/9/10 UE behaviour with regards to their originated CSFB call is defined according to table 1 and 2.

Proposal: 

It is proposed to agree: 

1. that it is feasible to define independent MO CSFB access control and Rel-8/9 ACB.

2. the proposed solution as the mechanism to realise MO CSFB access control 
3. to notify SA1 on the above RAN2 agreement.
4. to ask CT1 to define a new call type “mobile originating CSFB”. 
If the proposals are agreed, NTT DOCOMO is willing to prepare the necessary CRs to SA1 and CT1.
6. Reference
[1]. S1-101239, “LS on Access Control for CSFB”, LS from SA1 to RAN2, CT1, contact: NTT DOCOMO, Inc.
[2]. R2-103867, “AC-Barring for Mobile Originating CSFB calls”, 36.331 CR xxxx, TEI10, B
 







































































































































































































































PAGE  
4

